UNITRENDS

UniView Portal Guide

Release 2.50 | Document Version 1.04042024

I —




UniView Portal Guide
Release 2.50 | April 2024

Copyright

Copyright © 2024 Unitrends Incorporated. All rights reserved.

Content in this publication is copyright material and may not be copied or duplicated in any form without prior written permission
from Unitrends, Inc (“Unitrends”). This information is subject to change without notice and does not represent a commitment on the
part of Unitrends.

The software described in this publication is furnished under a license agreement or nondisclosure agreement. The software may be
used or copied only in accordance with the terms of the license agreement. See the End User License Agreement before using the
software.

The software described contains certain open source components that are copyrighted. For open source licenses, see the
UnitrendsOpen Source Compliance section of the product Administrator Guide.

Because of the nature of this material, numerous hardware and software products are mentioned by name. In most, if not all, cases
these product names are claimed as trademarks by the companies that manufacture the products. It is not our intent to claim these
names or trademarks as our own.

The following applies to U.S. Government End Users: The Software and Documentation are “Commercial ltems,” as that term is
defined at 48 C.F.R.2.101, consisting of “Commercial Computer Software” and “Commercial Computer Software Documentation,”
as such terms are used in 48 C.F.R.12.212 or 48 C.F.R.227.7202, as applicable. Consistent with 48 C.F.R.12.212 or 48
C.F.R.227.7202-1 through 227.7202-4, as applicable, the Commercial Computer Software and Commercial Computer Software
Documentation are being licensed to U.S. Government end users (a) only as Commercial Iltems and (b) with only those rights as are
granted to all other end users pursuant to the terms and conditions herein. Unpublished-rights reserved under the copyright laws of
the United States. Unitrends agrees to comply with all applicable equal opportunity laws including, if appropriate, the provisions of
Executive Order 11246, as amended, Section 402 of the Vietnam Era Veterans Readjustment Assistance Act of 1974 (38 USC
4212), and Section 503 of the Rehabilitation Act of 1973, as amended, and the regulations at 41 CFR Parts 60-1 through 60-60,
60-250, and 60-741. The affirmative action clause and regulations contained in the preceding sentence shall be incorporated by
reference.

The following applies to all contracts and subcontracts governed by the Rights in Technical Data and Computer Software Clause of
the United States Department of Defense Federal Acquisition Regulations Supplement:

RESTRICTED RIGHTS LEGEND: USE, DUPLICATION OR DISCLOSURE BY THE UNITED STATES GOVERNMENT IS SUBJECT TO
RESTRICTIONS AS SET FORTH IN SUBDIVISION (C)(1)(Il) OF THE RIGHTS AND TECHNICAL DATA AND COMPUTER SOFTWARE CLAUSE
AT DFAR 252-227-7013. UNITRENDS CORPORATION IS THE CONTRACTOR AND IS LOCATED AT 200 WHEELER ROAD, NORTH
TOWER, 2ND FLOOR, BURLINGTON, MASSACHUSETTS 01803.

Unitrends, Inc

200 Wheeler Road

North Tower, 2nd Floor
Burlington, MA 01803, USA
Phone: 1.866.359.5411

UNITRENDS

A Kaseya company




UniView Portal Guide
Release 2.50 | April 2024

Contents

Getling Started . 7
N Xt S DS . 7
Accessing the UniView Portal .. 8
AAItIONAl FESOUICES ... e 31
SWitChing t0 Dark ThemMe VIEW . 32

Working with the Dashboard ... .. ... 33
Filtering the Dashboard ... .. 34
APPIANCES Il 34
AlBItS Tl . 34
Low Space Appliances tile ... .. .. 35
Local Storage Used tile .. 35
ACTIVE JODS Tl . 35
ComPleted JODS Tl . 36
ReCENt JODS tile . 37

Working with Alerts and Conditional Alarms ... . 39
Al BTt 39

Alert CONAITIONS ... 39
Alerts and PO A LI CKEUING ... 41
Email @lerts o 41
Alerts for Spanning Microsoft 365 baCkup ... ... ... 41
Alerts for Spanning Google Workspace baCKup ... ... 43
Alerts for Spanning Salesforce baCKUD ... 45
Alerts for Datto Backup for Microsoft Azure (DBMA) ... .. ... 48
MaNagiNg AlEIS 49
Conditional @larms ... . 61
Working with conditional alarms . 61

Working with Unitrends Appliances, Assets, and Backups ... . 85

WoOrKing With @pPlaNCES .. 85

UNITRENDS

AKaseya company




4 UniView Portal Guide
Release 2.50 | April 2024

Adding @sSets 10 an APPlANCE ... 93
Removing assets from an applianCe ... ... o 111
VEWIN G A S S 127
R MOV IN G A SO S . . 132
WOrKing With DaCKUP POIICIES ... 135
Working With VS A O ABentS .. . 143
Working with Spanning BaCKUD ... . ... 149
WOrKing With MICrOSO t S8D . 150
WOrking With GOOZIE WOTKSPACE ... .. 161
WOrKING With SaleS OrCe ... 172
Working with Datto Backup for Microsoft Azure ... ... . 179
WOTKING WIth JODS 183
WOrKINgG With 1ECENT OIS 183
VIEWINE ACHIVE OIS . 186
Working with scheduled Jos ... . 189
WorKing With Organizations ... ... 195
Working with Users and SCOPES ... .. ... 207
W OTKIN G Wit USlS 207
WOrKINgG With SCOPES .. 217
WorKing With INtegrations ... ... 223
INEE B atiNg VS A O 224
INEE B atiNg VS A A0 232
INtegrating KaseyaOne .. . 233
Working with your KaseyaOne iNtegration ... ... 236
INTEratiNg AULOTASK ... 249
Working with your Autotask INtegration ... .. 258
Integrating ConneCtWise Manage ... ... 270
Working with your ConnectWise Manage integration ... ... ... . 282
Integrating Kaseya's Billing Management System (BMS) Or VOIeX ..o 287
Working with your BMS Or Vorex INTe8ration ... ... .o 292

UNITRENDS

A Kaseya company




UniView Portal Guide 5
Release 2.50 | April 2024

Importing Accounts or Companies from YOUr PO A 302
INtegrating Datto PoOrtal ... . 306
Working with your Datto Portal integration ... ... 309
INEE B atiNg T GIUE . 313
Working with your [T GIUE INTegration ... . 318
APL ACCESS . . 321

UNITRENDS

AKaseya company




6 UniView Portal Guide
Release 2.50 | April 2024

This page is intentionally left blank.

UNITRENDS

A Kaseya company




UniView Portal Guide 7
Release 2.50 | April 2024

Getting Started

The UniView Portal is a SaaS-based management platform that provides Ul and APl integration across Unitrends best-
of-breed approaches to backup and recovery: Unitrends backup appliances, Datto Backup for Microsoft Azure, and
Spanning SaaS Backup for Microsoft 365, Google Workspace, and Salesforce.

UniView is the centralized management hub for Unitrends Unified Backup. Leverage UniView for time-saving
automation, workflow integrations, and streamlined management of your backup and recovery environments.

With UniView, you have one screen to manage these environments in minutes per day, regardless of where your data
lives.

UniView is modular in design — simply start with what you need and easily snap in additional modules as needed.

Next steps

To get started, log in to the UniView Portal (see "Accessing the UniView Portal") and add your Unitrends Unified Backup
products:

Add each Unitrends appliance as described in "Adding an appliance".

Add your Spanning Backup products as described in "Integrating a Microsoft 365 tenant", "Integrating a Google
Workspace domain", and "Integrating a Salesforce organization".

Add Datto Backup for Microsoft Azure as described in "Integrating Datto Portal".
Next, quickly monitor and manage your backup products from the UniView Portal:

For Unitrends appliances, check out the Dashboard to view the status of all appliances at a glance (see "Working
with the Dashboard"). To explore more features, see "Working with Unitrends Appliances, Assets, and Backups"
and "Working with Jobs".

For Spanning Backup, use the Protect page to manage your backups and licenses. For details, see "Working with
Spanning Backup".

For Datto Backup for Microsoft Azure, use the Protect page to view summary and status information about your
protected assets. For details, see "Working with Datto Backup for Microsoft Azure".

View BackuplQ alerts to quickly address issues. Set up conditional alarms and email notifications for more robust
alerting. For details, see "Working with Alerts and Conditional Alarms".

Add more integrations to leverage other product features (see "Working with Integrations"). For example:
Integrate KaseyaOne to enable users to log in to the UniView Portal with their KaseyaOne credentials.

Integrate your PSA system (ConnectWise Manage, Autotask, BMS, or Vorex) to automatically create a ticket in the
PSA for each BackuplQ alert.

Add the Unitrends Backup module to your VSA so you can access the UniView Portal from the VSA Ul. For details,
see "Integrating VSA 10" or "Integrating VSA 9".

Integrate IT Glue to synchronize your assets and appliances with Kaseya's IT Glue documentation platform.
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Accessing the UniView Portal

Steps required to log in vary by whether you log in with KaseyaOne or by using UniView Portal credentials. These
considerations apply:

In some environments, log in with KaseyaOne is required. In this case, if you attempt to log in by using UniView
Portal credentials, you are redirected to the KaseyaOne Login page. Log in as described in "To log in with
KaseyaOne credentials".

This login procedure requires a KaseyaOne account. If you do not have a KaseyaOne account, request
one from Support and set it up as described in this KaseyaOne article: Set up your KaseyaOne user
account.

In some environments, log in with KaseyaOne is optional. You can click Log in with KaseyaOne or enter your
UniView Portal credentials:

UNIVIEW

7 < gebackup.net

Email

dt 2nds com

Password Forgot password?

Opt to log in with
UniView credentials or KaseyaOne

“4€ Log in with KaseyaOne

Learn More about KaseyaOne

Help & Support | © Kaseya 2024

In some environments, log in with KaseyaOne is not enabled. In this case, the Login page does not contain the
Log in with KaseyaOne button and you must log in by using UniView Portal credentials. For details, see "To
activate your UniView Portal account and log in for the first time" or "To log in using UniView Portal credentials".

Use these procedures to access and exit the UniView Portal:
"To activate your UniView Portal account and log in for the first time"
"To log in using UniView Portal credentials"
"To log in with KaseyaOne credentials"
"To remove an older KaseyaOne/UniView mapping that was created with mismatched user names"
"To log out of the UniView Portal"

"To reset your UniView Portal password"

Getting Started UNITRENDS
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To activate your UniView Portal account and log in for the first time

When your user account is provisioned, you receive a Welcome to UniView email containing an activation link. You
must run this procedure within 48 hours of receiving this email to activate your UniView Portal account. If your
activation link has expired, contact the UniView Portal Onboarding team to obtain a new link.

In some environments, log in with KaseyaOne is required. In this case, a UniView account is not needed and you
can log in for the first time as described in "To log in with KaseyaOne credentials". If you attempt to log in by
using UniView Portal credentials, you are redirected to the KaseyaOne Login page.

UniView Portal requires two-factor authentication (2FA) using a supported TOTP authenticator application, such
as Passly Authenticator. If you are not already using a supported authenticator application, you will need to
download and install one to your iOS or Android device before you can log in to the UniView Portal.

This procedure includes steps to set your password and to pair the UniView Portal with your authenticator
application. These steps are required the first time you log in only.

Open the Welcome to UniView email that you received from no-reply@backup.net and click the Activate Now
button.

UNITRENDS Getting Started
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no-reply@backup.net <no-reply@backup.net> Tue, Mar 12, 2024 at §:31 AM
To: No Reply <no-reply@backup.net=

Welcome to UniView, the backup
management portal!

Hi dhssttuniview@gmail com,

Welcome to UniView, a free, web-based management console integrating
Unitrends, Spanning and Datto backup in one centralized management view

With UniView, you get-

« BackuplQ Intelligent Alerts

« Multifactor authentication

» Single Sign-On and reverse proxy management

« Integrations management (PSA, documentation, ticketing)
+ And morel

Simply start with what you're using today and easily add additional modules as
you go

To help you get started, an account has been created for you.
For more information read the guide

Use the following link to activate account:
Activate Now Click here

Thank youl

UNIVIEVW

Create your UniView password:
Enter the password in the Password and Confirm Password fields.

Click Set Password.

Getting Started UNITREN DS
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UNIVIEVW

Password

Enter password
and confirm

Help & Support | © Kaseya 2024

3 Click Back to Login.
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&

Password Set

You have successfully set your password, please
use your new password to log in.
Click here

Back to Login

© Kaseya 2024
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4 Enter the backup.net homerealm that was provided to you by the UniView Portal Onboarding team. Click Next.

Getting Started
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Enter your
Your URL/o homerealm
st

.strm-backup.net

Help & Support | ® Kaseya 2024

5  Enter the username and password of your UniView Portal account. Click Log In.

Note:  If you are redirected to the KaseyaOne Login page, log in with KaseyaOne is required in your
environment. Do not continue with this procedure. Instead, enter your KaseyaOne credentials (for
details see "To log in with KaseyaOne credentials").
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UNIVIEVW

£ st Je-backup.net

Email

absmttUniView@gmail.com —o

Password Forgot password?

“2€ Log in with KaseyaOne

Learn More about KaseyaOne

port | @ Kaseya 2024

6 Download and install a supported TOTP authenticator application to your iOS or Android device. (Skip this step if
you have already installed a supported authenticator application.)

7  Pair UniView Portal to your authenticator application by scanning the barcode or manually entering the QR code.
Examples of both methods are given below.

Scan barcode:
® Open your authenticator application. Select +, then select Scan a barcode.

wil ATET 2:44 PM

=  Authenticator

Unitrends MSP - DEMO 1

483 054

dbarmoie e om ‘,
|

Scan barcode

rd Manual entry

® Use your iOS or Android device to scan the QR Code that displays on the UniView Portal Set Up 2FA page.

Getting Started UNITRENDS
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wil ATET = 2:44 PM

Authenticator

__., Scanning d_isplays inthe
authenticator app

Place barcode within rgd lines

Set Up 2FA

1. Please open your authenticator app.

2. Use the app to scan QR code. Cant scan?

Scan code with your
10S or Android device

3. Enter the code generated by the app.

®  Your UniView Portal account is added to the authenticator application.

UNITRENDS
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wil ATAT ¥ 2:44 PM

=  Authenticator

483 054

portal.backup.net

570 85—
dbamalimiinands.com account is added

Manually enter QR code:

® C(Click Can't Scan?.

<
Kaseya
Set Up 2FA

1. Please open your authenticator app.

2. Use the app to scan QR code. Canit scan?

3. Enter the code generated by the app.

port | @ Kaseya 2024

®* The QR code displays. Enter the QR code into your authenticator app.

Getting Started UNITRENDS
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<
Kaseya

Set Up 2FA

1. Please open your authenticator app.
2. Enter the code into your 2FA app. View QR Code

Nor - 2GKZUAO6I

- - 3. Enter the code generated by the app.
Enter this code into your B yihe e

authenticator app

1]© Kaseya 2024

®  Your UniView Portal account is added to the authenticator application.

wil ATAT ¥ 2:44 PM

=  Authenticator

483 054

portal.backup.net

870 854
dbamalimiinands.com account is added

8 Return to the UniView Portal and enter the 2FA code supplied by the authenticator application. Click Next.

Note:  You must enter the code within the 30-second expiration period. Otherwise, you need to enter the next
non-expired code displayed in the authenticator application.

UNITRENDS Getting Started
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<
Kaseya

Set Up 2FA

1. Please open your authenticator app.

2. Use the app to scan QR code. Cant scan?

3. Enter the code generated by the app.

498 36 —o Enter 2FA code

rl | © Kaseya 2024

9 Save the recovery codes listed below. You can use them to log in without your authenticator app. Click Save &
Done.

Note:  You can quickly copy and paste the codes into a text editor (e.g., Notepad). Each recovery code listed
below can be used one time only. Use these codes sparingly.

Getting Started UNITRENDS
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ot
Kaseya

Success

2FA settings verified, press save to activate

Save the recovery codes below to log in without
your 2FA authenticator.

* 5P7 03
. 23¢

v 0. Save these

recovery codes
- 22%

* 66}

Save & Done

10 You are logged in to the UniView Portal.

Protect  Jobs

Scope Organization
Dashboard Al v Al - -
8 Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Local Storage Used 72.778
Active Jobs Completed Jobs (54
Job Name Appliance Assets Progress Duration
795
Replica Restore recovery-8120s- 3 — 00:07:33
5
- 530
Backup image recovery-8120s- 2 — 00:04:15
- 265
Backup 139-99 recovery-8120s- 1 — 00:00:26 o
image E Apro6 Apr07 Apr08 Apr08 Apr10 Apri1 Apri2 Apr13 Apr14 Apri15 Apri6 Apri7 Aprig
I Success Missed
See All
Recent Jobs
Appliance Job Name Type Started Asset

UNITRENDS
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To log in using UniView Portal credentials
1 Open a Firefox or Chrome browser and enter https.//login.backup.net/ to access the Login page.

v — O x
m UniView b4 =+

& C & swsmesme-backup.net/i, =  # 0O &

2 Enter the backup.net homerealm that was provided to you by the UniView Portal Onboarding team. Click Next.

UNIVIEVW
yum/o

.sipe-backup.net

P

1| © Kaseya 2024

3 Enter the username and password of your UniView Portal account. Click Log In.

Getting Started UNITRENDS
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UNIVIEW

s ge-backup.net

:nds.com —o

Forgot password?

24 Log in with KaseyaOne

Learn More about KaseyaOne

pori | @ Kaseya 2024

4 Enter your two-factor authentication (2FA) code, then click Verify. You can obtain the code from your authenticator
app or use a recovery code.

Note:  Only use a recovery code if you have lost your IOS or Android device, or cannot access your
authenticator application for some other reason.

UNITRENDS Getting Started
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Verification

Enter your verification code or your pre-generated

backup password below

8 —o Enter code (no spaces)

Code

1| @ Kaseya 2024

5 Upon logging in, the portal Dashboard displays.

Protect  Jobs Organizations

Scope Organization
Dashboard Al v Al v o
8 Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Local Storage Used 72.778
Active Jobs Completed Jobs (54
Job Name Appliance Assets Progress Duration
795
Replica Restore recovery-8120s- 3 — 00:07:33
5
- 530
Backup image recovery-8120s- 2 — 00:04:15
- 265
Backup 139-99 recovery-8120s- 1 — 00:00:26 i
image £ Apro6 AprO7 Apr08 Aprog Apri0 Apri1 Apri12 Apri3 Apr14 Apri15 Apri16 Apri7 Aprig
I success Missed
See All
Recent Jobs
Appliance Job Name Type Started

Asset
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To log in with KaseyaOne credentials

KaseyaOne is Kaseya's integrated platform of IT and security management solutions. Use this procedure to log in to the
UniView Portal by using your KaseyaOne account credentials.

1 Open a browser and enter https://login.backup.net/ to access the Login page.

v — O it
m UniView X =+

=

& C &« e -backup.net/i_, e w #* O &

2 Enter the backup.net homerealm that was provided to you by the UniView Portal Onboarding team. Click Next.

Enter your
YuurURL/o homerealm
silge

shge-backup.net

il | © Kaseya 2024

3 Enter your email and password. Click Log in with KaseyaOne.

Note: If you do not see the Log in with KaseyaOne button, this feature is not available in your environment.

UNITRENDS
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UNIVIEW

g ge-backup.net

db v :nds.com

Password Forgot password?

©

“2€ Log in with KaseyaOne

Learn More about KaseyaOne

Kaseya 2024

4 Enter your KaseyaOne username and company name. Click Next.

Note: If you are currently logged in to KaseyaOne, you are not prompted to enter your KaseyaOne credentials.
You are automatically logged in to the UniView Portal portal without doing the remaining steps in this
procedure.

Getting Started UNITRENDS
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1aseyalne

Username *

di

- s.com
Enter username
Company Name * & company name
u Is

Download the KaseyaOne app

® App Store Google Play

Help & Support | © Kaseya 2024

5  Enter your KaseyaOne password. Click Log In.

<
Kaseya

1aseyaOne

d

Help & Support | © Kaseya 2024
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6  Enter your two-factor authentication (2FA) code, then click Verify. (You can obtain the code from your authenticator
app.)

<
Kaseya

Verification

Please open your authentication app and enter the
code below.

Authentication code *

401 17—0

Back to Login

Help & Support | ® Kaseya 2024

7 You are logged in to the UniView Portal:

Note:  If you see a warning message indicating that your UniView and KaseyaOne usernames do not match,
run this procedure to resolve the issue: "To remove an older KaseyaOne/UniView mapping that was
created with mismatched user names".
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UN |V| EW Dashboard Protect  Jobs Organizations 7 , dbiEitre... ﬂ
SCOPE Orgamzatlon
Dashboard Al v Al v I
= Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Local Storage Used 72778
Active Jobs Completed Jobs e
Job Name Appliance Assets Progress Duration
Replica Restore recovery-8120s- 3 00:07:33
g
Backup image recovery-8120s- 2 — 00:04:15
q —_— / -
e \
Backup 13999 recovery-8120s- 1 — 00:00:26
image E ADro6 AprO7 Apr08 Apros Apri0 Apri1 Apri2 Apri3 Apr14 Apri5 Aprié Apri7 Apris
- su
See All
Recent Jobs
Appliance Job Name Type Started Asset

To remove an older KaseyaOne/UniView mapping that was created with mismatched user
names

Single-sign on with KaseyaOne credentials now requires matching KaseyaOne and UniView usernames. If you had
enabled SSO with mismatched user names in a previous release and received a warning message when logging in with
your KaseyaOne credentials, use this procedure to remove the mapping of your mismatched UniView Portal and
KaseyaOne user accounts.

After running this procedure, simply log in using your KaseyaOne credentials (see "To log in with KaseyaOne
credentials").

To disable login with KaseyaOne for all UniView Portal users, see "To disable or re-enable Login with
KaseyaOne".
To remove the KaseyOne/UniView mapping:
Click your username and select Disable Login with KaseyaOne. Click Disable to confirm.

If you do not see Disable Login with KaseyaOne, this procedure is not applicable because your
KaseyaOne and UniView usernames already match (or the KaseyaOne integration has not been added
to UniView Portal).
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U N Ivl EW Dashboard Protect  Jobs ‘Organizations

) dbammw@enitre...

Scope Q dbp st @un*zonds.com 1
Dashboard Al v b
Dark Theme
Reset Password
= Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Local ¢

Disable Login with KaseyaOne

Disable KaseyaOne e/L-:-g out
Active Jobs o

? 33
sh to disable Log Kaseya One for your user? So, yougre not able to logir =

entials. 3

ortal with Kaseya

Job Name Appliance cancel
LOAD JOB ALL Regicction-9448
ASSETS 5

The mapping is removed. You can now log in using your KaseyaOne credentials.
To log out of the UniView Portal

Click your username and select Log out.

UNIVIEVW Dashboard ~ Protect Jobs  Organizations

Scope ’dt Jinds.com 1
Dashboard

All v

va

Dark Theme

Reset Password

© Low Space Appliances 2 Local ¢
Log out

You are logged out of the portal and the Login page displays.

= Appliances 3 offline A Alerts 30

If you had logged in by using KaseyaOne, you are also logged out of your KaseyaOne session.
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UNIVIEW

Your URL

.smmme-backup.net

To reset your UniView Portal password

1  Click your username and select Reset Password.

UNINIEVYW Dashboard ~ Protect Jobs  Organizations

Scope . db N ds.com 1
Dashboard All v !
Dark Theme
Q— Reset Password
S Appliances 3 offline A Alerts 30 © Low Space Appliances 2 Local ¢

Log out

2 Onthe Forgot Password page, enter the email address and homerealm associated with your portal account. Click
Reset.

29
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®

Forgot Password
We =nd you an email to re:

Email

dt 1ds.com —"

Your URL

—9 .s'me-backup.net

Back to Login

| @ Kaseya 2024

3 Check your email to reset your password.

N

Email Sent

| ® Kaseya 2024
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Additional resources

For additional resources, click :

UNINIEBEW Dashboard ~ Protect Jobs  Organizations

Help M Click here
lizati
Knowledge Bas:
Dashboard nowledge Base v 1
Video Tutorials
Status
= Appliances 3 offline A Alerts 30 © Low Space Appliances Suggest A Feature Used 72.7TB
Release Notes
Portal Guide
Active Jobs Completed Jobs (3
APl Documentation
Job Name Appliance Assets Progress Duration 205 Lega
T fUse
Replica Restore recovery-8120s- 1 — 00:06:04 sms oTls
Sl 530 Privacy Policy
Backup Copy Rigicomu-944S 3 — 00:00:55 ® V2.34-2023-04-20 What's New S
& 265 | I \

If you're logged in to KaseyaOne, CIick@ to access the KaseyaOne application launcher:

UNINIEVW Dashboard ~ Protect Jobs  Organizations 2 . dbaremganitre..
Scope Organization
Dashboard Al ~ Al ~ r
UNIVIEW Dashboard ~ Protect Jobs  Organizations Kaseya One [£
Scope My IT Complete
Dashboard All
Compliance EndPoint
&
Manager u Backup
= Appliances 3 offline A Alerts 30 © Low Space Appliances 2
PP P PP IT Glue RocketCyber
Uniview E VSA
Active Jobs Completed Jobs
Job Name Appliance Assets Progress Duration o5 Discover More
Replica Restore recovery-8120s- 3 — 00:07:33
- __ Wl AudT
530 AudIT
Backup image recovery-8120s- 2 — 00:04:15 ;
L 265 _ R A_“'_m‘a‘sf“
Backup 139-99 recovery-8120s- 1 — 00:00:26 o BMS
image 507 ADrOG Apr07 Apr08 Apr0S Apri0 Aprii Apri2
I Success Missed

See All t.EsuIIF'Vh-ish 1]

Cloud Continuity for PCs
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Switching to Dark Theme view

With Dark Theme view, Ul pages display with a dark background. To enable Dark Theme view, click your username and
select the Dark Theme toggle:

UN IVl EW DEELLLETG) Protect  Jobs Organizations

Scope . db . ds.com 1

Dashboard Al v

9— Dark Theme

Reset Password

= Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Localt
Log out

La

U N IV| E W Dashboard Protect  Jobs Organizations
Scope dbai

Dashboard Al ~
Dark theme is enabled & Dark Theme

% Appliances 3 offline ‘ Alerts ‘ @ Low Space Appliances 2 ‘ Local ¢

Reset Password

Log out

Active Jobs Completed Jobs

Job Name Appliance Assets Progress

LOAD JOB ALL R| 13

ASSETS 5
Backup Jo HYP Re n-944S #

Replica Restore recovery-8120s-
SE 7

Recent Jobs

Appliance Job Name Type Started Asset

Re n-944S Schedule-Three- Backup 04/18/23 2:39 PM RHEL7-4

Schedule-One-196-4 Backup 04/18/23 2:39 PM Win2016-DC
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Working with the Dashboard

The Dashboard provides a high-level overview of your Unitrends environments. By using the Dashboard, you can view
the status of all Unitrends appliances at a glance, from a single pane of glass, and promptly address any issues.
Dashboard tiles display the status of your appliances, alerts, low space appliances, storage usage, active jobs,
completed jobs, and recent jobs.

See these topics for details:
"Filtering the Dashboard"
"Appliances tile"

"Alerts tile"

"Low Space Appliances tile"
"Local Storage Used tile"
"Active Jobs tile"
"Completed Jobs tile"

"Recent Jobs tile"

To access the Dashboard, click Dashboard:

UN Ivl EW Dashboard Protect Jobs Organizations @ L::," @ ,, dbmmmiiZmmitre...
Click here Scope Organization
Dashboard Al v Al v .
S Appliances 3 offline A Alerts 30 © Low Space Appliances 2 & Local Storage Used 72.7TB
Active Jobs Completed Jobs (4
Job Name Appliance Assets Progress Duration .
Replica Restore recovery-8120s- 1 00:06:04
e
Backup Copy R n-94485 3 — 00:00:27 — S
265 QN ______/ = \
Backup Copy LHR2-60°°220- 1 00:00:25
5
Al Apr11 Apr12 Apri13 Apri4 Apri1s Apr Apr17 Al
See All
Recent Jobs
Appliance Job Name Type Started Asset
recovery-8120s-! Backup 139-99 image Backup 04/18/23 11:32 AM 139-99
" (6]
recovery-8120s-5I Backup image Backup 04/18/2311:32 AM 139-216 =
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Filtering the Dashboard

The Dashboard displays relevant information across all appliances that have been added to your backup.net instance.
To filter the display, select an organization from the Organization list or a scope from the Scope list:

UN IVl EW EES LLELG] Protect  Jobs Organizations . dbe ECEEunitre...
Scope Organization
Dashboard Al v Al w1
Initech Inc
£ Appliances 6 offline A Alerts 36 Q@ Low Space Appliances 2 E Integrated Providers —e

InteractiveGoldfish, Inc.

Intuit

Active Jobs Completed Jobs IT Glue
ITGluePD_1
Job Name Appliance Assets Progress Duration 705 Jaskolski - Kassulke
Replica Restore recovery-8120s- 3 — 00:07:13 lasknleki Grann e

Appliances tile

This tile shows the number of online and offline appliances.
Appliances - Click to view all appliances on the Protect page.

# offline - Click to view offline appliances on the Protect page.

Click to view
all appliances

= Appliances 3 offline L Es

offline appliances

Alerts tile

This tile shows the number of unresolved alerts across all Unitrends appliances (default view), by selected
organization, or by selected scope (see "Filtering the Dashboard"). Click the tile to view alerts in BackuplQ. See
"Working with Alerts and Conditional Alarms" for details about alert conditions and setting up conditional alarm
thresholds.
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A Alerts 30 # of unresolved alerts,
click to view alerts in BackuplQ

Low Space Appliances tile

This tile shows the number of appliances whose available space is less than 30%, across all Unitrends appliances
(default view), by selected organization, or by selected scope (see "Filtering the Dashboard").

For details on managing appliance storage, see Backup Storage in the Administrator Guide for Recovery Series,
Recovery MAX, ION/ION+, and Unitrends Backup.

# of low space appliances,

& Low Space Appliances 2 click to view appliances on the
Backup Status page

Local Storage Used tile

This tile shows the amount of local, on-appliance storage used across all Unitrends appliances (default view), by
selected organization, or by selected scope (see "Filtering the Dashboard").

For details on managing appliance storage, see Backup Storage in the Administrator Guide for Recovery Series,
Recovery MAX, ION/ION+, and Unitrends Backup.

B Local Storage Used 72.7TB Total local storage used

Active Jobs tile

This tile shows jobs currently running on all Unitrends appliances (default view), by selected organization, or by
selected scope (see "Filtering the Dashboard"). The tile displays up to three active jobs (those that started most

U N ITR E N D S Working with the Dashboard

AKaseya company



http://www.unitrends.com/documents/rs-ueb-admin-guide/Default.htm#cshid=1249
http://www.unitrends.com/documents/rs-ueb-admin-guide/
http://www.unitrends.com/documents/rs-ueb-admin-guide/
http://www.unitrends.com/documents/rs-ueb-admin-guide/Default.htm#cshid=1249
http://www.unitrends.com/documents/rs-ueb-admin-guide/
http://www.unitrends.com/documents/rs-ueb-admin-guide/

36 UniView Portal Guide
Release 2.50 | April 2024

recently).
These details are given for each job:
Job Name - Name of the job.
Appliance - Name of the Unitrends appliance running the job.
Assets - Number of assets in the job.
Progress - Bar indicating job progress.
Duration - Time elapsed since the job started.

To view all active jobs, click See All. Active jobs display on the Jobs page (for details, see "Viewing active jobs").

Active Jobs
Job Name Appliance Assets Progress Duration
Backup pr increment R¢ n-9445 1 00:05:18
win32
Backup image recovery-8120s- 2 — 00:01:52

=

Backup 139-99 recovery-8120s- 1 —— 00:00:41
image L

See All Click to view all active jobs

Completed Jobs tile

This tile shows the number of successful and missed jobs over the last 13 days across all Unitrends appliances
(default view), by selected organization, or by selected scope (see "Filtering the Dashboard" above):

Hover over a point in the graph to see the number of successful and missed jobs on a given day.
Click Success to hide successful jobs.
Click Missed to hide missed jobs.

For details on completed jobs, see "Viewing job details".

Working with the Dashboard U N ITR E N D S

A Kaseya company




UniView Portal Guide 37
Release 2.50 | April 2024

Completed Jobs

Click to view jobs (&

Hover to see # of
or missed and successful jobs
92
530
265 / \

Apr06 Apr0O7 Apr08 Apr09 Apr10 Apr11 Apri12 Apri3 Apr14 Apr15 Apri16 Apri7 Apr13

Success Missed

Click to hide
missed or successful jobs

Recent Jobs tile

This tile shows the three most recent jobs across all Unitrends appliances (default view), by selected organization, or by
selected scope (see "Filtering the Dashboard"). These details are given for each job:

Appliance - Name of the Unitrends appliance where the job ran.
Job Name - Name of the job.
Type - Job type.
Started - Date and time when the job started.
Asset - Asset name.
To view all jobs that ran over the last 13 days, click See All. Jobs display on the Jobs page (for details, see "Viewing

recent jobs").

Recent Jobs

Appliance Job Name Type Started Asset
recovery-8120s-550. Backup 17 Jimage Backup 04/18/23 3:32 PM 13—
recovery-8120s-50. .. Backup image Backup 04/18/23 3:30 PM 1387
recovery-8120s-500 .. Backup image Backup 04/18/23 3:30 PM 11 6

o
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Working with Alerts and Conditional Alarms

UniView Portal includes alerts and conditional alarms to quickly notify you of issues.

Alerts

Alerts generated across all Unitrends appliances are automatically added to BackuplQ. To access BackuplQ, click E:

Notifications Clear all

One of the backup thresholds exceeded for one or more

@ & <

assets.
11 grouped.
5 hours ago A
LHR2-6( )00
Mississippi Sax
- One of the backup thresholds exceeded for one or more
assets.
Dec 2¢
_ 2 grouped.
Misst 8 hours ago v

recovery-90( 004
Recovery Series Team

Alert conditions

By default, alerts are generated for all the categories shown below. In the Alerts view on the Settings page, you can
customize the alerts you receive by clicking toggles to disable/enable alert categories:
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U N IVl EW Dashboard Protect Jobs  Organizations Click to access Settings ? . dbemm@unitre.. [

Settings

Alerts Integrations Users Scopes API Access

Alert Categories

Category is enabled
[7) Helix updates

Appliance is offline alerts

Backup agent upgrade available Al alert categories are enabled by
Storage problems default. To customize, click toggles
to disable/enable by category.

High storage growth
Inventory Sync warning
Licensing issues
Password changed
Reboot required

Replica failures

Ransomware Category is disabled

The Alert Categories feature applies to appliances running Unitrends version 10.6.1 or higher. If you have

appliances running older Unitrends versions, an alert displays in the UniView Portal. Upgrade the appliances

listed in the alert to improve alerting and enable alert category toggles for these older appliances.
UNIVIEVW Dashboard ~ Protect  Jobs  Organizations

Please upgrade the following appliances to improve alerting and to enable alert category toggles: VMware-UB-10_ 97, VMware-CE-UB-C6 X

Upgrade these appliances €= Organization

Dashboard to improve alerting Al v A v

ra
La

Additional alerts

In addition to the default alerts described above, you may receive alerts for conditional alarms, Spanning Microsoft
365 backups, Spanning Google Workspace backups, Spanning Salesforce backups, or Datto Backup for Microsoft
Azure (DBMA) backups:

Conditional alarm alerts are generated if you have set up thresholds for how long a machine can go without a

good backup or good hot backup copy (formerly known as replicated backup). For details, see "Conditional
alarms".

Spanning Microsoft 365 backup alerts are generated if you have integrated the Microsoft 365 tenant with the
UniView Portal and are running Spanning Microsoft 365 backups. For details, see "Alerts for Spanning Microsoft
365 backup".

Spanning Google Workspace backup alerts are generated if you have integrated the Google Workspace domain
with the UniView Portal and are running Spanning Google Workspace backups. For details, see "Alerts for
Spanning Google Workspace backup".
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Spanning Salesforce backup alerts are generated if you have integrated the Salesforce organization with the
UniView Portal and are running Spanning Salesforce backups. For details, see "Alerts for Spanning Salesforce
backup".

Datto Backup for Microsoft Azure (DBMA) backup alerts are generated if you have added the Datto Portal
integration to UniView Portal. To add this integration, see "Integrating Datto Portal". For details on Datto alerts,
see "Alerts for Datto Backup for Microsoft Azure (DBMA)".

Alerts and PSA ticketing

If you have integrated your PSA system (ConnectWise Manage, Autotask, BMS, or Vorex), each alert also creates a
ticket in the PSA. You can opt to automatically change the status of these tickets in PSA once the alert condition is
resolved. (See "Working with your Autotask Integration", "Working with your ConnectWise Manage integration", or
"Working with your BMS or Vorex integration".)

Email alerts

You can also opt to receive email notifications for alerts. For details, see "To set up email notification for alerts".

For details on viewing and managing alerts, see "Managing alerts".

Alerts for Spanning Microsoft 365 backup

If you are using Spanning Backup for Microsoft 365, you can enable BackuplQ to generate alerts for failed or partial
backups. To enable these alerts, the following requirements must be met:

Your Spanning Backup for Microsoft 365 tenant must be integrated with the UniView Portal. To add this
integration, see "Integrating a Microsoft 365 tenant".

Your Spanning Microsoft 365 tenant must be mapped to an organization in the UniView Portal. If the tenant
integration was added in the UniView Portal, the tenant has been mapped to an organization. To view or modify a
tenant's mapping, see "To map Microsoft 365 tenants to organizations".

Once you have enabled Spanning Microsoft 365 alerts, BackuplQ generates alerts as follows:
BackuplQ generates alerts for tenants that have been mapped to organizations only.
BackuplQ generates one alert per tenant.

An alert is generated for the tenant if both of these conditions are met:

One or more backups over the last 7 days has either failed or was partially completed (the backup's status is
Failed or Partial).

The Failed or Partial condition persists for 2 days.

BackuplQ removes a Failed or Partial backup alert once the domain has had all successful backups for the last 7
days. (If a domain's Partial backup alert is followed by a Failed backup alert, BackuplQ removes the Partial
backup alert and generates a Failed backup alert.)

For each alert, BackuplQ also generates a ticket for Autotask, ConnectWise Manage, BMS, or Vorex integrations.
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You can also opt to receive email notifications for these alerts. To receive email notifications, run the "To set up
email notification for alerts" procedure.

For more on working with Microsoft 365 in UniView, see "Working with Microsoft 365".

To map Microsoft 365 tenants to organizations
Log in to the UniView Portal.
Click Protect and select the Microsoft 365 view.
To create a mapping, click@ and select an organization. Repeat as needed for each tenant.

Backup alerts are not generated if the tenant has not been mapped to an organization in the UniView
Portal.

UNINIEW Dashboard  Protect Jobs  Organizations

Protect

77 Spanning Licenses @
Assigned [ 21000 5 100

@ 20 =510

@ 21020 | F 210

Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Domain Name * Organization Licenses Expiration Users Coverage Storage = = o2 % O O A € Last30Backups
_ Click to map I
ohaska - Beanan None v——{(}) [N o> I S50 X © O X © @ O (NI =
Big Numbers SranBwerie - Bi7777¢ oszs I @2 © © G Q9 Q9 © o NN «
Brown Brothers 5- S 93.1GB
Brown and Sons Botting! [ 7/26/26 6- 0 - - - - - - b ¢ @
BrownInc @—9 Select an organization to create the mapping =i
Mister Crab; Buckridge - 1@ 12/30/26 % o - - - 0! C
ister Crabs Aunolfedotti Des [ E =_ T i &)
Carroll - _ ,
Pinkston Farms Gistason 2 ez R @<27ve © 99 ° o lnmmmmmmm e
g3¢ = 9.9MB
Carroll, Shields N .
TestDomain and Rempe 5@ gpe2e [ otex @03 @ X @O @@ C MMM =

. 118 2 1768

Once mappings are created, BackuplQ generates an alert if one or more backups over the last 7 days is in Partial
or Failed status, as shown below:

Backup status information is received once per day from Spanning for Microsoft 365. An alert is
generated if the Partial or Failed condition persists for 2 days.

Organization link - Click to view organization details.

Domain link - Click to view the Protect > Microrsoft 365 page, which shows tenant mappings, license and
storage information, and the status of each tenant's recent backups (e.g., Mail Backup, Calendar Backup,
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Contact Backup, Drive Backup, SharePoint Backup, and Teams Channel Backup). For details, see "Working
with Microsoft 365".

Module link - Click to access Spanning Backup for Microsoft 365.

Platform link - Click to access Spanning.com.

UNIIEVW Dashboard ~ Protect Jobs  Organizations ? [+
1
Dashboard hvd Notifications 9 Alerts display Clear all
@ Backup was not completed. -
Jan 26,09:18 am  WoPRPR] backup
2 Appliances 3 offline A Alerts 30 © Low Space Appliances
Spanning
Active Jobs Completed Jobs
Backup was partially completed.
Jan26,00:18 am  EENIENERA]
Job Name Appliance Assets Progress Duration r
78910 Corporation
Backup prlimsa3 Reg n-9448 1 L 00:20:04
incre 530
Win¥D-A Ren An-044% 1 - nN1518

Alerts for Spanning Google Workspace backup

If you are using Spanning Backup for Google Workspace, you can enable BackuplQ to generate alerts for failed or
partial backups. To enable these alerts, the following requirements must be met:

Your Spanning Backup for Google Workspace domain must be integrated with the UniView Portal. To add this
integration, see "Integrating a Google Workspace domain".

Your Spanning Google Workspace domain must be mapped to an organization in the UniView Portal. If the
domain integration was added in the UniView Portal, the domain has been mapped to an organization. To view or
modify a domain's mapping, see "To map Google Workspace domains to organizations".

BackuplQ generates alerts as follows:
BackuplQ generates alerts for domains that have been mapped to organizations only.
BackuplQ generates one alert per domain.
An alert is generated for the domain if both of these conditions are met:

One or more backups over the last 7 days has either failed or was partially completed (the backup's status is
Failed or Partial).

The Failed or Partial condition persists for 2 days.

BackuplQ removes a Failed or Partial backup alert once the domain has had all successful backups for the last 7
days. (If a domain's Partial backup alert is followed by a Failed backup alert, BackuplQ removes the Partial
backup alert and generates a Failed backup alert.)

For each alert, BackuplQ also generates a ticket for Autotask, ConnectWise Manage, BMS, or Vorex integrations.

You can also opt to receive email notifications for these alerts. To receive email notifications, run the "To set up
email notification for alerts" procedure.
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For more on working with Google Workspace in the UniView Portal, see "Working with Google Workspace".

To map Google Workspace domains to organizations
Log in to the UniView Portal.
Click Protect and select the Google Workspace view.
To create a mapping, click[# and select an organization. Repeat as needed for each domain.

Backup alerts are not generated if the domain has not been mapped to an organization in the UniView

Portal.
UNIVIEVW Dashboard Protect Jobs  Organizations @
Protect

7' Spanning Licenses @

[@ 2080 =50
Remaining E 900 Fo
Purchased [E 2980 50
Appliances Assets Microsoft 365 Google Workspace

Domain Name * Organization Standard Licenses Expiration Users Coverage Storage 5] oS = = Y [

B 100 @ ) " & 19073.5 Mb

Anderson - Lang None [ 7/26/22 [ B = 2561 Mb (OO ]
i Bs& , " & 19073.5 Mb

Bailey - Schaden None (& 7/26/22 s = 2861 Mb OO -]
B177& i . & 19073.5 Mb

Fisher and Sons |Nune @—n 7/26/22 -/o = 2861 Mb (OO ]

, | v
g £ B .
GFiogIeWorksp e nain - 50 & 2726122 -% g ;32?3M5be @ O G
( Hermann - Balistreri =

GoogleWorksp. 28 1ain Hettinger Inc 78 B o & 19073.5 Mb

(P N 72022 = 2861 Mb © 0 @9
e I —9 Select an organization to create the mapping £ 190735 Mb

Harber Inc Huge Micro Construction Y & S 2861 Mb © 0 @
. Y B17& B o & 19073.5 Mb

Homenick, Johns and Tillman None (& 7/26/22 [ B = 2861 Mb OO ]

Once mappings are created, BackuplQ generates an alert if one or more backups over the last 7 days is in Partial
or Failed status, as shown below:

Backup status information is received once per day from Spanning for Google Workspace. An alert is
generated if the Partial or Failed condition persists for 2 days.
Organization link - Click to view organization details.

Domain link - Click to view the Protect > Google Workspace page, which shows domain mappings, license
and storage information, and the status of each domain's recent backups (e.g., Site Backup, Document
Backup, Mail Backup, Calendar Backup, and Contact Backup). For details, see "Working with Google
Workspace".

Module link - Click to access Spanning Backup for Google Workspace.
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Platform link - Click to access Spanning.com.

U N Ivl E W Dashboard Protect  Jobs Organizations 3 ﬂ

Notifications e Alerts display Clear all

Dashboard v -
@ Backup was not completed.
@ Feb 23,05:54 pm =Nl backup
S Appliances 3 offline A Alerts 30 © Low Space Appliances
Googleworkspace
Go
Spanning
B s CrmEi e Backup was partially completed.
Feb23,05:54 pm  JaENiEE AT
Job Name Appliance Assets Progress Duration 705
Backup prlinux23 Re! on-944S 1 - 00:20:04 Googleworkspace i

incre 530 6o

Alerts for Spanning Salesforce backup

If you are using Spanning Backup for Salesforce, you can enable BackuplQ to generate alerts for failed backups. To
enable these alerts, the following requirements must be met:

Your Spanning Backup for Salesforce organization must be integrated with the UniView Portal. To add this
integration, see "Integrating a Salesforce organization".

Your Salesforce organization must be mapped to an organization in the UniView Portal. If the org's integration was
added in the UniView Portal, the mapping has been created. To view or modify an organization's mapping, see "To
map Salesforce organizations".

BackuplQ generates alerts as follows:
BackuplQ generates alerts for Salesforce organizations that have been mapped to UniView organizations only.
BackuplQ generates one alert per organization.
An alert is generated for the organization if both of these conditions are met:
One or more backups over the last 7 days has failed (the backup's status is Failed).
The Failed condition persists for 2 days.
BackuplQ removes a Failed backup alert once the organization has had all successful backups for the last 7 days.
For each alert, BackuplQ also generates a ticket for Autotask, ConnectWise Manage, BMS, or Vorex integrations.

You can also opt to receive email notifications for these alerts. To receive email notifications, run the "To set up
email notification for alerts" procedure.

For more on working with Salesforce in the UniView Portal, see "Working with Salesforce".

To map Salesforce organizations
Log in to the UniView Portal.

Click Protect and select the Salesforce view.
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The Domain Name column lists your Salesforce organizations. To create a mapping, click & and select an
organization. Repeat as needed for each organization.

Backup alerts are not generated if the Salesforce organization has not been mapped to an organization
in the UniView Portal.

UNIVIEW

Protect

71’ Spanning Licenses @

Dashboard

Protect  Jobs ‘Organizations

p dLEEitre...

+ Add Customer

Assigned [ 2080 g0
Remaining @ 900 5o
Purchased [ 2980 o
Appliances LT e 0s0ft 365 G UniView Salesforce Microsoft Azure
organization organization
Domain Name = arganization Licenses Expiration  Users Coverage Storage @ & 0 E A © Last30Backups
alina nfo 212Brom (4 13 o2 N 8955e X @ I
= 19MB
Bahringer LLC 212 Bronx (& 984 71262 [ © 97658 @ N e
S 19MB
Casper Inc None 2 —) rs6 2oz (S asscin @ @ i
=1
[ -]
Dach LLC - 0 e N 9765 Ka @ linmmnmmmmmnm e
Hermann - Balistreri = 19MB
Dooley - Schinner Hetinger Inc soo 72002 [l 14w aornike @ 9 @ N
i o 9 MB
Hewitt Assaciates, Inc & —9 Select an organization to create the mapping
elyse.net Huge Micro Construction 69 b B /6 @ @ @ @ """"" " """""""" 2
h £ 480.7 MB
emilia.info None (& 964 726120 [ © 550 @ 9 © © 9 i e

= 265.1 MB

Once mappings are created, BackuplQ generates an alert if one or more backups over the last 7 days is in Failed
status, as shown below:

Backup status information is received once per day from Spanning for Salesforce. An alert is generated
if the Failed condition persists for 2 days.
Organization link - Click to view organization details.

Domain link - Click to view the Protect > Salesforce page, which shows organization mappings, license and
storage information, and the status of each organization's recent backups. For details, see "Working with
Salesforce".

Module link - Click to access Spanning Backup for Salesforce.

Platform link - Click to access Spanning.com.
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UNINIEVWW Dashboard  Protect Jobs  Organizations

47

Backup Status

Appliances

Domain Name

= amelia.org

[ ava.info

= jaeden.com

@ karlie.biz

Assets Microsoft 365

Organization

ABCD (&

ABCD (B

ABCD (4

ABCD (4

UNITRENDS
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Google Workspace Salesforce

Licenses Expiration Users Coverage Storage ©

770 7/26/2- | 3% & 869.8 VB
S 472.1MB

888 7/26/2 A o©csve
S 168.8 MB

142 7/26/2 B o /298
£ 1354 MB

993 7/26/2 B o cc7vs
S 2241 MB

Q@ n

& 3 @ Povni.
1
o =z

Avd Notifications Clearall
@ Backup was not completed.
@ 18 minutes ago
ABCD
amelia.org
ya¥ B
Latest backup failed. Failed backup
18 minutes ago
X X
Spanning
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Alerts for Datto Backup for Microsoft Azure (DBMA)

If you are using DBMA, you can enable BackuplQ to generate alerts for integration issues and failed Microsoft Azure
backups. To enable these alerts, the following requirements must be met:

The Datto Portal integration has been added to UniView Portal. (To add this integration, see "Integrating Datto
Portal".)

Your Datto clients are mapped to organizations in the UniView Portal. During integration, all clients are
automatically mapped to UniView Portal organizations. (If needed, you can modify these mappings as described
in "Mapping Datto Portal clients to organizations".)

Once you have enabled DBMA alerts, BackuplQ generates integration alerts and backup alerts.

Integration alerts are generated if UniView Portal cannot connect to DBMA due to invalid credentials or if the
maximum API calls quota has been reached:

PSA tickets are not generated for integration alerts.

@ [__', @) @ ammmue. [0

<7 Motifications Clear all
ble the option {@] Issue detected with Datto Portal integration: invalid
credentials.
@ 2 minutes ago

@ [_: @ ‘ aulmeom user..

Motifications Clear all

Issue detected with Datto Portal integration: exhausted API
calls quota.

@ &<

Just now

Microsoft Azure backup alerts are generated as follows:
BackuplQ generates backup alerts for assets whose Datto clients have been mapped to organizations only.

BackuplQ generates one backup alert per asset. Backup alerts are grouped by DBMA module and UniView
Portal organization.

By default, a backup alert is generated if a successful backup has not completed for the asset within the last
24 hours. If needed, you can modify this 24-hour threshold setting (see "Conditional alarms").

BackuplQ removes a backup alert once the asset has had a successful backup.
Organization link - Click to view organization details.

Module link - Click to access the Datto Portal.
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Asset link - Click to view details on the Protect > Microsoft Azure page.

Microsoft Azure backup alert in BackuplQ:

Notifications Clear all

Azure Backup Missed

4 minutes ago A

@ & <

Amsterdam Artisans

Microsoft Azure

Backup was not completed within 1 hour(s) threshold
4 minutes ago

amsart-az-de-01

Microsoft Azure backup alert for FILESERVER asset in Datto Portal:

Sengupta Technologies

Sengupta-CSiris Model Client Last Checkin Tickets  Total Managed Disk
SN: ORI 3 CLDSIRIS Sengupta Technologies 4 minutes ago 0 254 GB

Protected System Unprotected Latest Screenshot Last Offsite Sync Last Local Backup Last 10 Backup Attempts
FILESERVER 0 volumes a year ago ayear ago a year ago 0000000000
SSengup-vm1 0 volumes 5hours ago 21 minutes ago 21 minutes ago 0000000000

+ Protect a System

For each backup alert, BackuplQ also generates a ticket for Autotask, ConnectWise Manage, BMS, or Vorex
integrations. (Tickets are NOT generated for integration alerts.)

You can also opt to receive email notifications for these alerts. To receive email notifications, run the "To set up
email notification for alerts" procedure.

For more on working with DBMA in UniView, see "Working with your Datto Portal integration".

Managing alerts

Use these procedures to view and manage alerts:
"To view BackuplQ alerts"

"To dismiss a group of alerts"
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"To dismiss BackuplQ alerts in bulk by organization or scope"
"To dismiss all BackuplQ alerts"
"To set up email notification for alerts"

To view BackuplQ alerts

Click the BackuplQ icon in the upper-right corner.

UNINIEVW Dashboard ~ Protect Jobs  Organizations @ . dbrems_unitre.. B3
Click the BackuplQicon .
piQ Organization
ra
Dashboard All v Al v h
Alerts display:
UNIINIEVW Dashboard ~ Protect Jobs  Organizations
v Notifications Clear all
Dashboard @ Inventory full sync completed with 7 warning(s). Appliance name,
click to view appliance detail
® Jan 26,06:40 am
Regrams on-944s [ Click to manage appliance
S Appliances 3 offline A Alerts 30 © Low Space Appliare King Bee
‘Organization name,
One of the backup thresholds exceeded for one or more click to view organization detail
assets.
Active Jobs Completed Jobs grou
03 pm v
# of alerts in group 03 pm
oass
Job Name Appliance Assets Progress Duration s Regr mn-0ass 5
King Bee
Backup prlinux23 Remmmsmon-944S 1 . 00:20:04
incre 530 Issue within Saa$ Protection Client - M365
WinXP-A Re_ n-944S 1 - 00:15:15

265 o e v
x —ld
Replica Restore recovery-8120s- 3 - 00:04:19 Datto S tion - M365
50« 0
Apro6  Apro7 Apr08  Apr09

One of the backup thresholds exceeded for one or more
See All I Success Missed ) assets.

Recent Jobs

(Optional) Click an asset to display asset detail. The following information is given for each asset:

Type icon - Indicates the asset type. Hover over the icon for type description. Asset type examples: VMware,
Windows, SQL, OS (for non-Windows assets protected by installing the Unitrends agent).

Asset name.
Last Full Backup Size - Size of the last successful full backup.
Last Local Backup - Number of minutes, hours, days, weeks, or months since the last backup.

Last Backup Copy - Number of minutes, hours, days, weeks, or months since the last hot or cold backup
copy. - displays if no backups have been copied.

Hot backup copies reside in the Unitrends Cloud or on a secondary appliance.

Cold backup copies reside on storage managed by other cloud storage providers (e.g., Amazon S3 or
Rackspace) or on other backup copy media (e.g., a tape or NAS storage device).
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Last Certified - Number of minutes, hours, days, weeks, or months since the last backup was certified by a
data copy access (DCA) job.

Recovery Points - Lists the asset's local backups and backup copies. Scroll to view older recovery points.

Icons display, indicating the status of each local backup and backup copy. Click a status icon to view job
details. Hover over Legend( for a description of each status.

Hover over a backup copy icon to see whether it is a hot or cold copy.

UN IVl EW Dashboard Protect  Jobs Organizations @ : @ ' dbmsmsSunitre... ﬂ
7 Asset Detail X Notifications Clear all
Dashboard 9 Asset detals display -
= Replication was not completed within 24 hour(s)
Hover to view asset type y threshold.
@ & Win8 (201)
ls 0 h s name below
= Appliances 3 offline A Alerts
Last Full Backup Size 69.7 GB
Last Local Backup 2 days ago
Active Jobs Recovery point has been certified by a DCA job
Last Backup Copy 2 days ago
Backup successful but was not certified
Job Name Appliance Assets Progresss Last Certified i i _ e T
. . Hover to view the icon legend
Backup prlinux23 Regression-944S 1 - Backup job produced _
5 . ackuy roduced wamnings
incre Recovery Points Legend (D st = Lo1-188
Backup failed

WinXP-A Regiession-944S 1 Recovery Points Local Backup Copies: Iresh\d e
Replica Restore recte.5-8120s- 3 - January 27,2023, 12:01 am Open th

50017

January 26, 2023, 12:01 am g Y
See All Click a status icon to view job details Winl0_EES Bo2

January 24,2023, 12:01 am Replication was not completed within 24 hour(s)

January 23, 2023, 12:01 am threshold

January 22, 2023, 12:01 am
Recent Jobs

January 21, 2|

Hover to view h v
January 20, 2 backup copy type (hot or cold) SQL2012 -1 2
Appllance Job Name TP January 19,2023, 12:01 am Replication was not completed within 24 hour(s)
= threshold.
rarnuaniQ1720e &l 7 Rarkiin 120.00 imana Rar 4 resno -

If a job is running, job details display. Click X to cancel a running job. Click See All to view all active jobs.
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Asset Detail X Notifications Clear all

© Exchange
Last Full Backup Size 69.7 GB DS-Exchange-Domain2
Last Local Backup 2 days ago Backup was not completed within 24 hour(s) threshold.
) ame below
Last Backup Copy 9 days ago
Last Certified - Exchange
. Backup was not completed within 24 hour(s) threshold.
Job Details
sset name belov
Job Name Status Progress
Exchange-Se uccessful ooce7z
Exchange-Se.. Active pr— X Backup was not completed within 24 hour(s) threshold.

Gick toviowal aivo)

Y Notifications Clear all
@ One of the backup thresholds exceeded for one or more
assets.
®

LHR2-60

(Optional) Click S to filter the list by organization:
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Click to filter list by Notifications Clear all
organization or scope
One of the backup thresholds exceeded for one or more
assets.

&<«

uped.

n tt

Windows10 (199)

Select an organization and/or scope from the Organization and Scope lists. To clear filters, select All from the
Organization and Scope lists.

Click X to exit.

One or more Helix requests failed.

Select a sco E—x ifications Clear =

. pe Notification lear all
&
@

All v
Organization W
| 212 Bronx v LHR2-60m Jou mo00 4
= 212 Bronx
Select an organization One of the backup thresholds exceeded for one or more
S
LHR2-6C 8L L J00 (£
212 Bronx
ess
One of the backup thresholds exceeded for one or more
assets.
om ~
— “
vmware-ub-2° 236
212 Bronx

Inventory full sync completed with 3 warning(s).
Jun 42021, 05:00 pm

LHR2-61 00
12 Bronx

8]

(Optional) To view group details, click the down arrow to expand the group.
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Details display for each alert in the group. Alert details include:
@ icon - Click to view related KB articles.
Alert message (if available). Example: In job queue (job #1216).
The date and time the alert was generated.
Asset - Name of the protected asset (if available). Click to view asset details.
Alert's X'icon - Click to dismiss the alert.

The group's X icon displays above the alerts list. Clicking this icon dismisses all alerts in the group. For
details, see "To dismiss a group of alerts".

T @ O dessae. O

v Motifications Clear all
@ One or more Helix requests failed.
2 grouped. “
® Sep '
Lo 4
212 Bronx
One of the backup thresholds exceeded for one or more
assets.
3 grounad
g Click to show/hide alerts in group )
LHR2-6 w#
212 Bronx

Backup was not completed within 25 hour(s) @

- WIN-2TF10P3SHBC\master
Backup was not completed within 25 hour(s) threshald.

ep 02

and check the latest backup attempts.

f am

Open the asset details by clicking on asset name below

WIN-2TF10P3SHEC\model

Click the BackuplQ icon to close the alerts list.

Working with Alerts and Conditional Alarms U N lTR E N D S

A Kaseya company




UniView Portal Guide 55
Release 2.50 | April 2024

? Motifications

To dismiss a group of alerts

Use this procedure to dismiss a group of alerts. (To dismiss a single alert, click its % icon as described above in "To view
BackuplQ alerts".)

Log in to the UniView Portal with an account that has the Superuser or Admin role.
Click the BackuplQ icon in the upper-right corner. Alerts display.
Locate the group in the list and click its X icon. Click Confirm.

Clearing an alert does not resolve the alert condition. If the alert condition still exists, a subsequent alert
will be generated.
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1

Notifications

@ One of the backup thresholds exceede @ -

assets.
. # of alerts in group < Click to show/hide
9:31 am alerts in group

VMware-UB-2 7
27 Club

One of the backup thresholds exceeded for one or more
assets.

Dismiss All Selected Alerts

Please take care when dismissing alerts, especially if some are critical.

Dismissing does not fix the condition that caused the alert. An alert that has been dismissed may display
I again if the alert condition has not been resolved.

S€  Are you sure you would like to dismiss all selected alerts?

Cancel

Louisiana Sounds

One of the backup thresholds exceeded for one or more
assets.

-

? Notifications

To dismiss BackuplQ alerts in bulk by organization or scope

Use this procedure to select and dismiss multiple alerts by organization and/or scope.

Log in to the UniView Portal with an account that has the Superuser role.

Click the BackuplQ icon in the upper-right corner.
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Click r.

@ 9,: @ . dbine—re...

Notifications Clear all

Click to filter list by
organization or scope
One of the backup thresholds exceeded for one or more
assets.

@ e

uped.

Backup was not completed within 2 hour(s) threshold.

on asset name below

Windows10 (199)

Select an organization from the Organization list and/or a scope from the Scope list.

Click Dismiss. Click Confirm.

Clearing an alert does not resolve the alert condition. If the alert condition still exists, a subsequent alert
will be generated.

Dashboard Protect Jobs Organizations

X Notifications Clear all
Scope

@ All - Appliance has not been seen in over 5 minutes.
Select an organization 8 hours ago
and/or scope Organization
A Alerts Mississippi Sax v

One of the backup thresholds exceeded for one or more

assets.
28 g d

Dismiss All Selected Alerts

rentory full sync completed with 3 warning(s).

Please take care when dismissing alerts, especially if some are critical.
b 22,05:03 pm

Dismissing does not fix the condition that caused the alert. An alert that has been dismissed may display
again if the alert condition has not been resolved.

Mississippi Sax

Are you sure you would like to dismiss all selected alerts?

Cancel

Click the BackuplQ icon to close the alerts list.
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? Notifications

To dismiss all BackuplQ alerts

Use this procedure to dismiss all alerts. (To dismiss a single alert, click its X icon as described above in "To view
BackuplQ alerts".)

Log in to the UniView Portal with an account that has the Superuser or Admin role.
Click the BackuplQ icon in the upper-right corner. Alerts display.

Click Clear all, then Confirm to dismiss all alerts.

Clearing an alert does not resolve the alert condition. If the alert condition still exists, a subsequent alert
will be generated.

UNIVIEVWY Dashboard ~ Protect Jobs  Organizations

hvd Notifications 9— Clear all

DaShboard @ One of the backup thresholds exceeded for one or more
assets.
~
£ Appliances 3 offline & Alerts 30 © Low Space Appliances
LHRZ-6L /L
Dismiss All Selected Alerts Replication was not completed within 24 hour(s)
. threshold.
Active Jobs

on asset name below

Please take care when dismissing alerts, especially if some are critical

Job Name

) Dismissing does not fix the condition that caused the alert. An alert that has been dismissed may display Windows10_1 "
PECKUD priinux23 again if the alert condition has not been resolved .
incre

Replication was not completed within 24 hour(s)
Are you sure you would like to dismiss all selected alerts? threshold.
WinXP-A
on asset name below

Replica Restore Cancel

Aprog  Apr

R __.ssed Windows10 (199)

Click the BackuplQ icon to close the alerts list.

? Notifications

To set up email notification for alerts

Unresolved alerts display in the BackuplQ alerts list. If you have integrated with a PSA system (BMS, Vorex, Autotask, or
ConnectWise), a ticket is also generated in your PSA. Additionally, you may opt to receive email notifications for these
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alerts. Use these steps to set up email notification:

Click B:
UNINIEW Dashboard ~ Protect Jobs  Organizations ? dbs mmmitre...
Scope Organization
Dashboard Al v All v o

On the Settings page, select the Alerts view.

Scroll down to Email Settings. Enter the email address and click Add Email. Repeat to add another address.

UNINIEVW Dashboard  Protect Jobs  Organizations 4 ? D dismsssgenitre...
Settings
Alerts Integrations Users Scopes API Access

Alert Categories
Password changed
Reboot required
Replica failures
Ransomware

Alerts generated by our system will be sent to the following addresses:

des BT nil.com Add Email 4
Email \9 Enter email address

pder == @unitrends.com @

Upon adding one or more email addresses, alerts are emailed to the specified addresses.

Once the alert condition has been resolved, UniView Portal automatically removes the alert from BackuplQ and
emails notification that the alert has been dismissed.

Sample offline and online email alerts:
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BackuplQ: Conditional Alarm - Appliance recovery-9010 is offline

No Reply <no-reply@backup.net> 3 Reply | %) ReplyAll | —> Forward &
To © No Reply

UniView Portal - Alert

Appliance has not been seen in over 60 minutes.

See details below:

Alert Date: 03/10/2022 10:28 AM GMT
Organization: 212 Queens
Appliance Name: recovery-9010

View in UniView Portal

UNIVIEW

Re: BackuplQ: Conditional Alarm - Appliance recovery-9010 is offline

No Reply <no-reply@backup.net: € Reply | % Replyall | —> Forward [
To O Mo Reply

UniView Portal - Alert

Appliance recovery-9010 is online.

View in UniView Portal

UNIVIEVWY
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Conditional alarms

Use this feature to set a threshold for how long a machine can go without a good backup or good hot backup copy. If
the threshold is exceeded, an alarm is generated and added to the Alerts list in BackuplQ.

To start using conditional alarms, set up thresholds as described in "To configure conditional alarms". Once you have
configured this feature, alarms are added to BackuplQ. (See "To view BackuplQ alerts" to view these alarms). BackuplQ
conditional alarms also generate tickets for Autotask, ConnectWise Manage, BMS, and Vorex integrations. For an
overview of the conditional alarms feature, watch the Unitrends - Conditional Alarms video.

You can also opt to receive email notifications for these alarms. To receive email notifications, run the "To set up email
notification for alerts" procedure.

If you use Kaseya VSA 9, you can opt to add conditional alarms to your VSA (so you can view them along with your other
VSA notifications) and set up VSA email alerts for these conditional alarms:

After you've done the "To configure conditional alarms" procedure, see "To display conditional alarms in the
Kaseya VSA 9 Remote Monitoring and Management Solution" to add these alarms to your VSA and "To add VSA 9
email alerts for conditional alarms".

To manage VSA email alerts for conditional alarms, see "To view or edit VSA 9 email alerts for conditional alarms"
or "To remove VSA 9 email alerts from conditional alarms".

Alerts and conditional alarms are not yet supported for VSA 10 environments.

Working with conditional alarms

Use these procedures to configure and manage conditional alarms:
"To configure conditional alarms"
"To view or modify conditional alarm settings"
"To delete a custom threshold"
"To display conditional alarms in the Kaseya VSA 9 Remote Monitoring and Management Solution"
"To add VSA 9 email alerts for conditional alarms"
"To view or edit VSA 9 email alerts for conditional alarms"
"To remove VSA 9 email alerts from conditional alarms"
To configure conditional alarms

Use this procedure to set alert thresholds against the last good backup and last good hot backup copy (formerly known
as replicated backup). A good backup or hot backup copy is one that finished with status success or warning. When a
threshold is crossed, an alert is added to BackuplQ, enabling you to quickly prioritize and address alarm conditions:

You must be logged in to UniView Portal as a superuser to create or modify conditional alarms.
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You can also send conditional alarms to your VSA 9 environment. After configuring alarms in the UniView Portal,
continue to "To display conditional alarms in the Kaseya VSA 9 Remote Monitoring and Management Solution".

Global Thresholds (required) - Start by setting global thresholds for backups and/or hot backup copies. The
global threshold settings you configure are applied to assets that are protected by a Unitrends backup schedule
and do not have a custom threshold assigned. Global thresholds are applied across all organizations.

Custom Thresholds (optional) - Create custom thresholds that you can quickly apply to one or more
organizations. Custom thresholds take precedence over global thresholds.

Use these steps to configure conditional alarms:

Click the BackuplQ icon in the upper-right corner.

Click the € icon.

UNIVIEVW Dashboard ~ Protect Jobs  Organizations ? © dbar_xganitre.. B
Avd Notifications 1 Clear all
Dashboard 97 @ One of the backup threshigITIS ¥ BackuplQicon
assets.
® grouped

8 Appliances 3 offline A Alerts 30 © Low Space Appliances 15 hours ago

Click to view global threshold settings for backups (Backups toggle) and hot backup copies (Replication

Offsite toggle).
Dashboard Protect  Jobs ‘Organizations ? Wonitre...
UNIVIEW v ]
Avd X Notifications Clear all
DaShboard Global Thresholds One of the backup thresholds exceeded for one or more
. - assets.
@ 8 grouped

2 Appliances

Click to view Backups 17 hours ago v
global threshold settings for backups . ) 2

Replication Offsite

Click to view s sax
global threshold settings for hot backup copies
Active Jobs One of the backup thresholds exceeded for one or more

assets.

(Required) Enter global threshold settings and click Save.

In this 4-hour example, a backup alarm is generated if a good backup does not complete within 4 hours of the
job's scheduled start time. A hot backup copy alarm is generated if a good backup is not copied within 4 hours of
the backup job's end time.

Working with Alerts and Conditional Alarms U N lTR E N D 8

A Kaseya company




UniView Portal Guide
Release 2.50 | April 2024

UNIVIEVW Dashboard Protect Jobs  Organizations
v
Dashboard
£ Appliances 3 offline & Alerts
Active Jobs
Job Name Appliance Assets Progress
Replica Restore recovery-8120s- 3
50017
Backup image recovery-8120s- 2 —
50017

63

Tee

dbasssib@anitre...

X Notifications Clear all
One of the backup thresholds exceeded for one or more

Global Thresholds
assels.

Backups v
Time without successful backup Req rsion-944S @
Days Hours King Bee
0 4 one of the backup thresholds exceeded for one or more
assets.
Rreplication Offsite 1 Enter global
threshold settings b
Time without successful replication ~

LHR2-607 BT

Hours

Days

0

Backup was not completed.

Jan 26,09:18 am

ABLE Manufacturing West Coast

(Optional) Add a custom threshold and apply to organizations:

Each organization can be assigned one custom threshold.

Click Create New:

Global Thresholds

db=

@ e

" mire.. 3

Notifications Clear all

One of the backup thresholds exceeded for one or more
assets.

Backups an hour ago M
) ) a2
Time without successful backup Rey. wusion-9445 LD
King Bee
Days Hours g Bee
0 4 One of the backup thresholds exceeded for one or more
assets.
Replication Offsite
_ _ o 13 am e
'rogres Time without successful replication ) A
LHR2-6 oold
Days Hours o
Mississippi Sax
D
Backup was not completed. X

Custom Thresholds

~+ Create New

Jan 26, 09:18 am
Save

ABLE Manufacturing West Coa

FAILED2

Microso

Spanning

Enter a title and threshold settings. Add one or more organizations. Click Save:
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@ : C") ;dl—_nitre,.. 1]

< Back P olifications
\v4 Notification Clear all
Custom Thresholds gsn:e(t); the backup thresholds exceeded for one or more

1 day ___o Enter a title an hour ago A

® Title 86 grouped

Re ~ mon9gdas 5
‘2) Backups King Bee
Time without successful backup One of the backup thresholds exceeded for one or more
assets.
Days Hours
1 0 h
rogres L . LHR2-6 o
Replication Offsite - -
Mississippi Sax
Time without successful replication
X
Days Hours
1 0
ABLE Manufacturing West C
FAILED2
Microsoft 365
Q, Search Spanning
Organization Threshold Backup was not completed.
212 Bronx Child Add Jan 26.00:18 am
Block, Bradtke and Kas Add Accountl
sulke FAILED3
Blue Light, Co. Add Microsoft 365
Dliva Clae Mranm AAA M
™ 4 Save Backup was not completed.

The custom threshold is added:
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X

Y

Global Thresholds

@) sackups
Time without successful backup
days hours
0 4
@) Replication Offsite
Progre Time without successful replication
days hours
0 4

Custom Thresholds

+ Create New

1 day

When alarms are generated, they are added to the alerts list in BackuplQ, as shown here:
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Motifications Clear all

One of the backup thresholds exceeded for one or more

] & I

assets.
5 grouped.
2 hours aqge e
3 offline A Alerts < hours ago
Regrespinm 9445 |3
Alarms are added I
King Bee
to the alerts list
One of the backup thresholds exceeded for one or more
assets.
nce Assets Progress v
ery-8120s- 3 LHR2-604-80L WL -
7 Mississippi Sax

View alarm details to determine root cause and next steps. These conditions are checked: appliance status, last good
backup, backup job schedule, last good hot backup copy, and hot backup copy schedule. If there is an issue, an alert is

generated.

Alarm details in BackuplQ Alerts list:

. dommmaunitre.. [

Y Notifications Clear all
@3 One of the backup thresholds exceeded for one or more “
assets.
@ 3 grouped. Click to view details 0\
& Low Space Appliances in 19, 04:28
Completed Jobs Backup was not completed within 1 hour(s) threshold.
Open the asset details by clicking on asset name below
and check the latest backup attempts.
795 @ Jan 19, 04:28 pm
Root cause / next steps display Win-32
530
Backup was not completed within 1 hour(s) threshold.
265 ¢ Open the asset details by clicking on asset name below
and check the latest backup attempts.
@ Jan 19,04:23 pm
0 Win2019

Apr06 Apr0O7 Apr08 Apr09 Apri0 |

To view or modify conditional alarm settings

Use these steps to view or modify conditional alarms:
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67

You must be logged in to UniView Portal as a superuser to create or modify conditional alarms.

Click the BackuplQ icon in the upper-right corner.

Click the &2 icon.

UNIVIEVW Dashboard  Protect Jobs  Organizations

. dbarica@enitre...

Dashboard

2 Appliances 3 offline A Alerts 30

(Optional) Modify global threshold settings and click Save:

Organizations

Avd Notifications 1 Clear all

97 @ One of the backup thresh RTINS BackuplQicon
assets.

© Low Space Appliances

LHR2-604-

X Notifications Clear all
'
Global Thresholds Appliance has not been seen in over 5 minutes.
@ 5 hours ago
LHR2-60 )00

Backups

Time without successful backup

days hours

0 8

Replication Offsite

Modify
Progri Time without successful replication threshold settings

One of the backup thresholds exceeded for one or more X

days hours

0 g assets.

o—a

(Optional) Modify custom threshold settings:

Select the custom threshold:

UNITRENDS
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Viware-UB-21. 17

Mississippi Sax

one of the backup thresholds exceeded for one or more
assets.

27 Club

LHR2-60. WL WL 00

Mississippi Sax
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Global Thresholds

@ Backups

Time without successful backup

days hours

0 8

@) replication Offsite

Progr¢ Time without successful replication
days hours

0 8

Custom Thresholds

+ Create New

1 day

Modify the title or threshold settings.
Add or remove organizations.

Click Save.

Organizations

Select the custom threshold

Notifications Clear all

Appliance has not been seen in over 5 minutes.

LHR2-60 00

Mississippi

One of the backup thresholds exceeded for one or more
assets.

One of the backup thresholds exceeded for one or more
assets.

LHR2-60 00

Mississippi Sax

One of the backup thresholds exceeded for one or more
assets.

AppReg3-r
Little Red Rooster

dimemy wEre_. [

O ] - B
lays nhours

®@ 1 0
@) Replication Offsite

Time without successful replication

nours

0
Progr¢
Q search
Organization Threshold
212 Bronx Remove
27 Club Remove
ABLE Manufacturing HQ*  Remove
212 Bronx 11 Add
Account10 Add -

Working with Alerts and Conditional Alarms

Notifications Clear all

Appliance has not been seen in over 5 minutes.
6 hours ago
LHR2-60-"08¢

Mississ

one of the backup thresholds exceeded for one or more
assets.

VMware-UB-21877

one of the backup thresholds exceeded for one or more
assets.

49 Add or remove organizations e

LHR2-60% o9

Mississippi Sax

0One of the backup thresholds exceeded for one or more
assets.
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To delete a custom threshold

You must be logged in to UniView Portal as a superuser to delete a custom threshold.

Click the BackuplQ icon in the upper-right corner.

Click the &2 icon.

UNIVIEVW Dashboard  Protect Jobs  Organizations ? ~ dbar:_@nitre...
Avd Notifications 1 Clear all
Dashboard 97 @ One of the backup thresh RTINS BackuplQicon
assets.
®  ayen

2 Appliances 3 offline A Alerts 30 © Low Space Appliances

Select the custom threshold:

Organizations @ ?_: @  dbam my wmitre...
Y X Notifications Clear all
Global Thresholds Appliance has not been seen in over 5 minutes.
® 5 hours ago
Backups LHR2-60 )
Mississippi Sax
Time without successful backup
days hours one of the backup thresholds exceeded for one or more
assets.
0 8 .
Av 4
Replication Offsite
VMware-UB-21 17
Progrt Time without successful replication 27 club
days hours
: One of the backup thresholds exceeded for one or more
0 8 assels.
W

|
LHR2-60

Mississippi Sax

Custom Thresholds One of the backup thresholds exceeded for one or more

+ Create New assets.

P - - A4
1 day Select the custom threshold 0l s
Organizations AppReg3-new

Little Red Rooster

Review the organizations list. Organizations to which this custom threshold has been assigned display at the top of
the list. Upon deleting the custom threshold, global thresholds are applied to any associated organizations.

Click Delete, then Confirm. The threshold is removed.
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Organizations o dbe mopmenitre.. B3
? € Back X Notifications Clear all
Custom Thresholds Appliance has not been seen in over 5 minutes.
@ Title 5 hours ago
. LHR2-604sliisiain0
I day Mississippi Sax
@) sackups One of the backup thresholds exceeded for one or more
assets.

Time without successful backup 6 grouped
davs OLrs e
Eroan Please Confirm
@
Time witho|  Are you sure you want to delete the threshold 1 day?
Cancel
) One of the backup thresholds exceeded for one or more
Q Search assets.
Organization > Threshold - [‘5; . AV
212 Bronx Remove o View list of organizations to which the AppRegibw
2 Remove threshold is assigned Little Red Rooster
AB__ M D8 turing HQ*  Remove
i . One of the backup thresholds exceeded for one or mare
212 Bronx 11 Add assets.
Account10 Add -

e— Delete vmware-ub-2 187136
—

To display conditional alarms in the Kaseya VSA 9 Remote Monitoring and Management
Solution

Conditional alarms can be configured to display as system alerts in your VSA 9 environment:

A Alerts @ Messages System @

UNIVIEVW oot protect Jobs

o I - . a
Portal - Unitrends backup: alarm threshold
Dashboard
Dashboard
o Agemt ¥ P o “I
TS Agent Procedure: » : = o )
- . 4 offline 131 2 o :
Conditional alarms display
@ s ’ . o . a
in VSA Alerts list
R Avde » . Unitrends backup: alarm threshold
AL exceeded for orya
@ Authiow "
- xup
SO - ¥ Job Name Appliance Assels Progress Duration e
e
g Cloud Backup ¥
S - Backup Job recovery-8032s 1 —_— 01:10:14
Data Backup v (] a
0 | aidcin g Backup Copy Regression-9443 3 = 00:00:06 Unitrends backup: alarm threshold
7 ommosce exceeded for oryabinina
1 Dracovery ¥ Backup Copy LHR2-604-800-50000 1 -
_1 nfo Center L
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To add conditional alarms to your VSA 9 environment
Ensure that these requirements have been met:
Conditional alarms have been configured in the UniView Portal (as described in "Conditional alarms").
VSA 9 is running release 9.5.0.28 or higher.
Alerts and conditional alarms are not yet supported for VSA 10 environments.
VSA is accessible on the Internet. If you have an on-premise VSA instance that does not have Internet access,
UniView Portal cannot send conditional alarms to the VSA.

These options are enabled in the VSA: Enable VSA APl Web Service and Enable Third Party App Installation
Globally. These options are located on the System > Server Management > Configure page:

Q
Change Logon Version Number: 9.5.0.2 (9F-97-EE-54-E6-70-31-DE-E4-AD-68-6D-D8-DD-C6-CB8-E3-34-F0-T1)
nstalied Pateh Level 9.5.0.2
- System Preferences Tafed Fuic .
. - Available Patch Level: 9.5.0.27 Last Checked On: Wed Jun 24 02:48:24 PDT 2020 Check Latest Patch Level
Check-in Policy
Naming Policy = B
— User Security
Users Warn if the server can not get data from hitp.{'vsaupdate. kaseya.net.
Warn when the license reaches the maximum number of seats.
User Roles
Machine Roles
Scopes
o Reload sample scripts with every update and database maintenance cycle
ogon Hour Reload sample event sets ¥ update and database maintenance cycle
Logon Hours

Reload sample monitor sets with every update and database maintenance cycle

User History

Notification Policy

wo-Factor Authentication for the server (otherwise 24 is optional for t

— Orgs/Groups/Depts/Staff

membered - 30 Days v
Manage
Reset all users remembered devices |

Set-up Types

= Server Management

Default Settings

Allow non-authenticated users 10 download attachments from ticket notifications

Import Center

The roles and scopes shown below are enabled. Enable these on the VSA System > User Security > User
Roles page.
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e Live Connect = Notification Bar = [¥] System
Desktop Thumbnail =[] Naotification Bar ltems = [¥] User Settings
= Home System Notifications [¥] Preferences
[¥] Home Management Opportunities V] Change Logon
Change Profile Search Machines
Change Logon 3 [¥] Configuration
4 Agent Data = [¥] Configuration Grid
Audit Information Add
File Manager Info Center Message
Command Shell Service Desk Tickst
Registry Editor RSS Reader
4 Task Manager Agents Online/Offline Status
Event Viewer Alerts
Ticketing Edit
Chat Delete
Desktop Access System Notifications
= Custom Extensions
Temporary Agent
SSH Terminal
Data Backup
Video Chat
VPN

Add the VSA integration as described in "Integrating VSA 9".

If you have already integrated an older VSA version, you must remove this integration, then add a new one
using the latest TAP module. The "Integrating VSA 9" procedure includes steps to remove the existing
integration.

If the logos and branding you see in your currently deployed VSA module do not look like this new UniView
module, you may be using a prior version of the TAP module for the Unitrends Backup Portal platform. As of
January 2023, module branding has been modified, but no other functional changes exist. We do not
recommend customers uninstall the older module to use the newer module as this will impact existing
mappings (e.g., UniView user accounts mapped to KaseyaOne accounts for single sign-on, and assets
mapped to VSA IDs).

Enable VSA alerts in the UniView Portal:

In the UniView Portal, click E:

UNINIEW Dashboard Protect Jobs  Organizations ? - |

Dashboard Al v Al v

Fa
La
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Select the Integrations view.

Locate the VSA integration and click Show Configuration.

Click the

toggles to enable alerts for backups (Backups toggle) and hot backup copies (Replication
Offsite toggle).

U N IV| EW Dashboard Protect  Jobs ‘Organizations

Settings
Alerts Integrations Users Scopes API Access
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show
VSA Configuration to setup conditional alerts synchronization.
Kaseya ~ » e
The portal is integrated with https:/emeptTG-vsa kaseya.net
o_ v SHOW CONFIGURATION
VSA Alert Settings
VSA Integration Settings
. Backups m
iz Alerts H
Triggers VSA Actions
Backups Conditional Alarms Alert (default)y  Email x
Replication Offsite
VSA Agent Mapping Authorization
Triggers VSA Actions
VSA Agent Mapping Errors Conditional Alarms Alert (default)

VSA Agent Mapping Long Runs

VSA Agent Mapping Authorization
Backup Alarms will be connected to your VSA Alerts (Default).
Edit to also trigger VSA Email.

Triggers VSA Actions

Conditional Alarms Alert (default)

Cancel m )
)

To finish the configuration, log in to the VSA and launch the UniView module.

If prompted, enter your UniView Portal credentials and click Log in. Click Allow to grant UniView Portal
access to the VSA instance.

UNIVIEW Dashboard  Protect  Jobs

Organizations

[ vnview Click here
Portal -
e | Dashboard Al
. Agent ¥
89 Agent Procedures »
{F astMsiwae »
O A 5 offline 139

UNITRENDS
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To add VSA 9 email alerts for conditional alarms
Use this procedure to configure VSA email alerts for conditional alarms.

Alerts and conditional alarms are not yet supported for VSA 10 environments.

Ensure that these prerequisites have been met:
Conditional alarms have been configured, as described in "To configure conditional alarms".

Conditional alarms have been added to the VSA, as described in "To display conditional alarms in the Kaseya
VSA 9 Remote Monitoring and Management Solution".

(On-premise VSA instance only) An SMTP server has been configured on the VSA System > Server
Management > Outbound Email page. To configure an SMTP server, click Edit, enter settings, then click
Save. Outbound Email fields include:

Host Name - The name of the host email server. Example: smtp.mycompany.com. If no authentication or
special port number is required, then only specify values for the Default Days to Keep Logs and Default
Sender Email fields.

Enter localhost in the Host Name field to use the Kaseya Server's IS Default SMTP Virtual
Server to route outbound email. The Default SMTP Virtual Server service must be installed and
running in order to send email. The service must also be able to resolve DNS addresses to
route email to other SMTP servers.

Port - Typically 25, but the host email server may require a different port number. Ports 465 and 587 are
typically used for connecting to an SMTP email server over SSL/TLS.

User Name - If required for authentication, enter the username of an account authorized to use the host
email server.

Password - If required for authentication, enter the password of the account.
Default Days to Keep Logs - Enter the number of days to keep log outbound email entries.

Default Sender Email - Enter the default From address displayed by outbound email.
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I 2]afx
- a General | Leg
= Q email
# Ecit 5 Test [w] Ensble |§ -

Email Gateway o i Duibeund Em
+ Edit Outbound Ema

Host Name smitp. sl
e Host Name*; smitp, semmgud.net
1 Fort 587

Bulk Email Management

Define gateway
and sender email

minutes, 7
Default Daysto Keep Logs™: | 30
Default Sender
Incoming Email and Alarm Settings | _ _ Retry Lim s
Ema nomreply Pt
o Retry Interval (in minutes) 15
Status
This setting does not Default Sender
it Automatic Delivery: Disabled
apply to conditional - gy —

alarm emall alerts

Ser

Failed Last Hour

Failed Last Day. 0

In the UniView Portal, click &l

UN Ivl EW Dashboard Protect  Jobs Organizations ? - Woitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.
Locate the VSA integration and click Show Configuration.
Cliokﬁ to edit VSA integration settings.

Click New + in the Backups area to configure email alerts for backups or click New + in the Replication Offsite
area to configure email alerts for hot backup copies.
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U N |V| EW Dashboard Protect  Jobs

Organizations

D dtmespEitre...

Settings
Alerts Integrations Users Scopes API Access
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show
VSA Kaseya Configuration to setup conditional alerts ronization

The portal is integrated with https:/a

Download Manifest
-vsa kaseya.net
o— v SHOW CONFIGURATION

VSA Alert Settings
VSA Integration Settings

Backups
5 Alerts e_ﬁ
Triggers VSA Actions
Backups Conditional Alarms Alert (default)
i . Click to configure email alerts

Replication Offsite @D Replication offsite for Backups or Replication Offsite

VSA Agent Mapping Authorization Triggers VSh Actions

VSA Agent Mapping Errors Conditional Alarms Alert (default)

VSA Agent Mapping Long Runs VSA Agent Mapping Authorization

Er=y

Backup Alarms will be connected to your VSA Alerts (Default).
Edit to also trigger VSA Email

Triggers VSA Actions

Conditional Alarms Alert (default)

In the Create New VSA Action dialog, select Email from the VSA Action list.

Enter one or more recipient email addresses.

You can enter addresses by typing or by using copy/paste keyboard shortcuts (Ctrl+C and Ctrlt+V).

If entering multiple addresses, you must enter a comma or space between each address.
Click Confirm.
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Backups: Create New VSA Action

Select an action to configure.

dbassis@emisends.com X dormspmsmgpail.com X mlig

eya.com X

\9 Enter recipient addresses
Back

The email alert is added.

VSA Actions are user specific. The email alert that you added displays for your user account only. If
another user logs in to the UniView Portal, the VSA Actions that were added by your user account do not
display. Because of this, it is possible that another user may create a duplicate VSA action.
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VSA Alert Settings

@) Backups

I

Triggers VSA Actions

Conditional Alarms Alert (default)  Email ><

@) Replication Offsite

I

Triggers VSA Actions

Conditional Alarms Alert (default)

VSA Agent Mapping Authorization

I

Triggers VSA Actions

Conditional Alarms Alert (default)

VSA Agent Mapping Errors

=]

Triggers VSA Actions

B I Y Alocs Fdofo i)

Cancel

(Optional) Repeat this procedure from step 6 to add email alerts to the other job type.
Click Done to exit.

An email alert is sent if the conditional alarm threshold is reached. Sample conditional alarm email alert:
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BackuplQ: Conditional Alarm - Threshold Exceeded for King Bee
€ Reply | & ReplyAll | — Forward | | i

No Reply <no-reply@backup.net>
To O No Reply Tue 1/24/2023 9:46 AM

(&) If there are problems with how this message is displayed, dick here to view it in a web browser,

UniView Portal - Alert

Backup was not completed within 24 hour(s) threshold.
See details below:

Alert Date: 01/24/2023 5:43 PM GMT
QOrganization: King Bee

Appliance Name: Re; ion-944S
Asset: bswk-machine

View in UniView Portal

UNIVIEW

To view or edit VSA 9 email alerts for conditional alarms

In the UniView Portal, click &l

UNIINIEBEWVW Dashboard ~ Protect Jobs  Organizations ? | dbmsmitre...

Scope Organization

Dashboard Al v Al v

rA
Ld

Select the Integrations view.

Locate the VSA integration and click Show Configuration.

Clickﬁ to view or edit VSA integration settings.
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U N Ivl EW Dashboard Protect  Jobs Organizations

Settings
Alerts Integrations Users Scopes API Access
‘IT LTaS(e:implete Configure the integration with Kaseya One portal to enable the aption to lagin using IT Complete credentials Integrate
- y
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show Configuration to
VE A Kaseys setup conditional alerts synchronization. Download Manifest

The portal is integrated with https://. TG-vsa.rkaseya.net

o— v SHOW CONFIGURATION

VSA Integration Settings

i Alerts 9— v
@) Backups
@) Replication Offsite

VSA Agent Mapping Authorization

VSA Agent Mapping Errors

VSA Agent Mapping Long Runs

Backup Alarms will be connected to your VSA Alerts (Default).
Edit to also trigger VSA Email

A HIDE CONFIGURATION

Click Email to view or edit the VSA action.

(Optional) Add or remove recipient email addresses, then click Confirm. Click Done to exit.
You can enter addresses by typing or by using copy/paste keyboard shortcuts (Ctrl+C and Ctrlt+V).
If entering multiple addresses, you must enter a comma or space between each address.

To delete an email address, click its X.
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VSA Alert Settings

Backups

Triggers VSA Actions

Conditional Alarms Alert (default) ~ Email

- Replication Offsite .
2 Backups: Configure VSA Action

Triggers
Conditional Alarm Select an action to configure 9
VSA Action o
Add or delete recipient addresses
VSA Agent Mapping
Recipient
Triggers
db: rrends.com X_  mlie,. z@kaseya.com X
Conditional Alarm
Click X to delete
VSA Agent Mapping
Back
Triggers
Conditional Alarms Alert (default) I

VSA Agent Mapping Long Runs

To remove VSA 9 email alerts from conditional alarms

In the UniView Portal, click &l

uNIVlEW Dashboard Protect  Jobs Organizations ? . dbmrmmmmitre...

Scope Organization

Dashboard Al v Al >

rA
Ld

Select the Integrations view.

Locate the VSA integration and click Show Configuration.

Clickﬁ to edit VSA integration settings.
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U N Ivl EW Dashboard Protect  Jobs Organizations

Settings
Alerts Integrations Users Scopes API Access
‘IT LTaS(e:implete Configure the integration with Kaseya One portal to enable the aption to lagin using IT Complete credentials Integrate
- y
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show Configuration to
VE A Kaseys setup conditional alerts synchronization. Download Manifest

The portal is integrated with https://. TG-vsa.rkaseya.net

o— v SHOW CONFIGURATION

VSA Integration Settings

i Alerts 9— v
@) Backups
@) Replication Offsite

VSA Agent Mapping Authorization

VSA Agent Mapping Errors

VSA Agent Mapping Long Runs

Backup Alarms will be connected to your VSA Alerts (Default).
Edit to also trigger VSA Email

A HIDE CONFIGURATION

Locate the Email conditional alarm in the Backups area or the Email conditional alarm in the Replication Offsite
area for hot backup copies. Click its X to remove the email alert. Click Done to exit.
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VSA Alert Settings

Backups

Triggers

Conditional Alarms

@) Replication Offsite

Triggers

Conditional Alarms

VSA Agent Mapping Authorization

Triggers

Conditional Alarms
VSA Agent Mapping Errors

Triggers

Conditional Alarms

VSA Agent Mapping Long Runs

UNITRENDS
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Alert (default)

Alert (default)

Alert (default)

Alert (default)

VSA Actions

Email x

VSA Acjiéns

Email x:

VSA Actions

VSA Actions

Click an

83

X to remove email alerts

from Backups or Replication Offsite
(for hot backup copies)

Cancel

=]

[ =]
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Working with Unitrends Appliances, Assets,
and Backups

Use the Protect page to manage your Unitrends appliances, assets, and backups. To access the Protect page, click

Protect:
uN IV| EW Dashboard Protect  Jobs Organizations ? ' db#® ™ lnite.. |3
Click here
protect

The page contains these Unitrends views:
Appliances (default view) - Use to:
View summary and status information by Unitrends appliance
Add appliances to the UniView Portal
Connect to appliances from the UniView Portal
Add assets to an appliance
Remove assets from an appliance
Assets - Use to:
View status information about the assets protected by your Unitrends appliances
Remove assets from appliances
Manage backup policies for Windows image-level assets and VMware virtual machines
See these topics for details:
"Working with appliances"
"Viewing assets"
"Removing assets" on page 132

"Working with backup policies"

Working with appliances

Use the Appliances view to manage, add, and connect to appliances. See these procedures for details:
"Viewing appliances"
"Filtering the Appliances view"

"Viewing appliance details"
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"Adding assets to an appliance"
"Removing assets from an appliance" on page 111
"Blocking or unblocking local access to an appliance"
"Connecting to an appliance"
"Modifying Helix Auto Update settings"
"Adding an appliance"
"Deleting an appliance"
Viewing appliances

The Appliances view displays all Unitrends appliances that have been added to your backup.net instance. (To filter the
display, see "Filtering the Appliances view".)

The following information is given for each appliance:

Appliance information is updated hourly.

+ New - Click to add an appliance. For details, see "Adding an appliance".

Filters - Enter criteria in these fields to filter the list of appliances that display. For details, see "Filtering the
Appliances view".

Select checkbox - Check boxes to modify selected appliance's Helix settings. For details, see "Modifying Helix
Auto Update settings".

Alerts icon - Indicates whether the appliance has unresolved alerts: green for no alerts, yellow for warnings, red
for critical.

Lock icon - Indicates whether local access to the appliance has been blocked: & for blocked, #f' for unblocked.
Once local access has been blocked, users can no longer log in directly to the appliance Ul. Instead, users must
connect to the appliance from UniView (as described in "Connecting to an appliance"). For more on this feature,
see "Blocking or unblocking local access to an appliance".

Name and asset tag - The appliance name and asset tag.

Manage - Click to connect to the appliance. (The Manage button does not display for offline appliances.) For
appliance procedures, see the Administrator Guide for Recovery Series and Unitrends Backup.

Last Seen - Indicates whether the appliance is online or offline. Just Now indicates the appliance is online. If the
appliance is offline, shows the number of hours, days, months, or years since the appliance was last seen.

Model - Appliance model. VM for Unitrends Backup virtual appliances. Model number for Unitrends physical
appliances.

Organization - Appliance's organization.

Free Space - Shows the amount of free space on the appliance, in terabytes (TB) or gigabytes (GB), and as a
percent of total space.
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Alerts - Number of unresolved alerts on the appliance. To address alerts, see "Working with Alerts and
Conditional Alarms".

Helix Status - Indicates whether the following have been enabled on the appliance: Helix and Helix auto updates.
On for enabled, Off for disabled, or ! for Helix status unavailable.

Version - Unitrends version running on the appliance.

If the appliance is not running the latest release, the version number displays in yellow indicating that an update is
available. Click Manage to log in to the appliance and install the latest Unitrends software version.

Protected Assets - Click to view protected assets (assets that are protected by a backup schedule). Click a row in
the Protected Assets table to view asset details. Click Protected Assets again to hide the protected assets list.

Add Asset - Click to add an asset to the appliance. For details, see "Adding assets to an appliance".

View Unprotected Assets - Click to see any assets that have been added to the appliance but are not protected
by an enabled backup schedule. In the Unprotected Assets dialog, you can:

Quickly view and apply backup policies to Windows image-level assets and VMware VMs.

Remove selected assets from the appliance. For details, see "Removing assets from an appliance".
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UNINIEVW Dashboard Protect  Jobs  Organizations

Click to
Protect add an appliance )
71 Spanning Licenses ()
@ 128 T 99
[ -128 &= -99
Purchased Bo =0
Appliances Assets Microsoft 365 Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
Al v All ™ All v Version v PM Q Available space 30 %orless
Alerts icon Appliance name
® PM-VMW/SE-UB-1 6 Manage (5  LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JUST NOW VIRTUAL Tor 96.2GB/199.9 GB o HELIX ON 10.8.1
W pySrE—— S ——— 48.14% FREE AUTO UPDATES ON
View unprotected assets
v Protected Assets Add an asset Add Asset View Unprotected Assets (23
\‘w Protected assets display
Type Enter Asset Name
All - Q
Type Name Last Full Last Backup ~ Recent Backups © Last Backup Copy Recent Backup Copies ©  Last Certified
- . MTWT NT
@ Windows10_228cks 60.3 GB 24 minutes ago an hour ago 2 hours ago

ndows10 (175 Csbe b 28 minutes ago oMW an hour ago ’ v

SSMTWT MTWT
v DS-SQLCLAD-17 21.9GB 31 minutes ago 2 hours ago

P - MTWT NT
m Hover to view asset type description J¥er:] 31 minutes ago 2 hours ago 2 hours ago

SSMTWT NT
[\ ] SQL2012-176 253 GB 31 minutes ago 2 hours ago
©  Winl0EFI-192 42068 32 minutes ago T
UTC-07:00
[m] DS-SQLCLO2-189 19.0GB 33 minutes age T 3 ErE
Successes UTC-08:00
[\~ DS-SQLCLO1-188 19.1 6B 33 minutes ago P s T
Cold Copies Successes 2
@ Wing (201) 54.4GB 33 minutes ago - 2 hours ago
50 -~ perpage 1 of 1 pages Hover to view job details

or click to view asset details

Filtering the Appliances view

The Appliances view displays all appliances that have been added to your backup.net instance.

To filter the display, enter filter criteria in any of the following:
Scope - Select a scope from the list. (Select All to clear the scope filter.)
Organization - Select an organization from the list. (Select All to clear the organization filter.)
Status - Select Online or Offline to filter by appliance status. (Select All to clear the status filter.)

Order By- Select Last Time Seen, Name, Model, Alerts, Free Space, or Version.
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Appliance Name field - Enter a text string, then press Enter to apply. Appliance names containing the text you
entered display.

Available space 30% or less - Filter by amount of free space on the appliance.

Dashboard Protect  Jobs ‘Organizations

UNIVIEW

Click to

Protect add an appliance

1’ Spanning Licenses &

Assigned @ 18 = 13
Remaining & -118 3 -13
Purchased Bo 50
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure Click to enable filter Enter # to modify %
X Enter search text
Scope Organization Status Order By Appliance Name
All v All v All v Free Space v VM Q Available space "30 % or less
_ Enter filter criteria
® VMWARE-UB-239 Manage [  LASTSEEN ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
JUST NOW VIRTUAL T 303.5GB/819.8 GB 3 HELIX OFF
APPLIANCE 37.01% FREE AUTO UPDATES
OFF
> Protected Assets Add Asset v View Unprotected Assets
® VMWARE-UB-C 1E- Manage [  LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
TWE JUST NOW VIRTUAL T 125.6GB/199.9GB 0 HELIX OFF 10.7.6
APPLIANCE 62.81% FREE AUTO UPDATES
OFF
Add Asset v View Unprotected Assets

> Protected Assets

Viewing appliance details
To view appliance details:

In the Appliances view, click the appliance.
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| & ] \\] A\VAI=AVAYS Dashboard  Protect Jobs  Organizations

Click to

Protect add an appliance

7 Spanning Licenses &

A E 118 5 13
Remaining E -118 &5 -13
Purchased Eo o
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure
Scope Organization Status order By Appliance Name
All ~ All ~ All ~ Free Space ~ ub-98 Q Available space 30 | % or less
® VMWARE-UB-98 Manage [ LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JUST NOW VIRTUAL T 172.0GB/199.96B 0 HELIX OFF 10.7.10
APPLIANCE 86.06% FREE AUTO UPDATES
Select the appliance
OFF
> Protected Assets Add Asset v View Unprotected Assets

The following details display for the selected appliance:

Alerts icon - Indicates whether the appliance has unresolved alerts: green for no alerts, yellow for warnings,
red for critical.

Lock icon - Indicates whether local access to the appliance has been blocked: @ for blocked, #" for
unblocked. Once local access has been blocked, users can no longer log in directly to the appliance Ul.
Instead, users must connect to the appliance from UniView (as described in "Connecting to an appliance").
For more on this feature, see "Blocking or unblocking local access to an appliance".

Name and asset tag - The appliance name and asset tag.
IP Address - Appliance IP address (or N/A if your environment is not configured to store IP addresses).

Last Seen - Indicates whether the appliance is online or offline. Just Now indicates the appliance is online. If
the appliance is offline, shows the number of hours, days, months, or years since the appliance was last
seen.

Model - Appliance model. VM for Unitrends Backup virtual appliances. Model number for Unitrends physical
appliances.

Organization - Appliance's organization.
Version - Unitrends version running on the appliance.

If the appliance is not running the latest release, the version number displays in yellow indicating that an
update is available. Click Release Notes above to see details about the latest release. Click Manage to log in
to the appliance and install the latest Unitrends software version.

If you see the message Unable to upgrade, contact Unitrends Support or your Authorized Partner for
assistance.
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Free Space - Shows the amount of free space on the appliance, in terabytes (TB) or gigabytes (GB), and as a
percent of total space.

Appliance Alerts tile - Shows the number of unresolved critical and warning alerts on the appliance.

Completed Jobs tile - Shows the number of successful and missed jobs completed over the last 13 days.
Hover over a point in the graph to see the number of successful and missed jobs completed that day. Click
Missed to hide missed jobs. Click Success to hide successful jobs.

Appliance Alerts - Lists unresolved alerts.

Assets tile - Lists the assets protected by the appliance. For each asset, shows the Last Full backup size and
the date/times when recent backups and copies were taken.

Click Add Asset to add an asset to this appliance (see "Adding assets to an appliance").

Click View Unprotected Assets to open the Unprotected Assets dialog where you can apply backup
policies to assets or remove assets from the appliance (see "Removing assets from an appliance").

Jobs - Shows active, scheduled, and recent jobs.
Details - Shows appliance storage, backup copy targets, and network settings.
Manage - Click to log in to the appliance (for details see "Connecting to an appliance").

Settings - Click the toggles to block/unblock local access to the appliance or to open/close a support tunnel.
For details, see "Blocking or unblocking local access to an appliance" and "Opening or closing a support
tunnel".

U N |V| E W Dashboard  Protect Jobs  Organizations

< Appliance Detail ]
(@ Appliance Alerts [ Assets [ Jobs i= Details @ Settings [4 Manage A newer version is available. {}I Release Notes
Appliance update is available Click to view
release notes
® VMWARE-UB-98 IP ADDRESS LAST SEEN MODEL ORGANIZATION VERSION  FREE SPACE
19 e 1.98 JUST NOW VIRTUAL 1L 172.0GB / 199.9 GB
APPLIANCE 86.06% FREE
Appliance Alerts Completed Jobs

Warnings 0

0
@ Critical 0 Jun29  Jun30 Jul 01 Jul 02 Jul 03 Jul 04 Jul 05 Jul 06 Jul o7 Jul 08 Jul 09 Jul 10 Jul 11

I Success Missed
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Assets &4
Select to filter by asset type Enter text to filter by asset name
Type Enter Asset Name
All - Click to view unprotected assets Q
Protected Assets Click to add an asset Add Asset v View Unprotected Assets (290
Type Name Last Full Last Backup - Recent Backups © Last Backup Copy Recent Backup Copie Last Certified
19 brcec 983.8 GB 5 hours ago MIWIFESS 5 hours ago MTWTFSS
Windows10. 1k 61.2G8 9h mrwirss 9h —
indows S . ours ago ours ago Friday, 10/07/2022

uUTC-07:00

Windows10 ( ) 69.7 GB 9 hours ago 9 hours ago Backup Coplee:
P Cold Copies Successes 2
DS-SQLCLAD- &7 21.9GB 9 hours ago v 3E 9 hours ago
Bl Hover to view job details
Unitrends_| 16.4 GB 10 hours ago MTWTFSS 10 hours ago MTWTFSS
WingrgH) 54468 10 hours ago - fes 10 hours ago M Fss

SQL20% .6 Click to view asset details 10 hours ago MTWTFSS 10 hours ago MTWTFSS

666 666 066 a4

Win10_ 2 42.0GB 10 hours ago 10 hours ago
; - M T W ; MTWTFSS
DS-SQLCLO1 Fu8 19.1GB 11 hours ag Tuesday, 10/04/2022 11 hours ago
UTC-07:00 T S s
, I VT F S
DS-SQLCLO2 39 19.0GB 11 hours ag o 11 hours age
Failures
MTWTFSS

©

sql

I Hover to view job details
or click to view asset details
50 ~ perpage 1 of 1 pages

Appliance Alerts Click to log in to appliance =
Click a heading to sort by column

Date/Time ~ Message Alert Source Updated
9/22/2022 Click to dismiss alert
5.03 PM Inventory full sync completed with 3 warning(s). Process 504 PM >4

Click to log in to appliance [£g
Jobs

Active Scheduled Recent Click a heading to sort by column
Job Name Asset Type Started Progress Duration -~
Backup Copy Windows2012R2_SB Backup Copy (Hot) Lz’z;zghzf 00:00:12
Backup Copy Win8.1 Backup Copy (Hot) E‘Dz’i;z;hzf D — 00:00:12
Backup Copy System Metadata Backup Copy (Hot) 1o/7r20z2 -
12:20 PM
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Storage Backup Copy Targets Network
Type Name Capacity Total Size Free Size Status
m Internal 28.1TB 1.6TB Online

4

Settings Click to log in to appliance
= Block Local Access Click to block local access [
This option will prevent local legin to the appliance making it only accessible through Uniview. Read more

= Support Tunnel Click to open a support tunnel =
Open support tunnel. Allow our support to remotely access this appliance. Read more

Adding assets to an appliance

Any physical machine, virtual machine, or application you wish to protect is an asset. The first step in protecting an
asset is adding it to the Unitrends appliance.

You can add these asset types to your backup appliance— right from UniView:

Windows physical machines - Adding the machine also adds an any hosted applications (e.g., SQL or
Exchange).

Linux physical machines - Adding the machine also adds any hosted applications (e.g., Oracle on Linux).
vCenter or ESXi servers - Adding the server also adds its hosted VMs.
Hyper-V servers - Adding the server also adds its hosted VMs.

To add an asset, review the "Prerequisites and considerations", then proceed to the applicable add asset procedure
below.

Prerequisites and considerations
Ensure that these prerequisites have been met before adding your asset:

The appliance where you are adding the asset must be a Unitrends backup appliance (adding an asset to a
backup copy target appliance is not supported).

Windows physical machine - You must install the Unitrends Windows agent before adding the asset to the
appliance. For details, see Installing the Windows agent in the Administrator Guide for Recovery Series, Recovery
MAX, ION/ION+, and Unitrends Backup.

Linux physical machine - You must install the Unitrends Linux agent before adding the asset to the appliance. For
details, see Installing the Linux agent in the Administrator Guide for Recovery Series, Recovery MAX, ION/ION+,
and Unitrends Backup.
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Hyper-V servers -

You must install the Unitrends Windows agent on the Hyper-V server before adding it to the appliance. For
details, see Installing the Windows agent in the Administrator Guide for Recovery Series, Recovery MAX,
ION/ION+, and Unitrends Backup.

Hyper-V clusters are not supported.
VMware considerations -
Servers running free ESXi versions are not supported and cannot be added to a Unitrends appliance.

To protect a Windows or Linux VM hosted on free ESXi, you can install the Unitrends agent on the
VM and add the VM to the appliance using the "Working with Unitrends Appliances, Assets, and
Backups" procedure. The VM is then protected by the appliance as a physical asset.

If a vCenter is managing your ESXi servers, Unitrends recommends that you add to the appliance each ESXi
server and the vCenter server itself. Some features that you can run from the appliance Ul require a vCenter
server (for example, VM instant recovery). To enable these features, you must add both the ESXi host and the
vCenter server to the appliance.

To add a Windows or Linux asset

You must install the Unitrends Windows or Linux agent before running this procedure.

In the Appliances view, locate the appliance. Click Add Asset, then select Asset.

@ §\N| A\VAI=AVAVA Dashboard  Protect ~ Jobs  Organizations ? © dogmmmanie.. B3
Protect
1’ Spanning Licenses ®
Assigned & 128 899
Remaining  -128 = -09
Purchased Bo go
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All ~ All ~ All ~ Version v tgq Q Available space 30 % orless
@® UVM-ST +215-- Manage [ LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
TGQMJJOK AMINUTE AGO VIRTUAL UNITRENDS 140.96B/199.9 GB 0 HELIX ON
APPLIANCE 70.48% FREE AUTO UPDATES ON
> Protected Assets Add Asset~ View Unprotected Assets (12
VMware
Hyper-vV
MO

Enter the asset's IP address. This is optional in some cases, as described here:

Working with Unitrends Appliances, Assets, and Backups U N lTR E N D 8

A Kaseya company



http://guides.unitrends.com/documents/rs-ueb-admin-guide/index.php#cshid=2305
http://guides.unitrends.com/documents/rs-ueb-admin-guide/index.php#cshid=2305
http://guides.unitrends.com/documents/rs-ueb-admin-guide/index.php#cshid=2305

UniView Portal Guide 95
Release 2.50 | April 2024

DNS registration should be used for assets that obtain their network settings through DHCP. It is optional for
assets with static IP addresses.

If you do not enter a static IP address, make sure that both the asset and the appliance have DNS entries
and that reverse lookup is configured.

If you enter a static IP address, the appliance attempts to connect using this address, but if the attempt fails,
it will try to add the asset using DNS.

Enter the asset's hostname.

Click Save.
Add Asset
Appliance
IP Address

Asset Name *

Add-Asset-Windows-2022 —9 ®

Cancel

The asset is added, along with any hosted applications. Click Unprotected Assets to view the new asset.
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U N IV| EW Dashboard Protect Jobs

Organizations

Protect

) Spanning Licenses ®

Assigned @ 128 g 9
Remaining B 128 & -99
Purchased o 5o
Appliances Assets Microsoft 365

Google Workspace

Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All v All v All v Version v tgq Q Available space 30 % orless
® UVM-€ 15-- Manage (7 LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
TGGw.JJOK JUST Now VIRTUAL UNITRENDS 140.9 GB/199.9 GB 0 HELIX ON
APPLIANCE 70.48% FREE

AUTO UPDATES ON
> Protected Assets

Asset is being added
. Success
@
Add asset pending.

Add Asset v View Unprotected Assets | 12

Click here

o

The asset is still being added if you see a spinner icon by the asset in the Unprotected Assets list.
UNIVIEVW

Dashboard Protect Jobs

Orgal

Protect

Unprotected Assets
%)’ Spanning Licenses ©®

Select unprotected assets and set a backup policy.
posigned © 128 5 % v Unprotected Assets
Type Enter Asset Name
Remaining B 128 & -99
All v Add-Asset Q
Purchased ®o ZFo
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure "
_ Type Name Windows asset
Scope Organization Status Order By Appliance Name i Add-Asset-Windows-2022
Al v All v All v Version v tgq
Add-Asset-Windows-2022
® UVM-§ S-215-- Manage 7 LAST SEEN MODEL ORGANIZATION
50 v perpage 1 of 1 pages Application
TGWJJOK 2MINUTESAGO  VIRTUAL UNITRENDS .
instance used for
APPLIANCE Windows image-
level backups
> Set Backup Policy
v Protected Assets
Type Enter Asset Name
All

(=

(Optional for Windows only) Apply a backup policy to the new Image Level Instance to start running image-level
backups:
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Backup policies are supported for Windows image-level assets and VMware VMs. Support for other
asset types is will be included in up-coming UniView Portal releases.

Check the Image Level Instance box.
Click Set Backup Policy.

Modify policy settings as needed. Click Save.

U N IVl E W Dashboard Protect Jobs Organizations @ g @ ‘_ dbarrett@unitre...

Unprotected Assets
Protect P

Select unprotected assets and set a backup policy.

r|" Spanning Licenses (3

~ Unprotected Assets

Assignec 128 98
1] = Type Enter Asset Name
Remaining [ -128 5 99 All ~ Add-Asset Q
Do =o
1selected |
Appliances Assets Microsc Google Workspace Salesforce Microsoft Azure 2 Type Name =

Scope Organization Status Order By Appliance Name Add-AssetWindows-2022
All ~ All v All " Version . tgq
o— % Add-Asset Windows-2022

® UVM-S - Manage[7 ~ LASTSEEN MODEL ORGANIZATION
TGEWJJOK JUST Now VIRTUAL UNITRENDS

APPLIANCE
9— ~ Set Backup Policy

50 ~ perpage 1 of 1 pages

> Protected Assets Backup Schedule
Daily
The exact time that your backup W pp e and
scheduling. Read mo
(If needed) Modify
policy settings Exclude Weekends

Schedule Backups

03/24/2024 © 04:00 AM (]

Applying the policy can take a few minutes. Once applied, the Image Level Instance asset is listed under the
appliance's Protected Assets:

0
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Appliances Assets Micros
Scope Organization
All ~ All
® UVM-¢ 5--
TGQIL JJOK

~ Protected Assets

Type
All

or Name
Image Level Instance

Microso

Status Order By Appliance Name
All ~ Version ~ tggm

LAST SEEN MODEL
VIRTUAL

APPLIANCE

Manage [

JUST NOW

Enter Asset Name

Add-Asset

Asset is moved to

Last Full Recent Backups ©

Protected Assets

MTWTFSS

@ Add-Asset-Windows-2022

50 ~ perpage 1 of 1 pages

In the Assets view, you can see the Backup Policy that was applied:

Appliances Micros
Scope Organization
All ~ All

Type Name

e sset-Windows-
Image Level Instance Sae3

sset-Windows-

50 - perpage 1 of 1 pages

To add a vCenter server

In the Appliances view, locate the appliance. Click Add Asset, then select VMware.

Microsoft Azure

Google W

Appliance Type
~ All ~ All
Appliance Backup Policy Last Full Last Backup - Recent Backups ©
uvm-¢ TWT
4 321..
Daily policy was

uvm- applied ATWTF S
3 -21...
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Q Available space 30 % orless
ALERTS HELIX STATUS VERSION
HELIX ON

AUTO UPDA

Add Asset « View Unprotected Assets | 18
Recent Backup Copies © Last Certified
TWTFESS
Recent
Add-Asset-Windows-2022 Q Failures

Legend @

Last Backup Copy Recent Backup Copies © Last Certified
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U N IVl E W Dashboard Protect Jobs Organizations ? v dbEEnitre.... ﬂ

Protect

7 Spanning Licenses ©

nec [ 128 5 99
E 128 5 -99
@o =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All ~ All ~ All ~ Version ~ taq Q Available space 30 % orless
® UVM-S 3-215-- Manage [7  LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
TGAQMJJOK JUST NOW VIRTUAL UNITRENDS 140.9 GB/ 199.9 GB 0 HELIX ON
APPLIANCE 70.47% FREE AUTO UPDATES ON
> Protected Assets Add Asset v View Unprotected Assets

In the Add VMware dialog:

Select Add vCenter from the vCenter list.

If the appliance is running version 10.8.1 or higher and you have already added the vCenter
(through the appliance Ul), you can select it in the vCenter list instead of clicking Add vCenter.

Enter the vCenter IP address and credentials.

(Recommended) For best performance and to enable certain features, we recommend that you add each

ESXi host that is managed by this vCenter. Click Add Host, enter the host IP address and credentials, then
click the checkmark to save. Repeat to add another host.

Click Save.
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Add VMware

vCenter Details

vCenter *
Add vCenter —o
Appliance P Address *
192.1 SIS ®@
vCenter Credentials Enter IP address
and credentials
Username * Password *
root ® ®
ESXi Hosts

Please add all hosts that are connected to your vCenter.

IP Address Username Password
192 1 root s X
19 |2 root ‘@ N %

a Add ESXi Host
(Recommended) Add 4
each ESXi host that is cancel —
managed by the vCenter

The following assets are added:
The vCenter server
All VMs that reside on the ESXi hosts that this vCenter manages
Any ESXi hosts that you added with the vCenter

Click View Unprotected Assets to view these assets.
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Protect Jobs Organizations

(8] \V] A\VAISAVAVS Dashboard

Protect

1)’ Spanning Licenses @

Assigned E 128 g 9
B 128 8 -99

Purchased ®o ZFo

Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All v All v All v Version v tgq Q Available space 30 % orless
® UVM-§ 15-- Manage (7 LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
TGGwJJOK JUST NOW VIRTUAL UNITRENDS 140.9 GB/ 199.9 GB 0 HELIX ON
APPLIANCE 70.48% FREE AUTO UPDATES ON

Add Asset v View Unprotected Assets | 12

> Protected Assets

Success

Add VMware pending.

To filter the Unprotected Assets list, you can select the VMware Type to view the vCenter and ESXi hosts or the

VMware: VM Instance Type to view their hosted VMs:

The asset is still being added if you see a spinner icon by the asset in the Unprotected Assets list.
For vCenter and ESXi hosts, the Name column displays the server's IP address.

For VMs, the Name column displays the machine's hostname.
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(@ ]\ AVAI=AVAVA Dashboard ~ Protect ~ Jobs  Organizations

Protect Unprotected Assets

. Select unprotected assets and set a backup policy.
11’ Spanning Licenses &

Assigned @ 128 5 99 v Unprotected Assets
Type Enter Asset Name

B -128 g -99
a
Purchased Bo o
1

Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
—_— Type Name =

Scope Organization Status Order By Appliance Name o 192.1 5

All v All v All v Version v tgq

vCenter and ESXi
-
® UVM-§ S-215-- Manage (7  LAST SEEN MODEL ORGANIZATION 1021 2
TGWJJOK 2MINUTESAGO  VIRTUAL UNITRENDS
APPLIANCE

> SetBackup Policy

v Protected Assets

Type Enter Asset Name

All v

u N IVl E W Dashboard Protect Jobs 'Organizations

Protect Unprotected Assets

Select unprotected assets and set a backup policy.
1)’ Spanning Licenses ©®
v Unprotected Assets

@ 128 g 99
Type Enter Asset Name
-128 -99
g g VMware:VM Instance Q
Purchased o & o \°
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure m .
ype Name
Scope Organization Status Order By Appliance Name 0 121AIma3_pr
All ~ All ~ All ~ Version v tgq
® UVM-¢ S-215-- Manage(7  LASTSEEN MODEL ORGANIZATION 16PRalma
TGLMJJOK 2MINUTESAGO  VIRTUAL UNITRENDS
APPLIANCE
2008-Corex64
2008-Corex86

v Protected Assets

2008-Datacenter1x86
Type Enter Asset Name

All v 2008-DatacenterX64

© 6 6 6 0 6 6

2008-Enterprise1x86

(Optional) Apply a backup policy to the new VMs to start running VMware host-level backups:

Backup policies are supported for Windows image-level assets and VMware virtual machine assets.
Support for other asset types is will be included in up-coming UniView Portal releases.
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Check boxes to select one or more VMs. In this example, we've checked the Select All box to apply a policy to

all the newly added VMs.

Click Unprotected Assets to hide the assets list.

Click Set Backup Policy.

Modify policy settings as needed. Click Save.

Dashboard Protect

L\ AVAI=AVAV

Jobs Organizations

Protect

7’ Spanning Licenses @

Assigned E 128 g 9

Remaining

[ -128

Bo

8 99

Purchased

go

Appliances Assets Microsoft 365

Scope Organization

All v All

® UVM-§
TGLMJJOK

$-215--

v Protected Assets

Type
All

Dashboard Protect

UNIVIEW

Google Workspace

Status
v All v
Manage (7  LAST SEEN

2 MINUTES AGO

Enter Asset Name

Jobs Organizations

Salesforce

Order By

Version

MODEL
VIRTUAL
APPLIANCE

Unprotected Assets

Select unprotected assets and set a backup policy.

e—v Unprotected Assets

Type
VMware:VM Instance v

Enter Asset Name

49 selected |
Microsoft Azure 0— Type Name *
Appli Check boxes to
SElectViMS (] 121AIma3_pr
~ tg9q

@ 1610ra2-auto

ORGANIZATION

UNITRENDS [\~ ] fogkalma
] 2008-CoreX64
D 2008-Corex86
° 2008-Datacenter1x86
(] 2008-DatacenterX64
@ 2008-Enterprise1x86

Protect

)’ Spanning Licenses ©
Assigned @ 128
B -128

o

g 99

Remaining

g -9

Purchased

SN

Appliances Assets Microsoft 365

Scope Organization

All ~ All

® UVM-§
TG JJOK

S-215--

v Protected Assets
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Google Workspace

Status
v All v
Manage (4  LAST SEEN

2 MINUTES AGO

Salesforce

Order By

Version

MODEL
VIRTUAL
APPLIANCE

Unprotected Assets

Select unprotected assets and set a backup policy.

> Unprotected Assets

o——v Set Backup Policy

Backup Schedule

Modify policy
settings as needed

(2]

Daily
Microsoft Azure

The exact time that your backup runs will be up to the appliance and system
Appliance Name scheduling. Read more about how schedules work here.

~ t9q Exclude Weekends

Schedule Backups

ORGANIZATION
UNITRENDS

03/26/2024 u] 04:00 AM

C]

Working with Unitren

s Appliances, Assets, and Backups




104 UniView Portal Guide
Release 2.50 | April 2024

Applying the policy can take a few minutes. Once applied, the VMs are listed under the appliance's Protected
Assets.

Switch to the Assets view to see the Backup Policy that was applied.
To add an ESXi host
Use this procedure to add a stand-alone ESXi host.

If your ESXi host is being managed by a vCenter, we recommend using the "To add a vCenter server"
procedure to add both the vCenter and the ESXi host.

In the Appliances view, locate the appliance. Click Add Asset and select VMware.

|8 ] \V | AVAI=AVAYA Dashboard Protect  Jobs  Organizations 2 0 domsmgenite.. B3
Protect

r|" Spanning Licenses (3
Assignec E 128 5 99

@ -128 = 99

@o =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure

Scope Organization Status order By Appliance Name
All ~ All ~ All ~ Version ~ tgq Q Available space 30 % orless
® UVM-S 3-215-- Manage [7  LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
TGQMJJOK JUST NOW VIRTUAL UNITRENDS 140.9 GB/ 199.9 GB ] HELIX ON
APPLIANCE 70.47% FREE AUTO UPDATES ON
> Protected Assets Add Asset View Unprotected Assets

In the Add VMware dialog:
Select None from the vCenter list.

Click Add Host. Enter the host IP address and credentials, then click the checkmark to save. Repeat to add
another host.

Click Save.
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Add VMware

vCenter Details

vCenter *

None —o

ESXi Hosts

Please add all hosts that are connected to your vCenter.

IP Address Username Password
192, T root ok e %
19 12 root crarsarsasanas _Q v %
« Add ESXi Host 49 h
Enter host IP address 5
and credentials
Cancel Save

The following assets are added:
Each ESXi host that you added
All VMs that reside on the ESXi hosts that you added

Click View Unprotected Assets to view these assets.
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U N IV| EW Dashboard Protect

Protect

) Spanning Licenses ®

B 128 8 9

E -128  -99
Purchased o 5o
Appliances Assets Microsoft 365

Scope Organization

All v All

® UVM-¢ 15--
TGGw.JJOK

> Protected Assets

@

Add VMware pending.

Success Asset s being added
@

UniView Portal Guide
Release 2.50 | April 2024

© 2 @ O dmmwie.

Jobs Organizations

Google Workspace Salesforce Microsoft Azure
Status Order By Appliance Name
v All v Version v tgq Q Available space 30 % orless
Manage (7 LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JUST NOW VIRTUAL UNITRENDS 140.9 GB/199.9 GB 0 HELIX ON
APPLIANCE 70.48% FREE AUTO UPDATES ON

Add Asset v View Unprotected Assets | 12

Click here

To filter the Unprotected Assets list, you can select the VMware Type to view your ESXi hosts or the VMware: VM

Instance Type to view their ho

sted VMs:

The asset is still being added if you see a spinner icon by the asset in the Unprotected Assets list.

When the host is first added, the Name column displays the server's IP address. The IP address is replaced
by the server's hostname once the UniView Portal checks in with the Unitrends appliance.

For VMs, the Name column displays the machine's hostname.

U N IV| E W Dashboard Protect Jobs

Organizations

Protect

%)’ Spanning Licenses ©

Assigned & 128 g 99
Remaining @ -128 = -9
Purchased @o o

Appliances Assets Microsoft 365
Scope Organization
All v All
® UVM-§ S-215--
TGiWJJOK

Unprotected Assets

Select unprotected assets and set a backup policy.

v Unprotected Assets
Type Enter Asset Name

a
1] oo |

Google Workspace Salesforce Microsoft Azure
Type Name *
Status Order By Appliance Name o 192.1 1
Com e e 0 =z
192.1 2
Manage(7 ~ LAST SEEN MODEL ORGANIZATION
2 MINUTES AGO VIRTUAL UNITRENDS
APPLIANCE > Set Backup Policy
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UNIVIEW Dashboard ~ Protect ~ Jobs  Organizations @ ™ @ O dessnie. @
Protect Unprotected Assets
Select unprotected assets and set a backup policy.
1)’ Spanning Licenses ®
Unprotected Assets
Assigned B 128 5 99 Voo
Type Enter Asset Name
Remaining E E
e B 128 B -» VMware:VM Instance v Q
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure .
Type Name
Scope Organization Status Order By Appliance Name 0 121AIma3_pr
All v All v All v Version v tgq
@ 1610ra2-auto 9
® UVM-€ S-215-- Manage 7  LASTSEEN MODEL ORGANIZATION () 16PRalma
TGLMJJOK 2MINUTESAGO  VIRTUAL UNITRENDS
APPLIANCE
[\~ ] 2008-CoreX64
D 2008-Corex86
v Protected Assets
@ 2008-Datacenter1x86
Type Enter Asset Name
Al M [m] 2008-Datacenterx64
0 2008-Enterprise1x86

(Optional) Apply a backup policy to the new VMs to start running VMware host-level backups:

Backup policies are supported for Windows image-level assets and VMware virtual machine assets.
Support for other asset types is will be included in up-coming UniView Portal releases.

Check boxes to select one or more VMs. In this example, we've checked the Select All box to apply a policy to
all the newly added VMs.
Click Unprotected Assets to hide the assets list.

Click Set Backup Policy.

Modify policy settings as needed. Click Save.
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U N Ivl EW Dashboard Protect Jobs Organizations

Protect Unprotected Assets

. Select unprotected assets and set a backup policy.
71’ Spanning Licenses @

e—v Unprotected Assets
Assigned E 128 8 99 ’
Type Enter Asset Name
Remaining - E
e @ 128 B9 VMware:VM Instance Q
Purchased Bo Zo
49 selected |
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure o_ Type Name =
Check boxes to
Scope Organization Status Order By App\i
121AIma3_pr
All v All v All v Version v tgq 0
@ 1610ra2-auto
® UVM-€ S-215-- Manage [f  LASTSEEN MODEL ORGANIZATION
TGIW1JJOK 2MINUTESAGO  VIRTUAL UNITRENDS =) poeaing
APPLIANCE
(] 2008-CoreX64
2008-Corex86
v Protected Assets 0
Type Enter Asset Name @ 2008-Datacenter1x86
All v
(] 2008 DatacenterX64
@ 2008-Enterprise1x86

U N IV| EW Dashboard Protect Jobs Organizations

Protect Unprotected Assets

S Select unprotected assets and set a backup policy.
11’ Spanning Licenses @

> Unprotected Assets

Assigned (E 128 & 99
Remaining @ 128 = -99
Purchaced Do S0 "——v Set Backup Policy Modily policy
Backup Schedule e settings as needed
Daily
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
The exact time that your backup runs will be up to the appliance and system
Scope Organization Status Order By Appliance Name scheduling. Read more about how schedules work here.
All v All v All v Version v tgq Exclude Weekends
Schedule Backups
¢ -215--
® UVM-¢ S-215 Manage (7  LASTSEEN MODEL ORGANIZATION 03/26/2024 = 0400 AM ®
TG JJOK 2MINUTESAGO  VIRTUAL UNITRENDS
APPLIANCE

Cangn

Applying the policy can take a few minutes. Once applied, the VMs are listed under the appliance's Protected
Assets.

v Protected Assets

Switch to the Assets view to see the Backup Policy that was applied.
To add a Hyper-V host

Use this procedure to add a Hyper-V host.
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In the Appliances view, locate the appliance. Click Add Asset, then select Hyper-V.

|8 ] \V | AVAI=AVAYA Dashboard  Protect  Jobs  Organizations 2 0 domsmgenite.. B3

Protect

r|" Spanning Licenses (3

[ 128 = 9
@ -128 = 99
@o =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status order By Appliance Name
All ~ All ~ All ~ Version ~ tgq Q Available space 30 % orless
® UVM-S 3- Manage [7  LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JMXLYZ68 JUST NOW VIRTUAL UNITRENDS 63.9 GB / 199.9 GB ] HELIX ON 10.8.1
APPLIANCE 31.98% FREE AUTO UPDATES ON
> Protected Assets Add Asset v View Unprotected Assets
Asset
VMware
Hyper-v Select Hyper-V

(1)

In the Add Hyper-V dialog;:
Enter the host IP address and hostname.

Click Save.

Add Hyper-V

Details

Appliance

IP Address *

19 30 ®

Enter host IP Address
Hostname * and Hostname

win2019-hyperv-host ®

Cancel
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The Hyper-V host and its virtual machines are added. Click View Unprotected Assets to view these assets.

UNIVIEW Dashboard  Protect  Jobs  Organizations

Protect
:|" Spanning Licenses ()
@ 128 =5 9
Remaining @ 128 = -99
@o 5o
Appliances Assets Micrasoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All N All N All N Version ~ z68 Q Available space 30 % orless
® UVM-$ S- Manage [7  LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JMXLYZ68 A MINUTE AGO VIRTUAL UNITRENDS 63.9GB /199.9 GB 0 HELIX ON 10.8.1
APPLIANCE 31.98% FREE AUTO UPDATES ON
> Protected Assets Add Asset v View Unprotected Assets

-
Host is being added
Success
Add Hyper-V pending

These newly added assets display in the Unprotected Assets list:

0

The Hyper-V host (asset type is Windows)
Hosted virtual machines (asset type is Hyper-V: VM Instance)
One or more Hyper-V application instances (asset type is Hyper-V)

An application instance that can be used to run image-level backups of the Windows Hyper-V host server
(asset type is Image Level Instance)

The asset is still being added if you see a spinner icon by the asset in the Unprotected Assets list.

Hover over an icon to see an asset's type. You can filter the list by asset type or asset name using the fields above.
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Dashboard Protect

(8 ] \\| AVAISAVAVS

Protect

7 Spanning Licenses ©

Jobs

Organizations

Unprotected Assets

Select unprotected assets and set a bac

~ Unprotected Assets

111

. itre..

kup policy.

128 99
8 g Type Enter Asset Name
E 128 5 99 All O\
Purc @o =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure Type Name =
Scope Organization Status Order By Appliance Name 9 hv vm-86
All . All All N Version ~ 768
9 hv vm-87
Hyper-V:VM Instance ]
_ machines
® UVM-S S- Manage [ LAST SEEN MODEL ORGANIZATION &n hv-4 #-vm-88
JMXLYZ68 AMINUTE AGO VIRTUAL UNITRENDS )
APPLIANCE
ﬁ hv. g9
Hyper-V application
Hyper-v 2022 instance

®
[

D

l:'“ Win2019-hyperv-host

Scroll for more assets

> Protected Assets
win-server-27-1
Hyper-V host

win2019-hyperv-host

Image Level Instance

[

7 of 7 pages—¢

Removing assets from an appliance

You can remove these asset types from your appliance— right from UniView:
Windows physical machines
Linux physical machines
vCenter or ESXi servers
Hyper-V servers

From the Appliance page or Appliance Detail page, you can remove one or more assets in a single operation. Before
removing an asset, review the "Prerequisites and considerations for removing assets". Then use the "To remove
selected assets from an appliance" procedure to remove assets.

You can also use the Assets page to remove assets from appliances. For details, see "Removing assets".

Prerequisites and considerations for removing assets
The following requirements and considerations apply:

Before you can remove an asset, you must remove any UniView backup policy or remove the asset from any
Unitrends job schedules.

When an asset is removed, all associated backups of that asset are also deleted. Please use caution when
removing an asset.
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Removing an asset also removes any associated asset instances, along with the backups of those instances. For
example, removing an ESXi host removes its hosted VMs and the VM backups. Removing a Windows asset
removes its image-level instance and any hosted application instances (e.g., Exchange or SQL), and backups of
these instances.

When a Hyper-V or VMware virtual host is removed, all backups of its VMs are also deleted. However, if you have
added a vCenter server and the ESXi hosts it's managing, the VM backups are not deleted from the appliance if
you remove only the vCenter server. The backups are not deleted unless you also remove the ESXi host servers.

Hyper-V runs on a Windows server. When you add a Hyper-V server, the following assets are added:
The Hyper-V host (which is the Windows server that is running the Hyper-V application; asset type is Windows)
Hosted virtual machines (asset type is Hyper-V: VM Instance)
One or more Hyper-V application instances (asset type is Hyper-V)

An application instance that can be used to run image-level backups of the Windows Hyper-V host server
(asset type is Image Level Instance)

To remove the Hyper-V server you must remove the Windows server asset.

Unprotected Assets

Select unprotected assets and set a backup policy

~ Unprotected Assets

Type Enter Asset Name

Al N Q

Type Name *

= BK-auto-DND
Hyper-V:VM Instance

bk-fedoraz0

Virtual
machine
Hv-139-30
PVESEVI  \Vindows server
running Hyper-V

Hyper-V 2012

Hyper-V 2019 Hyper-v
application

of 1 pages

Windows agent - For Windows assets protected with a Unitrends agent:

Asset configuration settings are saved in the master.ini file, which is located in the \PCBP directory on the
Windows system drive (e.g.,C:\PCBP\). Deleting the asset from the Unitrends appliance also removes this file
from the asset itself and any customized settings you have added are lost. Be sure to save the asset’s
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master.ini file before deleting if you think you may want to add the asset to this or another Unitrends
appliance and want to use these settings. After adding the asset back to an appliance, replace the standard
master.ini file with the one you have saved.

If you are using Windows replicas and you remove the Windows asset while a virtual recovery is in progress,
the deletion may not be instantaneous. The clean up takes time because the recovery is shut down and the
virtual replica asset is removed.

Linux agent - For Linux assets protected with a Unitrends agent, asset configuration settings are saved in the
master.ini file (located here by default: /usr/bp/bpinit/master.ini). Deleting the asset from the Unitrends
appliance also removes this file from the asset itself and any customized settings you have added are lost. Be
sure to save the asset’s master.ini file before deleting if you think you may want to add the asset to this or
another Unitrends appliance and want to use these settings. After adding the asset back to an appliance, replace
the standard master.ini file with the one you have saved.

To remove selected assets from an appliance

CAUTION!  When an asset is removed, all backups of that asset are also deleted. When removing a virtual host, all
backups of its VMs are also deleted. Be sure to review the "Prerequisites and considerations for
removing assets" and use caution when removing an asset.

In the Appliances view, locate the appliance whose assets you will remove.

Click Protected Assets or View Unprotected Assets to view the assets you will remove. In our example, we are
removing unprotected assets.

UNINVIEW Dashboard ~ Protect ~ Jobs  Organizations ? - Wnitre...

Protect

' Spanning Licenses ®

@128 8 99

ng @ 128 & 99
Purchased @o go
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure

Scope Organization Status Order By Appliance Name

All - All - All - Version - um Q Available space 30 % or less

® UVM-S 3S- Manage [7  LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
HSO0WS60S JUST NOW VIRTUAL UNITRENDS 104.9 GB/199.9GB o HELIX ON 1081
APPLIANCE 52.49% FREE AUTO UPDATES
oN
Click here

> Protected Assets Add Asset v View Unprotected Assets

In the Unprotected Assets dialog, click to expand the assets list. Check boxes to select the assets you will remove.
You can remove these asset types (hover over the Type icon to check an asset's type):

Windows - Use to remove a Windows asset or a Hyper-V server (for details, see "Prerequisites and
considerations for removing assets")

Linux - Use to remove a Linux asset

VMware - Use to remove a vCenter or ESXi server
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Removing an asset also removes any hosted application instances and backups of those hosted
instances.

Click Remove.

Type DELETE and click Remove to remove the assets.

U N I\/I E W Dashboard Protect Jobs Organizations

Unprotected Assets
Prote Remove Assets P

Select unprotected assets and set a backup policy.

a By pressing Remove you will delete the following assets:
Assign ~ Unprotected Assets
Assig - Alm;
fermai . apist -me Type Enter Asset Name
: api-st me-2 All ~ Q
Purc
When an asset is removed, all of its backups are deleted (backup copies are not deleted)

3 selected Remove

Type DELETE to confirm * elected © Remove —9
App oft Azure
Apr DELETE —e . = Type Name

Appliance Name
Ccancel Remove nsow

Alma

api-s me

® UVM-£ 38- Manage []  LASTSEEN — st
HSOWS60S JUST NOW Select assets api-s me
X an
apis 1e2
api-s 'e-2

> Protected Assets

Host Component(AzMan Security Database for
Hyper-V)

Host Component(AzMan Security Database for
Hyper-V)

Hyper-v 2016

Hyper-v 2016

@@@@9@9&9&%

Blocking or unblocking local access to an appliance

UniView enables users to restrict local access to the Unitrends appliance. The appliance Ul and management functions
can still be accessed through UniView. Blocking local access enforces 2FA, significantly reduces potential security
exposure, and allows admins greater access controls through roles and scopes in UniView.

Once local access has been blocked, users can no longer log in directly to the appliance Ul. Instead, users must
connect to the appliance from UniView (as described in "Connecting to an appliance").

Consider the following before blocking local access:

To block or unblock local access, you must log in to UniView as a Superuser, Admin, or Manage user. (UniView
users with Monitor access cannot block or unblock local access.)

To block or unblock local access, the Unitrends appliance must be running version 10.7.2 or higher.

Hot backup copy to a Unitrends appliance target - To add a Unitrends appliance backup copy target to the
appliance, local access must be unblocked on the backup copy target appliance. If needed, use the procedure
below to unblock local access on the target appliance before adding the hot backup copy target. Once the target
has been added, use the procedure below to block local access.
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iSeries protection - To protect your iSeries platform, you must log in to the appliance directly from the local
network. Do NOT block local access if your appliance is protecting an iSeries environment.

Appliance disaster recovery (DR) - Local access must be unblocked on the DR target appliance. Once you have
recovered the configuration and last backups from the failed appliance, use this procedure to block local access

on the target appliance.
To block or unblock local access:

In the Appliances view, click the appliance.

Dashboard Protect  Jobs

(8 ] \V] AVAI=AVAVS

Organizations

Protect

77 Spanning Licenses (&

A @ 118 5 13
Remaining E -118 =5 13
Purc ] Bo 5o
Appliances Assets Microsoft 365 Google Workspace
Scope Organization Status
All v All v All v
® VMWARE-UB-98 Manage [f  LAST SEEN
JUST NOW
Select the appliance

> Protected Assets

Microsoft Azure

Order By

Free Space

MODEL
VIRTUAL
APPLIANCE

v

Click to + New
add an appliance
Appliance Name
ub-98 Q Available space| 30 % orless
ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
T 172.0GB/199.96B 0 HELIX OFF 10.7.10

86.06% FREE

Add Asset

AUTO UPDATES
OFF

View Unprotected Assets

On the Appliance Details page, scroll down to the Settings section. In the Block Local Access tile:

indicates that local access is unblocked (users can access the appliance Ul by entering
https://<appliancelPaddress>/ui/ in a browser on the local network).

indicates that local access is blocked (users must access the appliance Ul by logging in to UniView and

clicking the appliance's
Do one of the following:
Click @ to block local access.

Click to unblock local access.

button, as described in "Connecting to an appliance").

If the toggle is disabled (@), you are using Monitor user credentials and cannot block or unblock local

access.

It may take a minute or two to block or unblock access. During this transition time, the @ or

is disabled (@).
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If you see this message, you must upgrade the appliance to enable the Block Local Access feature:

Appliance version not supported
Please upgrade your appliance to enable this feature

i i @z
Block Local Access Local access s blocked. ©

This option will prevent local login to the appliance making it only accessible through Uniview Read More Click to unblock local access

Opening or closing a support tunnel

UniView enables you to open a secure tunnel connection to your Unitrends appliance, which Support can use to quickly
troubleshoot issues. The Unitrends appliance must be running version 10.7.9 or later to use the support tunnel
feature.

Use this procedure to open a support tunnel. When you're done working with Support, use this procedure to close the
tunnel connection.

To open or close a support tunnel:

In the Appliances view, click the appliance.

| & ] \\] A\VAI=AVAYS Dashboard  Protect Jobs  Organizations

Click t
Protect o + New
add an appliance
7 Spanning Licenses &
Assignec E 118 5 13
E -118 5 -13
Eo o
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure
Scope Organization Status order By Appliance Name
All ~ All ~ All ~ Free Space ~ ub-98 Q Available space 30 | % or less
® VMWARE-UB-98 Manage [ LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS HELIX STATUS VERSION
JUST NOW VIRTUAL T 172.0GB/199.96B 0 HELIX OFF 10.7.10
APPLIANCE 86.06% FREE AUTO UPDATES
Select the appliance
OFF
> Protected Assets Add Asset v View Unprotected Assets

On the Appliance Details page, scroll down to the Settings section. In the Support Tunnel tile:
indicates that a support tunnel is open.

indicates that there is no support tunnel connection to this appliance.
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Do one of the following:

Click @ to close the support tunnel. The tunnel is closed and this message displays:

Support Tunnel
Open support tunnel. Allow our support to remotely access this appliance. Read more

© Support tunnel disabled ‘

Click to open a support tunnel. The tunnel is opened and this message displays:

& Support Tunnel

Open support tunnel. Allow our support to remotely access this appliance. Read more

® Support tunnel enabled .

If you see this message, you must upgrade the appliance to enable the Support Tunnel feature:

Appliance version not supported
Please upgrade your appliance to enable this feature

Connecting to an appliance

UniView Portal supports opening multiple connections in parallel, so you can configure and manage multiple
appliances from a single browser.

Use this procedure to connect to a Unitrends appliance. Repeat these steps to connect to additional appliances. Each
connection opens in a separate browser tab.

To connect to an appliance:

In the Appliances view, locate the appliance and click its Manage button.
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UNIINIEVW Dashboard  Protect Jobs  Organizations
Protect + New
7' Spanning Licenses O
Assigned E 118 = 13
Remaining E -118 = -13
Purchased E o 5o
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure
Scope Organization Status Order By Appliance Name
All ~ All v All ~ Free Space v ub-98 Q, Available space| 30 | % or less
® VMWARE-UB-98 Manage [  LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
o JUST NOW VIRTUAL i 172.0GB/ 199.9 GB 0 HELIX OFF
APPLIANCE 86.06% FREE AUTO UPDATES
OFF
> Show protected assets
2 The appliance Login page displays in a new browser tab. Enter credentials and click Log In.
™ = a X

UniView x
o]

JURS

Lproxy.

4 proxymmge-b. X +

-backup.net/ui/#/ Login screen displays in a new tab

C & n

UNITRENDS

Username
Enter

credentials.

O Remember me

Help & Support | © Kaseya 2023
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Modifying Helix Auto Update settings

Helix is an intelligent SaaS remediation platform laser focused on eliminating manual tasks that IT administrators hate
performing. Helix uses a SaaS delivery model to keep your Unitrends backup appliances updated, no matter where
they are located.

Use these steps to enable or disable Helix and the Helix Auto Update feature on one or more appliances:
In the Appliances view, check one or more boxes to select the appliances you will modify.
At the bottom of your screen, click Appliance Settings.

Enable or disable the Helix and Auto Update features.

Helix must be enabled to use the Auto Update feature. Disabling Helix also disables Auto Update.

To use the Auto Update feature, the appliance must be running release 10.4.4 or higher and these ports
must be open on the appliance:

5721 outbound to IP 173.247.66.64 for the TCP and UDP protocols.

443 outbound to repo.unitrends.com for the HTTPS protocol.

Click Save.
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U N |V| EW Dashboard  Protect Jobs Organizations

Protect

7' Spanning Licenses @

Assigned @ 118 513
Remaining B -18 & -13
Purchased Eo Fo
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure
Scope Organization Status Order By Appliance Name
All ~ All ~ All ~ Version ~ Q Available space 30 % orless
® UVM-S 3S- Manage [}  LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
R bS JUST NOW VIRTUAL UNITRENDS 198.7GB/199.96B 0 HELIX ON 10.7.6
APPLIANCE 99.39% FREE AUTO UPDATES
ON
> Show protected assets
® VMWARE-UB-8§ |- Manage [  LAST SEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
ABET JUST NOW VIRTUAL TS 127.2GB/199.96B 0 HELIX ON
63.65% FREE AUTO UPDATES
Helixis enabled. Appliances Settings OFF
Click to disable Helix
Show protected assets
Select i P el 0
appliances = "
ppiia — Enable or disable
Auto Update is disabled. Auto Update Helix and Auto Update
CRUVYRE Click to enable Auto Update. jig FREE SPACE ALERTS  HELIXSTATUS  VERSION
JNERMAR 7 36.0 GB/ 36.7 GB 0 HELIX OFF

e
cancel 97.88% FREE AUTO UPDATES
OFF

> Show protected assets

2 selected Select All P ces Settings X

Helix settings are enabled or disabled for the selected appliances.

It can take up to 20 seconds to update these settings. While updates are in progress, a transitional status
displays. For example:

HELIX STATUS

HELIX ON—OFF
AUTO UPDATES
ON—OFF

If Helix is not supported on the appliance or if an error occurs, the features are not enabled. You are notified
through a BackuplQ alert and this Helix status displays:

HELIX STATUS

iy
haS
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Adding an appliance

Before adding the appliance, ensure that the "Port requirements" have been met. Then use this procedure to add
the appliance: "To add an appliance".

Port requirements

To enable communication between your Unitrends appliance and the UniView Portal, port 443 for the TCP and
HTTPS protocols must be open outbound from the appliance to each of these locations:

login.backup.net
{homerealm}.backup.net
proxy.backup.net
api.backup.net
download.backup.net
index.docker.io
hub.docker.com
registry-1.docker.io
production.cloudflare.docker.com
public.ecr.aws
*.cloudfront.net
*.awsglobalaccelerator.com
To add an appliance

In the Appliances view, click + New.

UNINIEVWY Dashboard ~ Protect  Jobs  Organizations

Protect Ciick here _m

' Spanning Licenses @

Assigned @ 18 [SRE]
Remaining @ -118 5 -13
Purchased @o =0
Appliances Assets Micrasoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All v All ~ All v Last Time Se.. v max Q Available space| 30 % orless
® MAX9S-264 “ [y LASTSEEN MODEL ORGANIZATION FREE SPACE ALERTS  HELIX STATUS VERSION
Manage
°5  usTrnow MAX9S RS TEAM 1.1TB/1.4TB 0 HELIX ON 10.7.6
79.43% FREE AUTO UPDATES ON

Assign an organization to the appliance by doing one of the following:
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You cannot change the appliance's organization once it has been assigned. You can, however, edit
the organization's name or scope at any time. To assign a different organization to an appliance,
you must delete the appliance integration from UniView and the appliance Ul (see "Deleting an
appliance") and then add the appliance with the new organization. Backup policies must be
recreated upon re-adding the appliance.

Select an organization from the Name list.
Add A New Appliance

Choose the organization you would like to associate your new appliance with.

Midco Annuities

Mississippi S:
Muddy Waters Select an organization
New EBP

O'Connell - Bashirian

0Old Guard Corp.

Palmers Supply
P:  tOrganization -

OR
Click Add New Organization and do one of the following:

If you have integrated your PSA system (ConnectWise Manage, Autotask, BMS, or Vorex), use the
Import Organizations dialog to select an organization and scope.

If you have not integrated a PSA system, use the Add Organization dialog to enter the organization
name, select a scope, and click Save.
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Add A New Appliance

Choose the organization you would like to associate your new appliance with

Name

v
Select organization from the list
OR
1 + Add new organization
Add Organization
Select a scope
Name Scope 0\
Midco Annuities v Northwest Region v
Select an organization 4

Click Next.

Add A New Appliance

Choose the organization you would like to associate your new appliance with.

Name

Midco Annuities v

Select organization from the list
OR

+ Add new organization

Copy the backup.net ID that displays. (Leave this dialog open. Do not click Done.)
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Add A New Appliance

= Manual insta Back m

Log in to the Unitrends appliance. In the Edit Appliance dialog, click Backup.net Config, then paste the ID into
the Backup.net ID field. Click Save. Click OK.

UNITRENDS S I;\’ ® 0« O

88 Dashboard

Appliances Protected Assets
& Protect <

88 viewTable ) AddAppliance [# Edt ® Remove
& Recover

APPLIANCE STATUS ADDRESS VERSION STORAGE REGISTERED ASSETS
& Jobs

[ Recovery-608-Source: @ Available (logged in) 19 Y] 10.6.8-2.202108312206.CentOS6 — 310
¥ Reports

Select the aj nce

Edit Appliance

DETALS
Name i 0 Q
P Adchess L) L]
Storage Backyl | FQDN I n ° PO——

5 ] Paste the backup.net ID here

Information [>]
o=

EE—0

NAME «

@ intemal

Backup.net Settings (]

BACKUP.NET INTEGRATION SETUP

Backup.net ID: bdé boe @

Integration Status: Connected The appianoe is integlated

Return to the UniView Portal. Click Done.
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Add A New Appliance

Log into your new appliance and paste the following 1D to connect it to Backup.net.
Instructions can be found here

[}

= Manual insta Back Done

The appliance is added and displays in the Appliances list.

It can take a few minutes for the appliance to display in the list. If needed, refresh the page.

For increased appliance security, the UniView Portal has a feature that blocks users from logging in
directly to the appliance Ul. Once local access has been blocked, users must connect to the appliance
from UniView. To use this feature, see "Blocking or unblocking local access to an appliance".

Deleting an appliance

Deleting an appliance removes all of its data from the UniView Portal. Deleting the appliance does not remove or
otherwise alter any of its backup data.

To delete an appliance:

IMPORTANT! Be sure to complete all steps in this procedure to ensure that the appliance integration is
removed from both UniView and the appliance itself.

In the Appliances view, click the appliance.

U N ITR E N D 8 Working with Unitrends Appliances, Assets, and Backups

AKaseya company




126 UniView Portal Guide
Release 2.50 | April 2024

UNIINIEVW Dashboard  Protect Jobs  Organizations 7 hitre..

Protect

1’ Spanning Licenses ()

E 118 = 13
@ -1e & -13
Eo =50
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Status Order By Appliance Name
All v All ~ All v LastTime Se.. ~ hy O\l Available space 30 % orless

HV-2¢ 6

HELIX STATUS
MODEL FREE SPACE

LAST SEEN ORGANIZATION ALERTS HELIX ON—OFF VERSION
VIRTUAL . 508.2 GB / 699.8 GB

4 MONTHS AGO MUDDY WATERS - 0 AUTO UPDATES 10.6.8
APPLIANCE 72.62% FREE ONLOFF

On the Appliance Detail page, click . Type DELETE and click the Delete button.

U N Ivl EW Dashboard Protect Jobs Organizations ? i B nitre... n

< Appliance Detail o—@

(O Appliance Alerts & Assets [ Jobs = Details @ Settings [4 Manage X
Delete An Appliance
Hv-20% 226 IP ADDRESS LAST SEEN MODE vy are about to delete HV-200-226. Deleting this appliance will remove all of its data from
W L 26 amonThsaco  "®TU Unitrends MSP. It will no longer be accessible from the portal. Deleting HV-20. 226 does
APPL

not remove or otherwise alter any of its backup data.
> Protected Assets

To confirm, please type DELETE in the field below.

Appliance Alerts Completed Jobs
DELETE —e Type DELETE

0 4 Cancel

@

Log in to the Unitrends appliance. In the Edit Appliance dialog, click Backup.net Config, then click Remove.
Click OK.
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UNITRENDS B L@ Ot K

88 Dashboard

Appliances Protected Assets
& Protect <
88 ViewTable ) Add Appliance =t @ Remove

& Recover
APPLIANCE & STATUS ADDRESS VERSION STORAGE REGISTERED ASSETS
& Jobs

M Recovery-608-Source @ Available (loggedin) 192 7

10.6.8-2.202108312206.Cent056 — 310
¥ Reports

I @z Configure o

2 ) Select the appliance
Edit Appliance

eneral icense

bETALS
Name I3 3 )

1P Address 18 0 %] amadle @

Storage Backuyj | FOON v h e

Information °
NAME +

M intemal

w/o

Viewing assets

On the Protect page, click Assets to switch to Assets view. The view displays the assets protected by all Unitrends
appliances that have been added to your backup.net instance. Click a column heading to change the sort order of the

display. To view additional pages of assets, use the scroll arrows below. (To filter the display, see "Filtering the Assets
view".)

The following information is given for each asset:

Select checkbox -

Use with Set Backup Policy or Remove Backup Policy to quickly modify the backup policy of one or more
Windows image-level assets or VMware virtual machines. You can only select Windows image-level assets or
VMware VMs that are protected by host-level backups. For details, see "Working with backup policies".

Use with Remove to quickly remove selected assets from appliances. For details, see "Removing assets".

CAUTION! When an asset is removed, all associated backups of that asset are also deleted. When removing a
virtual host, all backups of its VMs are also deleted. Be sure to review the "Prerequisites and
considerations for removing assets" and use caution when removing an asset.

Type icon - Indicates the asset type. Hover over the icon for type description. Asset type examples: VMware VM
Instance, Windows (file-level), Image Level Instance (Windows), Linux, SQL.

Name - Asset name.

Appliance - Appliance name.

Backup Policy - Asset's backup policy: Weekly, Daily, 4x/day, Bihourly, Hourly, Custom, Appliance Ul, or Error. See
"Backup policy descriptions" for details.

Last Full - Size of the last successful full backup.
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Last Backup - Number of minutes, hours, days, weeks, or months since the last backup.

Recent Backups - Icons indicating the status of backups over the last seven days. Hover over an icon to see job
details. Click an icon to view asset details.

All backups were successful

Recovery point has been certified by a data copy access (DCA) job. For details, see Recovery Assurance
in the Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.

One or more backups failed or ran with warnings
Backup was successful but was not certified
All backups failed
No backups were taken
Last Backup Copy - Number of minutes, hours, days, weeks, or months since the last hot or cold backup copy.

Recent Backup Copies - Icons indicating the status of backup copies over the last seven days. Hover over an icon
to see job details (date/time and the number of hot and cold backup copies). Click an icon to view asset details.

All backup copies were successful

One or more backup copies failed or ran with warnings
All backup copies failed

No backup copy was taken

Last Certified - Number of minutes, hours, days, weeks, or months since a backup has been certified by a data
copy access (DCA) job.
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U N IV| EW Dashboard Protect  Jobs Organizations

Protect

7' Spanning Licenses @)

Assigned m 18 =13

Remaining E -118 5 -13 Backup data ingested successfully

Purchased Eo 3o Backup job produced warnings
Backup failed

Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure Recovery point has been certified

Backup successful but was not

Scope Organization Appliance Type Asset Name certified
Recent
All ~ All ~ All ~ All v Q Failures
Legend ()
s " 5 Policy ) N Hover to view icon legend
1 selected @ Set Backup Policy & Remove Backup Policy Click a column heading to sort the display ey
= Type Name Appliance Backup Palicy Last Full Last Backup Recent Backups © Last Backup Copy Recent Backup Copies © Last Certified
@ k-win-50 Ei—_\"m\.vare- 34.0GB 13 hours ago ’ Fssm 13 hours ago WS s 13 hours ago
o Friday, 9/08/2023
; ' . TWTFSSM UTC-07:00
D \%‘”" m- “'”“'afeé”f ee 10.2GB 3 days ago . c 4 days ago
Lt Backup Copies:
. lsj#;‘:‘j;‘;-:l’]' s Hot Copies Successes
@ win-vm Click to view 26.5GB 3 days ago o o
asset details Backups: @
Rems o . Successes TWTFSSM
g\ . oA vmware U ax/day 346 GB 3 days ago . ! C
- Certification:
Select an image-level asset (x Successes
VMware VM to set or remove its S TWTFSSM

9.2 GB 3 days ago

backup policy . @
P Hover over a status icon ¥ -
Mailb ymware-ub- . v FSSM e WTFSSM
D Dgab?g__ \\w are’ ¢ I 89GB 3 days ago to view job details

VMware:VM Instance

™ na Asset type icon, 26.5GB 4 days ago
,h hover to view description

(]
vm- o TWTFSSM TWTFSSM
@ .”\m& age Daily 13.5GB 4 days ago

WTFSSM TWTFSSM

Click the asset to view these details:
Last Full - Size of the last successful full backup.
Last Backup - Number of minutes, hours, days, weeks, or months since the last backup.
Last Backup Copy - Number of minutes, hours, days, weeks, or months since the last hot or cold backup copy.

Last Certified - Number of minutes, hours, days, weeks, or months since a backup has been certified by a data
copy access (DCA) job.

Job Details - Lists jobs that are currently running or have completed in the last few minutes. Shows the job name,
status, and progress bar. If a job is currently running, you may opt to click X to cancel the job. Click See All to view
all active jobs.

Recovery Points - Lists the asset's recovery points (local backups and backup copies) by date.
Local - Icon indicating the status of the backup. Click an icon to view log details.

for success

for job ran with warnings

® for failure
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for recovery point has been certified by a data copy access (DCA) job. For details, see Recovery
Assurance in the Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.

for DCA certification job ran with warnings.

Backup Copies - Icon indicating whether a hot or cold backup copy was taken for the backup: @ indicates a
successful copy was taken, @ indicates a copy ran with warnings, @ indicates a copy was attempted but failed, no
icon indicates that no copy was taken. Hover over an icon to see the backup copy type (hot or cold).

| & ]\ | AVAI=AVAVA Dashboard  Protect Jobs  Organizations

Protect

' Spanning Licenses ®

E 118 [SRE]
@ -8 5 -13
Purchased Eo =]
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Appliance Type Asset Name
Recent
All ~ All ~ All v All v Q Failures
Legend ®
Type Name Appliance Backup Policy Last Full Last Backup - Recent Backups © Last Backup Copy Recent Backup Copies © Last Certified
@ € -win- 34.0GB 15 hours ago . FESE 15 hours ago rWrFes 15 hours ago
ymware-ub- TWTFSSM TWTFSSM
@ ‘mn v vmiware-ud el 10.2GB 3 days ago 4 days ago

UN|V| EW Dashboard Protect  Jobs ‘Organizations @ ﬂ @ p dEEinitre...
Protect Asset Detail X
Asset details display
- @ Ek-Win-50
77 Spanning Licenses ©
[ 118 F13 Last Full 34.0GB
-118 -13
o B Last Backup 15 hours ago
Purchased @o g0
Last Backup Copy 15 hours ago
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure Last Certified 15 hours ago
Scope Organization Appliance Type Asset Name Recovery Points Legend ©
Al h Al - Al - Al - LECIERE IO DCA certified Local Backup Copies
September 10, 2023, 10:38 pm h
September 8, 2023, 03:32 am (e =]
T 3 Anpli Backup Poli Last Full LastBackup~  Recent Backups © Last Backup C
= ype ooliance ackup Policy astFu ast Backup ecent Backups ast Backup Copy September 8, 2023, 02:15 am
alwmware- " TWTFSsSM - N
@ ek 50 34.0GB 15 hours ago 15 hours ago 10 ~ per page 1 of 1 pages

Click a recovery point or status icon to view the job log:
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UNINIEVW Dashboard  Protect  Jobs  Organizations

Protect Job Log 9 X Asset Detail X
- Local Cold Copy to arc-1 Job log displays
71" Spanning Licenses G 8 @ Ek-Win-50
Assigned m 118 Name on-Demand Event History
Last Full 34.0GB
Remaining E -118 D Click to view backup copy log 502
Purchased mo Last Backup 15 hours ago
Mode Full
Last Backup Copy 15 hours ago
Anpliances o Result Success
Appliances Assets Last Certified 15 hours ago
Size (MB) 34850
Scope Recovery Points Legend ©
All OQutput
Recovery Points Local Backup Copies
Client log C:A\PCBP\Logs.dir\uiliiagnt-Log_504 log
Client Name..... ek-win-50 September 10, 2023, 10:38 pm
Client Version.: 10.7.8-1 Cick 0
Type Name Client Build..: Sep 52023-15:47:36 & :0" O ) o i's
Si local time: Sun Sep 10 22:32:11 2023 Iy
. Time. 1604410337 September 8, 2023, 02:15 am
@ ek-wir 0
Su 10 ~ perpage 1 of 1 pages
@ win-vr
51
0 windl Found Dis PhysicalDrive0 : size 53687091200
Found volum /0lume(58414579-0000-0000-0000-100000000000}\ :: \W?\Volume{58414579-0000-0000-0000-1000000
00000}
@ ner's- I, . BN . 0
winng  Found volume €2\ = \W?\Volume{58414579-0000-0000-0000-500600000
Found volume \\?\Volume{58414579-0000-0000-0000-305f0c000000)\ Volume{58414575-0000-0000-0000-305f0c00
-~ P nnNN -

Filtering the Assets view

The Assets view displays the assets protected by all Unitrends appliances that have been added to your backup.net
instance.

To filter the display, enter filter criteria in any of the following:
Scope - Select a scope from the list. (Select All to clear the scope filter.)
Organization - Select an organization from the list. (Select All to clear the organization filter.)
Appliance - Select an appliance from the list. (Select All to clear the appliance filter.)

Type - Select one of the following to filter by asset type: AHV VM Instance, AlX, Exchange, Exchange Instance,
Generic 0S, Hyper-V, Hyper-V VM Instance, Image Level Instance (Windows), iSeries, Linux, Mac OS, NDMP
Device, NDMP Device Instance, Novell OES, Oracle, Oracle Instance, Other OS, SCO, SharePoint, SharePoint
Instance, Solaris, SQL Server, SQL Server Instance, UCS Service Profile, UCS Service Profile Instance, VMware,
VMware VM Instance, Windows (file-level), Xen, or Xen VM Instance. (Select All to clear the filter.)

Asset Name field - Enter a text string, then press Enter to apply. Asset names containing the text you entered
display.

Recent Failures - Click to slide the switch and view assets with recent failures.
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U N Ivl EW Dashboard Protect  Jobs Organizations

Protect

71’ Spanning Licenses @
E 118 g1
@ -118 -3

Fo =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Click to slide
Scope Organization Appliance Type Asset Name
— Recent
Al v | | vmwareub-19T213 ANl v |20 Enter search text Q Failures
// Legend ®
Enter filter criteria
Type Name Appliance Backup Policy Last Full Last Backup ~ Recent Backups @ Last Backup Copy Recent Backup Copies © Last Certified
. vmware-ub- 33 minutes WTFSSMT NTFSSMT
D Exchzots TS H 73968 ano >
Rams- vmware-ub- - WTFSSMT WTFSSMT
P Win2012R2 1813 X sa6ce 4 days ago >
5QL2022- vmware-ub- ) - TFSSMT TFSSMT
@D WEE e a 30.5GB 5 days ago >
Win-178- vmware-ub- - WTFSSMT VTFSSMT
@ 2-replica 113 B 41268 5 days ago b
WIN2022- vmware-ub- - WTFSSMT NTFSSMT
(] saLsaL. e 17.0MB 6 days ago >
WIN2022- vmware-ub- - WTFSSMT WTFSSMT
@ sl s 48908 8 days ago >

Removing assets

UniView enables you to remove these asset types from your Unitrends appliances:
Windows physical machines
Linux physical machines
vCenter or ESXi servers
Hyper-V servers

From the Assets page, you can remove assets from multiple appliances in a single operation. Before removing an
asset, review the "Prerequisites and considerations for removing assets". Then use the "To remove assets from
appliances" procedure to remove assets.

You can also use the Appliance page to remove assets from an appliance. For details, see "Removing assets
from an appliance".

Prerequisites and considerations for removing assets

The following requirements and considerations apply:

Before you can remove an asset, you must remove any UniView backup policy or remove the asset from any
Unitrends job schedules.
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When an asset is removed, all associated backups of that asset are also deleted. Please use caution when
removing an asset.

Removing an asset also removes any associated asset instances, along with the backups of those instances. For
example, removing an ESXi host removes its hosted VMs and the VM backups. Removing a Windows asset
removes its image-level instance and any hosted application instances (e.g., Exchange or SQL), and backups of
these instances.

When a Hyper-V or VMware virtual host is removed, all backups of its VMs are also deleted. However, if you have
added a vCenter server and the ESXi hosts it's managing, the VM backups are not deleted from the appliance if
you remove only the vCenter server. The backups are not deleted unless you also remove the ESXi host servers.

Hyper-V runs on a Windows server. When you add a Hyper-V server, the following assets are added:
The Hyper-V host (which is the Windows server that is running the Hyper-V application; asset type is Windows)
Hosted virtual machines (asset type is Hyper-V: VM Instance)
One or more Hyper-V application instances (asset type is Hyper-V)

An application instance that can be used to run image-level backups of the Windows Hyper-V host server
(asset type is Image Level Instance)

To remove the Hyper-V server you must remove the Windows server asset.

Unprotected Assets

Select unprotected assets and set a backup policy

~ Unprotected Assets

Type Enter Asset Name

Al N Q

Type Name =

— BK-auto-DND
Hyper-V:VM Instance

bk-fedora20

Virtual
machine

Hv-139-39
HV-21-32 V\rln(_iows server
running Hyper-V
Hyper-v 2012
Hyper-V 2019 Hyper-V
application

of 1 pages

Windows agent - For Windows assets protected with a Unitrends agent:
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Asset configuration settings are saved in the master.ini file, which is located in the \PCBP directory on the
Windows system drive (e.g.,C:\PCBP)). Deleting the asset from the Unitrends appliance also removes this file
from the asset itself and any customized settings you have added are lost. Be sure to save the asset’s
master.ini file before deleting if you think you may want to add the asset to this or another Unitrends
appliance and want to use these settings. After adding the asset back to an appliance, replace the standard
master.ini file with the one you have saved.

If you are using Windows replicas and you remove the Windows asset while a virtual recovery is in progress,
the deletion may not be instantaneous. The clean up takes time because the recovery is shut down and the
virtual replica asset is removed.

Linux agent - For Linux assets protected with a Unitrends agent, asset configuration settings are saved in the
master.ini file (located here by default: /usr/bp/bpinit/master.ini). Deleting the asset from the Unitrends
appliance also removes this file from the asset itself and any customized settings you have added are lost. Be
sure to save the asset’s master.ini file before deleting if you think you may want to add the asset to this or
another Unitrends appliance and want to use these settings. After adding the asset back to an appliance, replace
the standard master.ini file with the one you have saved.

To remove assets from appliances
Use this procedure to remove assets from one or more appliances.

CAUTION!  When an asset is removed, all associated backups of that asset are also deleted. When removing a
virtual host, all backups of its VMs are also deleted. Be sure to review the "Prerequisites and
considerations for removing assets" and use caution when removing an asset.

In the Assets view, check boxes to select the assets that you will remove.
You can remove these asset types (hover over the Type icon to check an asset's type):

Windows - Use to remove a Windows asset or a Hyper-V server (for details, see "Prerequisites and
considerations for removing assets")

Linux — Use to remove a Linux asset
VMware- Use to remove a vCenter or ESXi server

You can filter the assets list to quickly locate the assets to delete. In our example, we've applied a Type
filter to display only Windows assets.

Click Remove.

Removing an asset also removes any hosted application instances and backups of those hosted
instances.

Type DELETE and click Remove to remove the assets.
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U N IVl E W Dashboard Protect Jobs Organizations

Protect

77 Spanning Licenses ©

[ 128 = 99
[ 128 = 99
Purchased @o 5o
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Appliance Type Asset Name
Recent
All ~ Al ~ All ~ Windows ~ Q Failures
end @
2 selected | [S] Rem-:-ve—e Remove Assets
= Type Name * Appliance Backup Policy Last Full fied
By pressing Remove you will delete the following assets:
Disabled due to backup policy ub-20 . Win-152
* Win-16
@ win-15-2 max9s-464 When an asset is removed, all of its backups are deleted (backup copies are not deleted)

5,40—4 Type DELETE to confirm *
DELETE —9

Py recovery-
ED win-16 8100s 4¢
@ win-16-2 max9s-464 Cancel Remove
@ win-16-3 max9s-464 Cor - e

Working with backup policies

Backup policies enable you to customize your backup strategy to meet the recovery point objectives (RPOs) and
recovery time objectives (RTOs) required for your business continuity plan.

From the Protect > Assets page, you can quickly view and manage the policies that define the frequency at which
backups are taken for your assets— and set or remove policies for multiple assets in a single operation.

Backup policies utilize the incremental forever backup strategy. Once a good full backup has been taken, subsequent
incrementals run to capture only the changes in the protected data since the last successful backup.

Backups initiated by a policy display on the Jobs page. They are labeled with the job name "UniView-AssetName", as
shown here:

For more on working with the jobs initiated by backup policies, see "Working with Jobs".
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UN Ivl EW Dashboard Protect  Jobs Organizations

Jobs
Recent Active Schedulec
Scope Organization Appliance Asset Name Status Type Start End
All ~ All - All - ek-win Q All - All - ] -]
24
s /
e —— .
Sep 04 Sep ! s p10 Sep Sep 12 Sep 13 Sep 14 s
Appliance Job Name Asset Status Type Started ~ Duration

~vmware-ub-77- UniView-ek-win-51 ek-win-51 Success Backup 9/14/2023 4:10 AM -
~vmware-ub-77- UniView-ek-win-51 ek-win- uccess Backup 9/14/2023 3:46 AM
For details on working with backup policies, see these procedures:
"To view backup policies"
"To select assets for backup policies"
"To set a backup policy"
"To remove a backup policy"

To view backup policies

On the Protect page, click Assets to switch to Assets view. The view displays the assets protected by all Unitrends
appliances that have been added to your backup.net instance. The Backup Policy column shows the asset's backup
policy. Each backup policy type is described below.
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UNIVIEVW Dashboard  Protect Jobs  Organizations
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Appliances Assets Microsoft 365 Workspace Salesforce Microsoft Azure
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Recent
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Legend ®
Backup Policy column
Type Name Appliance Backup Policy Last Full Last Backup ~ Recent Backups © Last Backup Copy Recent Backup Copies © Last Certified
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Win1:7- vmware-ub- 26 minutes WTFSSMT NTFSSMT
@ 2m 1 3 o se7Ge ago >
Rmis- vmware-ub- . WTFSSMT NTESSMT
@ Win2012R2 M 3 Da 34.6GB 4 days ago >
WTFSSMT NTFSSMT
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Mailbox vmware-ub- WTFSSMT NTFSSMT
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022- WTFSSMT NTFSSMT
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Win-Z0%- WTFSSMT NTFSSMT
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D)
Win-mm- vmware-ub- WTFSSMT NTFSSMT —
@ m-replica 1 3 41268 5 days ago >

Backup policy descriptions
Daily - A backup is taken once a day.
Hourly - A backup is taken each hour.
Bihourly - A backup is taken 12 times a day, at 2-hour intervals.
4x/day - A backup is taken 4 times a day, at 6-hour intervals.
Weekly - A backup is taken once a week.
Blank space - The asset is not protected by a backup policy.

Appliance Ul - The asset is protected by a backup job that was created by using the Unitrends appliance Ul. You
must use the appliance Ul to manage the asset's backup policy (by modifying its Unitrends backup job).

Custom - The asset is protected by a backup job that was modified by using the Unitrends appliance Ul. You must
use the appliance Ul to manage the asset's backup policy (by modifying its Unitrends backup job).
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Backup policies are supported only for Windows image-level assets or VMware VMs that are protected with
host-level backups.

You can use the appliance Ul to remove the asset from any Unitrends jobs, then set a backup policy for the
asset in UniView. Upon removing the asset from the Unitrends job, it can take some time (typically 30
minutes) to update the asset's policy in UniView. Wait until the Backup Policy changes to blank space in
UniView before attempting to set a backup policy for the asset.

For Windows image-level assets and VMware VMs, we recommend setting a policy in UniView for easier
management unless you need to use advanced settings (e.g., exclusion lists and inclusion lists).

To select assets for backup policies

Checkboxes enable you to quickly set or remove backup policies for multiple Windows image-level assets and VMware
virtual machines in a single operation.

Once you have selected your assets, run the "To set a backup policy" or "To remove a backup policy" procedure to set or
remove the backup policy for these assets.

You can add assets from multiple pages to a single policy (use the scroll arrows below to view more pages).

To clear your selections on all pages, reload the page.

U N |V| EW Dashboard Protect  Jobs Organizations

Protect

7’ Spanning Licenses &

Assigned @ 118 = 13
Remaining E -118 F -13
Pure @o =0
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Scope Organization Appliance Type Asset Name
Recent
Al vl A v A My . Q Failures
Legend @
35selected | (& SetBackup Policy ( Remove Backup Policy
Type Name Appliance Backup Policy Last Full Last Backup - Recent Backups © Last Backup Copy Recent Backup Copies @ Last Certified
uvm-simg >SS~ uv Je- . 38 minutes FSSMTWT FSSMTWT
@ rudalishemmte 2 St - EOE: ago
FSSMTWT F TWT
auto-centos ub-"0 6.2 GB an hour ago 11 days ago
(]
Checkbox is disabled for " 3 FEEMTmT FESMTIT
1= this AHV virtual machine Vm'f,ag'i; : Dal 247 GB 6 hours ago ST . 2 days ago B
! recovery- " ) o FSSMTWT FSSMTWT
A F i5 90208 2.3GB 10 hours ago
VMware:VM Instance
;‘;"_7 Je a 12.3GB 11 hours ago FeEMIwWT F oSGy
55 UV Nge- . FSSMTWT FSSMTWT
7 J: . 9e Emo 13.8GB 12 hours ago
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View other pages to add more assets to the policy:

Adle. recovery- v FSsM
] ajddk-53 10024

50 -~ perpage 5 of 65pages < >
Enter a number to jump Click to scroll through ()
to that Assets page pages of Assets

To set a backup policy

Use this procedure to create a backup policy and apply it to one or more Windows image-level assets and VMware
virtual machines.

If the asset already has a backup policy, this procedure updates the policy settings.
In the Protect > Assets view, check boxes to select the assets to which the policy will be applied. You can add

assets from multiple pages to a single policy (use the scroll arrows below to view more pages). To clear your
selections on all pages, reload the page.

Backup policies are supported only for Windows image-level assets or VMware VMs that are protected
with host-level backups. Do not select other asset types (see "To select assets for backup policies"
above).

Click Set Backup Policy.
In the Set Backup Policy dialog, select the following:
Backup Schedule - Select a frequency from the list. (For details, see "Backup policy descriptions".)

The asset's first backup is a full, which takes more time to run than subsequent incrementals.
Adjust the backup frequency as needed once you have taken some incrementals.

(Optional) Exclude Weekends - Click to enable the toggle.
Schedule Backups - Click 4 to select a start date, click ® to select a start time.

The policy's start date and time use the timezone of the Unitrends appliance.

Click Save.
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U N IVl E W Dashboard Protect Jobs Organizations

Protect Set Backup Policy

Backup Schedule

:|" Spanning Licenses ()
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Assignec E 128 5 99
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Exclude Weekends Select frequency and
start date & time

Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure Schedule Backups

03/25/2024 ] 11:10 AM ®
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While the policy is being created, you see a spinner and the asset's checkbox is disabled. Creating the policy can
take some time (typically 30 minutes).

5 uvm-siig T TFSSM
api-s ne-2 d 21

Appliances Assets Google Workspace Salesforce Microsc

Scope Organization Appliance Type Asset Name
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@
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0
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The backup policy name displays when the policy has been applied to the asset.
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Appliances Assets Microsoft 365
Scope Organization
All ~ All
Type Name
D api-si e-2
@ api-s ne
@ api-s ne-2
@ apl-< e-me
50 ~ perpage 1 of 1 pages

Google Workspace Salesforce

Appliance Type
uvm-s 15-tggmj... ~ All

Appliance Backup Policy Last Full Last Backup +

uvm-ie-

—-71...

uvm-iije-

stmms-21 Policy is

uvm-ousge- B

stmms-21...

uvm-s e

To remove a backup policy

Microsoft Azure

Recent Backups ©

Use this procedure to remove a backup policy from one or more assets.

Asset Name

api

aJ

Last Backup Copy

Recent Backup Copies ©

141

Recent
Failures

Legend @

Last Certified

To temporarily pause an asset's backups, see this procedure: "Disabling or enabling a job schedule".

In the Protect > Assets view, check boxes to select one or more assets. You can select assets on multiple pages
(use the scroll arrows below to view more pages). To clear your selections on all pages, reload the page.

You cannot select an asset with the Appliance Ul policy. The asset is protected by a backup job that was
created by using the Unitrends appliance Ul. You must use the appliance Ul to manage the asset's

backup policy (by modifying its Unitrends backup job).

Click Remove Backup Policy.

Click Remove to confirm.
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UN IV| EW Dashboard Protect  Jobs ‘Organizations ? - Lo itre...

Protect

7’ Spanning Licenses ©

E 118 13
B -8 = 13
Purc Bo =50
Appliances Assets Microsoft 365 Google W yace Salesforce
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All . All . uv g~ Al . uvn 125 Q Eailures
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1 selected @ Set Backup Policy (© Remove Backup Pw)l\cy—e
= Type Name Appliance Backup Policy Last Full Last Backup ~ Recent Backups © Last Backup Copy Recent Backup Copies © Last Certified
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— Confirm Remove Backup Policy
50 v~ perpage 1 ¢
By pressing Remove you will delete the backup policies from these assets:
o UV eK 5
Cancel Remove

While the policy is being removed, you see a spinner and the asset's checkbox is disabled. Removing the policy
can take some time (typically 30 minutes).
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Blank space displays when the policy has been removed.
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Working with VSA 9 Agents

If you have added a VSA 9 integration to your UniView Portal, VSA agent information displays in the VSA view when you
launch the UniView module in the VSA interface. (The VSA view does not display when logged in directly to the stand-
alone UniView Portal. For details on adding a VSA 9 integration, see "Integrating VSA 9".)

Use to view summary and status information about the VSA 9 agents installed on Unitrends appliances. To access the
VSA view, click Protect > VSA:

Dashboard Protect  Jobs ‘Organizations & ? dbEitre...
& v
Protect 1
7’ Spanning Licenses ()
@ o 5o
Remaining o go
Purchased @o =50

Appliances Assets VSA —9

See these topics for details on working in the VSA view:

These procedures apply to VSA 9 only. Do not use these procedures for VSA 10.

"Viewing VSA 9 agents"
"Filtering the VSA view"
"Mapping a VSA 9 machine to a Unitrends asset"
"Connecting to Unitrends assets with Kaseya Live Connect"
Viewing VSA 9 agents
On the Protect page, click VSA to switch to the VSA view. This view displays the following:
Status - VSA agent status:
Agent online
Agent online and user currently logged on
=7 Agent online and user currently logged on, but user not active for 10 minutes
Agent is currently offline
Agent has never checked in
- Agent has been suspended

VSA Agent ID - The unique machine ID assigned to the VSA agent. The machine ID / group ID / organization ID is
the account name for a managed machine in the VSA database. The agent is the client software installed on the
managed machine. A one-to-one relationship exists between the agent on a managed machine and its account
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name in the VSA. Tasks assigned to a machine ID by VSA users direct the agent's actions on the managed
machine.

VSA ID - Unitrends asset ID. This displays only if the VSA machine ID has been mapped to a Unitrends asset. (For
details, see "Mapping a VSA 9 machine to a Unitrends asset".)

VSA Machine Name - Name of the VSA machine where the agent is running.
IP Addresses

Assets

UNINIEVW Dashboard  Protect Jobs  Organizations ? D dommpmiitre...

Protect

@’ Spanning Licenses @

Assignec @o go

@o g0
@o g0

Appliances Assets VSA

VSA Machine Name View Org/Machine Group
Q| A v | All v

Status VSA Agent ID VSA Machine Name = Ip Addresses Assets
861263286120167 19 ot.kserver 0
269424728869187 2019se erver 0
424295965201305 desktop™ ™ W @m not kserver 0
284632086869212 desktof t.kserver 0
761103132049688 ec2am 7 Hotkserver 0
573415602569517 machook: server 0 e
134304312874031 mil _ sx.root.kserver 0 S

Filtering the VSA view

The VSA view displays all VSA 9 machines that have been added to your backup.net instance and are running the VSA
agent.

To filter the display, enter filter criteria in any of the following:

VSA Machine Name - Enter a text string, then press Enter to apply. VSA machine names containing the text
you entered display.

View - Select a view from the list. (Select All to clear the view filter.)

Org/Machine Group- Select an organization or machine group from the list. (Select All to clear the filter.)
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UNIVIEVW Dashboard  Protect  Jobs  Organizations @ l:! @ D domsmmmite.. B3

Protect

7’ Spanning Licenses ()

@o =0
Remaining @o 5o
Purchased @o go
Appliances Assets VSA
VSA Machine Name View Org/Machine Group

Q| Al | Al v

Status VSA Agent ID E e e Ip Addresses Assets

Mapping a VSA 9 machine to a Unitrends asset

You can map a VSA machine to a Unitrends asset to easily identify VSA machines in your UniView Portal environment.
To create a mapping:

In the Protect > VSA view, click the machine's: and select Map to Unitrends Asset.

Click the asset's : and select Map to Asset.
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Appliances Assets VSA
VSA Machine Name View Org/Machine Group
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Connecting to Unitrends assets with Kaseya Live Connect
Use these steps to remote into the asset using Live Connect.

Install Live Connect on your workstation. (Skip this step if Live Connect has already been installed). To install Live
Connect:

Log in to VSA 9 from your workstation.
On the Agent > Agents > Manage Agents page, Ctrl+click an agent icon.

You are prompted to download and install the Live Connect application on your local computer.
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\SA EEEEEEEE - - |
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Machine Id = Currg
Agent Logs ) Launch Application *
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. Send to:
Event Log Settings end to

|
Screen Recordings

icati Ch
- Patiaes Choose other Application Choose

Manage Packages

= Templates 0
Create
Rename ® . . -
® []1Remember my choice for kaseyaliveconnect links.
Delete

Change Group

e Open link Cancel
® L5
Set Credential 0 o

& warz! yOrg Adm
Log in to the UniView Portal.

In the Protect > VSA view, click the machine's: and select Live Connect.

Live Connect establishes a remote connection to the machine.
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UNINIEW Dashboard Protect Jobs  Organizations

Protect

7' Spanning Licenses @

Ass @ o =
Remaining Eo |l
Purchased Eo Zo
Appliances Assels VSA
A A
1-90f9
Status  VSA Agent ID VSA Machine Name IP Addresses Assets
£ Kaseya Live Connect utmsp-vsa.deviaseya.net / utmsp-vsa.dev kaseya.net - o x :
kaseyavm10. helixstandard

Asset Info (Offline)

Computer Information =

Working with 9 Agents UNITR EN DS

A Kaseya company




UniView Portal Guide 149
Release 2.50 | April 2024

Working with Spanning Backup

If you are running Spanning backups, you can integrate your Microsoft 365 tenants, Google Workspace domains, and
Salesforce organizations to manage your backups right from the Protect page in the UniView Portal.

UNIV| EW Dashboard Protect Jobs ‘Organizations ? - db#® B Lnitre... ﬂ

Click here
Protect
The Protect page includes these Spanning views:

Microsoft 365 - Displays Spanning Backup for Microsoft 365 data for tenants that have been integrated with the
UniView Portal. Use to:

Manage tenant/organization mappings. (Mapping a tenant to a UniView Portal organization enables
BackuplQ to generate backup alerts for the domain. For details, see "Alerts for Spanning Microsoft 365
backup".)

Allocate licenses
Upgrade from a Spanning trial to a paid subscription
View license information, storage information, and the status of each tenant's recent backups

Google Workspace - Displays Spanning Backup for Google Workspace data for domains that have been
integrated with the UniView Portal. Use to:

Manage domain/organization mappings. (Mapping a domain to a UniView Portal organization enables
BackuplQ to generate backup alerts for the domain. For details, see "Alerts for Spanning Google Workspace
backup".)

Allocate licenses
Upgrade from a Spanning trial to a paid subscription
View license information, storage information, and the status of each domain's recent backups

Salesforce - Displays Spanning Backup for Salesforce data for organizations that have been integrated with the
UniView Portal. Use to manage organization mappings and to view license information, storage information, and
the status of each organization's recent backups. (Mapping a Salesforce organization to a UniView organization
enables BackuplQ to generate backup alerts. For details, see "Alerts for Spanning Salesforce backup".)

See these topics for details:
"Working with Microsoft 365"
"Working with Google Workspace"

"Working with Salesforce"
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Working with Microsoft 365

If you are using Spanning Backup for Microsoft 365, integrate your Microsoft 365 tenant to manage
tenant/organization mappings, check the status of the tenant's recent backups, receive alerts for failed or partial
backups, allocate licenses, upgrade from a Spanning trial to a paid subscription, and view license and storage
information — right from UniView.

Start by adding the integration as described in "Integrating a Microsoft 365 tenant". Once the tenant has been
added, information is synced from Spanning Backup each night. Use the Microsoft 365 view to work with this data,
as described in "Working with the Microsoft 365 view".

Integrating a Microsoft 365 tenant

This procedure requires the following:
A UniView account with superuser or administrator privileges
A Microsoft 365 account with Global Admin privileges

If you do not have Global Admin privileges, use this procedure to start the integration. Use the Copy
Invite Link option to send the Global Admin a link they can use to complete the integration
procedure.

To add the integration
Log in to the UniView Portal with a superuser or administrator account.
On the Protect page, click Microsoft 365.
Click Add Customer.

UNINIEW Dashboard  Protect Jobs  Organizations @ P4 @ . domsmgunite.. B

protec

' Spanning Licenses ©

E 128 = 99
@ -128 9 -99
Purchased Eo = o
Appliances Assets Microsoft 365 Google Workspace Salesforce Microsoft Azure
Domain Name * Organization Licenses Expiration Users Coverage Storage = M 2 % O @ A € Last30Backups

No Domains

Select an Organization from the list.
Select the Microsoft 365 platform.

Do one of the following:
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If you have Global Admin credentials, click Add and continue with this procedure to complete the
integration.

If you do not have Global Admin credentials, click Copy Invite Link. Then email the link to the Global
Admin so that they can complete the integration.

Add Customer

Add a customer or provide an invite link for your customer to complete the

installation process.

Organization sync is enabled. If you don't see a pre-existing organization
in the list below, please make sure it exists at the source and is synced to
UniView.

Organization *
212 Bronx—o v

Select Platform

@ Microsoft 365 49

(O Google Workspace
(O Salesforce

(O Salesforce Sandbox

D copy Invite Link Cancel

Enter your Microsoft 365 Global Admin credentials.
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B® Microsoft
Sign in

adm lor@Ka, w.onmicrosoft.com

No account? Create one

Lant access your accounty

CE_ Sign-in options

B® Microsoft

< adm lor@Kal., w.onmicrosoft.com

Enter password

Click Accept to authorize access to your Microsoft 365 tenant.
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% Microsoft

adm r@kas sw.onmicrosoft.com

E

Permissions requested

REVIEW TOr your C-'QE"I__'EUC-W

This application is not published by Microsoft or
your organization.

This app would like to:
~ Have full control of all site collections

<

Use Exchange Web Services with full access to

o

alnpoxes

Sign in and read user profile
Read directory data

Read and write all groups
Read directory data

Read and write directory data

Access directory as the signed in use
Read all groups

Read and write items in all site collections
Read basic mail in all mailboxes

A
A
A
v
v
v
v
A
A
A

nt. The pub

The tenant is added and displays in the Microsoft 365 view:
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Tenant is integrated

Data is synced nightly from Spanning Backup to the UniView Portal. For details about this data, see "Working
with the Microsoft 365 view".

Working with the Microsoft 365 view

After you have integrated your Microsoft 365 tenant, use the Protect > Microsoft 365 view to manage
tenant/organization mappings, view license and storage information, allocate licenses, and check the status of a
tenant's recent backups.

See these procedures for details:

"To view Microsoft 365 information"

"To manage organization mappings"

"To allocate Microsoft 365 licenses"

"To upgrade from a Spanning Microsoft 365 trial to a paid subscription"
To view Microsoft 365 information
The following information displays in the Microsoft 365 view:

Spanning Licenses tile - Shows the total number of Spanning licenses assigned, remaining, and purchased.
Counts include licenses from all Spanning Backup products.

Assigned - The number of standard licenses (@) and archived licenses (&) that have been assigned to users.

Remaining - The number of standard licenses (E|) and archived licenses (&) that have not yet been assigned
to a user.

Purchased - The total number of Spanning Backup standard licenses (@) and archived licenses (&) that have
been purchased.

Licenses must be purchased through Spanning Backup. The UniView Portal pooled licensing feature
enables you to manage how your licenses are allocated. To reallocate licenses, simply remove them
from one tenant and add them to another (see "To allocate Microsoft 365 licenses").

Working with Spanning Backup UNITRENDS

A Kaseya company




UniView Portal Guide 155
Release 2.50 | April 2024

Data center icon - Location of the tenant's Spanning data center. For example, £l for United States.
Domain Name - Name of the Microsoft 365 tenant.
Organization - UniView Portal organization mapped to the tenant.

None indicates no organization has been mapped. To enable BackuplQ alerts for the tenant, click @ and
select an organization.

To update the mapping, simply click & and select a different organization.
To remove the mapping and disable BackuplQ alerts for the tenant, click & and select X.

Licenses - The number of standard licenses (@) and archived licenses (&) that have been allocated to the tenant.
To add or remove standard or archived licenses, modify this number by clicking [ and entering a new value.

When adding or removing licenses it can take some time for the new value to populate in UniView and
Spanning. You cannot modify another license value until the current operation is complete.

Expiration - License expiration date.
User Coverage - The total number of licensed users divided by the total number of users in the domain.

Storage - Amount of storage used. & is the amount of raw data that has been downloaded from the cloud, Sis
the actual amount of local storage used after compression.

& - Status of the tenant's recent Mail Backups: @ for all backups over the last 7 days were successful, . for

one or more backups over the last 7 days has failed, O for one or more backups over the last 7 days was partially
completed, - for no backups exist.

E=1 - Status of the tenant's recent Calendar Backups: 0 for all backups over the last 7 days were successful,

for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

#& - Status of the tenant's recent Contact Backups: 0 for all backups over the last 7 days were successful,

for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

% - Status of the tenant's recent Drive Backups: 0 for all backups over the last 7 days were successful, /4 for

one or more backups over the last 7 days has failed, O for one or more backups over the last 7 days was partially
completed, - for no backups exist.

€ — Status of the tenant's recent SharePoint Backups: 0 for all backups over the last 7 days were successful,

for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

@ _ Status of the tenant's recent Teams Channel Backups: 0 for all backups over the last 7 days were

successful, #~ for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7
days was partially completed, - for no backups exist.

£2 _ Error Only Email status. ) indicates Error Only Email is enabled, " indicates Error Only Email is disabled.

& - KaseyaOne status. : indicates KaseyaOne is enabled, ' indicates KaseyaOne is disabled.
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Last Backups - Status of the tenant's last backup, by day. Displays status icons for the last 30 days:
I indicates that the last backup on this day was successful. Hover to view the date and number of problems.

indicates that the last backup on this day was partially completed. Hover to view the date and number of
problems.

I indicates that the last backup on this day failed. Hover to view the date and number of problems.

indicates that there are no backups. Hover to view the date.

[ - Click to connect to Spanning Backup for Microsoft 365, where you can view error details on the Problems
page. (For details, see the Spanning Backup for Microsoft 365 Admin Guide.)

This button does not display for Monitor role users. For more on user roles, see "About UniView Portal user
accounts".

If you have Superuser, Admin, or Manage credentials and do not see this button, the feature has not been
enabled in your environment.

You can connect to only one Microsoft 365 tenant at a time.
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To manage organization mappings

To enable BackuplQ alerts, the tenant must be mapped to a UniView Portal organization. Use this procedure to manage
these mappings.

In the Microsoft 365 view, locate the tenant whose mapping you want to add, modify, or remove.
The tenant name displays in the Domain column.

The Organization column contains either the name of the organization that has been mapped to this tenant
or None if no organization has been mapped.

In the Organization column, click & next to the organization name and do one of the following:
To add a mapping and enable BackuplQ alerts for the tenant, select an organization from the list.
To modify the mapping, simply select a different organization from the list.

To remove the mapping and disable BackuplQ alerts for the tenant, select X.
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To allocate Microsoft 365 licenses

In the Microsoft 365 view, you can easily add licenses to or remove licenses from a tenant by editing the number of
Standard Licenses or Archived Licenses. You can also reallocate Spanning licenses by removing licenses from one

tenant and adding them to another. The changes you make are synced to the licensing tiles in Spanning Backup for
Microsoft 365.

Licenses must be purchased through Spanning Backup. The UniView Portal pooled licensing feature
enables you to manage how your licenses are allocated only.

The following steps show how to reallocate licenses. In our example, we will remove 5 licenses from tenant Pinkston
Farms and add them to tenant Mister Crabs.

Tenant Pinkston Farms has 25 standard licenses. Tenant Mister Crabs has 3 standard licenses.
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For tenant Pinkson Farms, click [, change the number of standard licenses to 20, and click | to save.
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For tenant Mister Crabs, click [, change the number of standard licenses to 8, and click |~/ to save.
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Licenses have been reallocated:
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To upgrade from a Spanning Microsoft 365 trial to a paid subscription

In the Microsoft 365 view, locate your trial tenant.

If you don't see your trial tenant, add it to UniView by running this procedure: "Integrating a Microsoft
365 tenant".
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In the Licenses column, click [, change the number of standard licenses, and click ~| to save.

When you click [, the number of licenses that were assigned to users during the trial displays. You can
accept this value or enter another value. Your paid subscription is created with this number of standard

licenses.
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Your trial is upgraded to a paid subscription.
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On the Manage Licenses page in Spanning Backup for Microsoft 365, the tenant now displays as a paid tenant.
The number of standard licenses you entered above displays in the Standard Licenses tile, in the Purchased
license count:

SPANNING
o S A ® 6 ®A
& Users -
i Trial has been .
wgeteses < Manage Licenses: Brown and Sons e —[HREEIN @ scomeveane
&% SharePoint
@ Teams _ -
o K Web Standard Licenses © =] Archived Licenses @ 0% Users
< Dark Wel
A Activity Assigned 1 Assigned 0 Members 1
D Backup History Remaining 10 Remaining 0 Guests 0
® Problems Purchased 1 Purchased 0
€3 Settings

Working with Google Workspace

If you are using Spanning Backup for Google Workspace, integrate your Google Workspace domain to manage
domain/organization mappings, check the status of the domain's recent backups, receive alerts for failed or partial
backups, allocate licenses, upgrade from a Spanning trial to a paid subscription, and view license and storage
information — right from UniView.

Start by adding the integration as described in "Integrating a Google Workspace domain". Once the domain has been
added, information is synced from Spanning Backup each night. Use the Google Workspace view to work with this data,
as described in "Working with the Google Workspace view".

Integrating a Google Workspace domain
This procedure requires the following:
A UniView account with superuser or administrator privileges

A Google Workspace account with Global Admin privileges
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If you do not have Global Admin privileges, use this procedure to start the integration. Use the Copy
Invite Link option to send the Global Admin a link they can use to complete the integration procedure.

To add the integration
Log in to the UniView Portal with a superuser or administrator account.
On the Protect page, click Google Workspace.

Click Add Customer.

UNINVIEW Dashboard  Protect Jobs  Organizations

Protec
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@ -120 = -98

Purchasec Eo o
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Select an Organization from the list.
Select the Google Workspace platform.
Do one of the following:
If you have Global Admin credentials, click Add and continue with this procedure to complete the integration.

If you do not have Global Admin credentials, click Copy Invite Link. Then email the link to the Global Admin
so that they can complete the integration.
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Add Customer

Add a customer or provide an invite link for your customer to complete the

installation process.

Organization sync is enabled. If you don't see a pre-existing organization
in the list below, please make sure it exists at the source and is synced to
UniView.

Organization *
212 Brcnx—o v

Select Platform

() Microsoft 365

@ Google Workspace 49

() Salesforce

) Salesforce Sandbox

D copy Invite Link Cancel

Enter your Google Workspace Global Admin credentials.
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Choose an account
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Click Accept to authorize access to your Google Workspace domain.
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Google Workspace

Permlss.lons requested

Review for your E'Qz’l:"tl._1

st e

stEWy.com

This application is not published by or
your organization.

This app would like to:

~ Have full control of all site collections

<

Use Exchange Web Services with full access to all

mailbpoxes

“~ Signin and read user profile

~ Read directory data

~ Read and write all groups

~ Read directory data

~ Read and write directory data

~ Access directory as the signed in user

~ Read all groups

~ Read and write itermns in all site collections
s~ Read basic mail in all mailboxes

s~ Read name nembers of all chat threads

ent. The publlsher has not prmrn:led I|nks tD thE|r terms
foryou to review. n missions at

The domain is added and displays in the Google Workspace view. Data is synced nightly from Spanning Backup to
the UniView Portal. For details about this data, see "Working with the Google Workspace view".
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Working with the Google Workspace view

After you have integrated your Google Workspace domain, use the Protect > Google Workspace view to manage
domain/organization mappings, view license and storage information, allocate licenses, upgrade from a Spanning trial
to a paid subscription, and check the status of a domain's recent backups.

See these procedures for details:

"To view Google Workspace information"

"To manage organization mappings"

"To allocate Google Workspace licenses"

"To upgrade from a Spanning Google Workspace trial to a paid subscription"
To view Google Workspace information
The following information displays in the Google Workspace view:

Spanning Licenses tile - Shows the total number of Spanning licenses assigned, remaining, and purchased.
Counts include licenses from all Spanning Backup products.

Archived licenses apply only to Spanning Backup for Microsoft 365.

Assigned - The number of standard licenses (@) and archived licenses (&) that have been assigned to users.

Remaining - The number of standard licenses (E|) and archived licenses (&) that have not yet been assigned
to a user.

Purchased - The total number of Spanning Backup standard licenses (@) and archived licenses (&) that have
been purchased.

Licenses must be purchased through Spanning Backup. The UniView Portal pooled licensing feature
enables you to manage how your licenses are allocated. To reallocate licenses, simply remove them
from one domain and add them to another (see "To allocate Google Workspace licenses").
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Data center icon - Location of the domain's Spanning data center. For example, & for United States.
Domain - Name of the Google Workspace domain.
Organization - UniView Portal organization mapped to the domain.

None indicates that no organization has been mapped. To enable BackuplQ alerts for the domain, click &
and select an organization.

To update the mapping, simply click & and select a different organization.
To remove the mapping and disable BackuplQ alerts for the domain, click & and select X.

Standard Licenses - The number of standard licenses that have been allocated to the Google Workspace
domain.

Expiration - License expiration date.
User Coverage - The total number of licensed users divided by the total number of users in the domain.

Storage - Amount of storage used. & is the amount of raw data that has been downloaded from the cloud, Eis
the actual amount of local storage used after compression.

== — Status of the domain's recent Site Backups: @ for all backups over the last 7 days were successful, /. for

one or more backups over the last 7 days has failed, @ for one or more backups over the last 7 days was partially
completed, - for no backups exist.

#2 _ Status of the domain's recent Document Backups: 0 for all backups over the last 7 days were successful,
for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

2 - Status of the domain's recent Mail Backups: 0 for all backups over the last 7 days were successful,  for

one or more backups over the last 7 days has failed, @ for one or more backups over the last 7 days was partially
completed, - for no backups exist.

=7 - Status of the domain's recent Calendar Backups: 0 for all backups over the last 7 days were successful,

for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

#& - Status of the domain's recent Contact Backups: 0 for all backups over the last 7 days were successful,

for one or more backups over the last 7 days has failed, G) for one or more backups over the last 7 days was
partially completed, - for no backups exist.

& - KaseyaOne status. : indicates KaseyaOne is enabled, ' indicates KaseyaOne is disabled.
Last Backups - Status of the domain's last backup, by day. Displays status icons for the last 30 days:

I indicates that the last backup on this day was successful. Hover to view the date and number of problems.

indicates that the last backup on this day was partially completed. Hover to view the date and number of
problems.

I indicates that the last backup on this day failed. Hover to view the date and number of problems.
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indicates that there are no backups. Hover to view the date.

[ - Click to connect to Spanning Backup for Google Workspace, where you can view errors. (For details, see the
Spanning Backup for Google Workspace Admin Guide.)

This button does not display for Monitor role users. For more on user roles, see "About UniView Portal user
accounts".

If you have Superuser, Admin, or Manage credentials and do not see this button, the feature has not been
enabled in your environment.

You can connect to only one Google Workspace domain at a time.
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To manage organization mappings

To enable BackuplQ alerts, the Google Workspace domain must be mapped to a UniView Portal organization. Use this
procedure to manage these mappings.

In the Google Workspace view, locate the domain whose mapping you want to add, modify, or remove.
The Google Workspace domain name displays in the Domain column.

The Organization column contains either the name of the organization that has been mapped to this domain
or None if no organization has been mapped.

In the Organization column, click & next to the organization name and do one of the following:
To add a mapping and enable BackuplQ alerts for the domain, select an organization from the list.
To modify the mapping, simply select a different organization from the list.

To remove the mapping and disable BackuplQ alerts for the domain, select X.
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To allocate Google Workspace licenses

In the Google Workspace view, you can easily add licenses to or remove licenses from a domain by editing the number
of Standard Licenses. You can also reallocate Spanning licenses by removing licenses from one domain and adding
them to another. The changes you make are synced to the licensing tiles in Spanning Backup for Google Workspace.

Licenses must be purchased through Spanning Backup. The UniView Portal pooled licensing feature enables
you to manage how your licenses are allocated only.

The following steps show how to modify the number of licenses allocated to a Google Workspace domain:

The spanning domain has 100 standard licenses allocated.
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To modify the number of allocated licenses, click [, change the number, and click | to save.
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License allocation is modifed:
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To upgrade from a Spanning Google Workspace trial to a paid subscription

In the Google Workspace view, locate your trial domain.

If you don't see your trial domain, add it to UniView by running this procedure: "Integrating a Google

Workspace domain".
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In the Licenses column, click [&, change the number of standard licenses, and click ~ | to save.

When you click [, the number of licenses that were assigned to users during the trial displays. You can
accept this value or enter another value. Your paid subscription is created with this number of standard

licenses.
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Your trial is upgraded to a paid subscription.
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On the Manage Licenses page in Spanning Backup for Google Workspace, the domain now displays as a paid
domain. The number of standard licenses you entered above displays in the Standard Licenses tile, in the
Purchased license count.
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Working with Salesforce

If you are using Spanning Backup for Salesforce, integrate your Salesforce organization to manage
domain/organization mappings, check the status of recent backups, receive alerts for failed backups, and view license
and storage information — right from UniView.

Start by adding the integration as described in "Integrating a Salesforce organization". Once the organization has been
added, information is synced from Spanning Backup each night. Use the Salesforce view to work with this data, as
described in "Working with the Salesforce view".

Integrating a Salesforce organization
This procedure requires the following:
A UniView account with superuser or administrator privileges

A Spanning Administrator or Salesforce System Administrator account
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If you do not have a Spanning Administrator or Salesforce System Administrator account, use this
procedure to start the integration. Use the Copy Invite Link option to send the Spanning Administrator
or Salesforce System Administrator a link they can use to complete the integration procedure.

To add the integration
Log in to the UniView Portal with a superuser or administrator account.
On the Protect page, click Salesforce.

Click Add Customer.

UNIV|EW Dashboard Protect  Jobs Organizations @ ,_:,’ @ ‘:dl_ e,

Backup Status
Appliances Assets Microsoft 365 Google Workspace Salesforce \o
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Select an Organization from the list.
Select the Salesforce or Salesforce Sandbox platform.
Do one of the following:

If you have Spanning Administrator or Salesforce System Administrator credentials, click Add and continue
with this procedure to complete the integration.

If you do not have Spanning Administrator or Salesforce System Administrator credentials, click Copy Invite
Link. Then email the link to the Spanning Administrator or Salesforce System Administrator so that they can
complete the integration.
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Add Customer

Add a customer or provide an invite link for your customer to complete the

installation process.

Organization sync is enabled. If you don't see a pre-existing organization
in the list below, please make sure it exists at the source and is synced to
UniView.

Organization *
212 Brcnx—o v

Select Platform

() Google Workspace
@ Salesforce

) Salesforce Sandbox

(D copy Invite Link Cancel

Enter your Spanning Administrator or Salesforce System Administrator credentials.
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salesforce

joe.sc Jh@spanni} 2.com

] Remember me

Forgot Your Password? Use Custom Domain

Not a customer? Try for Free

© 2023 Salesforce, Inc. All rights reserved. | Privacy

Click Accept to authorize access to your Salesforce organization.
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Permissions requested
i

This application is not published by or
your organization.

This app would like to:

~ Have full control of all site collections

~ Use Exchange Web Services with full access to all
boxes

“~ Signin and read user profile

~ Read directory data

s~ Read and write all groups

~ Read directory data

~ Read and write directory data

~ Access directory as the signed in use

~ Read all groups

~ Read and write itermns in all site collections

s~ Read basic mail in all mailboxes

s~ Read names and members of all chat threads

: d in their t
t t. The publisher has not provided links to their terms
for you to review. You can change these permissions at

The domain is added and displays in the Salesforce view. Data is synced nightly from Spanning Backup to the
UniView Portal. For details about this data, see "Working with the Salesforce view".
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Working with the Salesforce view

After you have integrated your Salesforce organization, use the Protect > Salesforce view to manage organization
mappings, view license and storage information, and check the status of an organization's recent backups.

The following information displays in the Salesforce view:

Spanning Licenses tile - Shows the total number of Spanning licenses assigned, remaining, and purchased.
License counts include licenses from all Spanning Backup products.

Archived licenses apply only to Spanning Backup for Microsoft 365.
Assigned - The number of standard licenses (Q) and archived licenses (&) that have been assigned to
users.

Remaining - The number of standard licenses (@) and archived licenses (&) that have not yet been
assigned to a user.

Purchased - The total number of Spanning Backup standard licenses (Q) and archived licenses (&) that
have been purchased.

Data center icon - Location of the organization's Spanning data center. For example, & for United States.
Domain Name - Salesforce organization.
Organization - UniView organization mapped to the Salesforce organization.

None indicates no organization has been mapped. To enable BackuplQ alerts, click & and select an
organization.

To update the mapping, simply click & and select a different organization.
To remove the mapping and disable BackuplQ alerts, click & and select X.
Licenses - Number of licenses that have been allocated to the organization.
Expiration - License expiration date.
User Coverage - The total number of licensed users divided by the total number of users in the organization.

Storage - Amount of storage used. & is the amount of raw data that has been downloaded from the cloud, Sis
the actual amount of local storage used after compression.

& - KaseyaOne (IT Complete) status. @ indicates login with KaseyaOne is enabled, - indicates login with
KaseyaOne is disabled.

i Daily Notifications status. 0 indicates notifications are enabled, . indicates notifications are disabled.

=] - Chatter Feed status. Spanning can post status notifications for your backups, restores, and exports directly
to Chatter.@ indicates Chatter posts are enabled, -~ indicates Chatter posts are disabled.

£2 _ Rule-based Alerts status. Spanning enables you to create your own rule-based alerts. These alerts are sent

to the email address and Chatter feed configured for notifications. 0 indicates rule-based alerts are enabled,
indicates rule-based alerts are disabled.

7 _ External API status.@ indicates an external APl is enabled, -~ indicates external APIs are disabled.
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Last Backups - Status of the organization's last backup, by day. Displays status icons for the last 30 days:
I indicates that the last backup on this day was successful. Hover to view the date and number of problems.

indicates that the last backup on this day was partially completed. Hover to view the date and number of
problems.

I indicates that the last backup on this day failed. Hover to view the date and number of problems.

indicates that there are no backups. Hover to view the date.

[ - Click to connect to Spanning Backup for Salesforce, where you can view errors. (For details, see the Spanning
Backup for Salesforce Admin Guide.)

This button does not display for Monitor role users. For more on user roles, see "About UniView Portal user
accounts".

If you have Superuser, Admin, or Manage credentials and do not see this button, the feature has not been
enabled in your environment.

You can connect to only one Salesforce organization at a time.

u N |V| EW Dashboard Protect  Jobs Organizations

protect

1’ Spanning Licenses @

Assigned [ 2080 o
[ 900 o
[ 2980 go
Appliances| -SSR, Microsoft UniView b Workspace Salesforce Microsoft Azure
organization organization Hover to view description

~ -

Domain Name “ Organization Licenses Expiration Users Coverage Storage © C o = A =4 Last 30 Backups
alvina.info 212 Bronx (& 793 9/26/2 %976,6 KB ﬁ@ Innnem;

@
Bahringer LLC 212 Bronx (& 984 9/26/2 B o&o66ke Q@ O O mmnmmmmImm @
S 1.9M8
Casper Inc 212 Bronx (& 756 9/26/2 B oosoke V] (] (V] @
=
LME Backup Failed
Dach LLC ABLE Z 60 9/26/2 9 569 Problems @
Manufacturin.. £ 19MB Friday, Aug 18 2023
. Click to modify or
Dooley-Schimer 212 1o ww BN eoccc @ © O © O (NI
S 1.9M8
elyse.net 014 w0 @ 69 9/26/2 B oo @ © 9 9O % | @
£ 4807 MB Log in to Spanning for Salesforce
) Click to map
emilia.info None (& oganzaion WECECCENEN | ‘-‘;ZE?ME @ 9 9 9 9 [
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Working with Datto Backup for Microsoft
Azure

If you are running backups with Datto Backup for Microsoft Azure (DBMA), you can integrate DBMA to manage your
backups right from the UniView Portal. Start by adding the integration as described in "Integrating Datto Portal". Once
the integration has been added, the Microsoft Azure view displays on the Protect page. To access this view, click
Protect > Microsoft Azure:

UNINIEVW Dashboard ~ Protect Jobs  Organizations

Protect
Appliances Assets Microsoft 365 Google Workspace Microsoft Azure —9

The Microsoft Azure view provides summary and status information about the assets you protect with the Datto DBMA
backup product. Assets that meet these criteria display on the page: the asset is a Datto CloudSIRIS model and its
Datto client has been mapped to a UniView Portal organization. Datto clients were automatically mapped to
organizations when the Datto Portal integration was added to UniView Portal. As clients are added to the Datto Portal,
they are added to UniView Portal and automatically mapped to organizations. (If needed, you can modify organization
mappings as described in "Mapping Datto Portal clients to organizations".)

If you do not see the Microsoft Azure view, add the Datto Portal integration as described in "Integrating Datto
Portal".

The Microsoft Azure page is shown below. To modify the display, you can sort and filter the page:
To change the sort order of the display, click any column heading.
To view additional pages of assets, use the scroll arrows below.
To filter the display, do any of the following:
Select a Scope
Select an Organization
Enter text in the Asset Name field to display only asset names containing the string you entered
Click Recent Failures to display only assets that have had a recent backup failure
The following information is given for each asset:
Type icon - Hover over the icon to see the asset type description.
Name - Asset name.
Organization - The asset's UniView Portal organization.

Last Backup - Number of minutes, hours, days, weeks, or months since the last backup.
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Recent Backups - Icons indicating the status of backups over the last seven days. Hover over an icon to see job
details. Click an icon to view asset details.

All backups were successful
One or more backups failed or ran with warnings
All backups failed

No backups were taken

| & ]\ AVAISAVAVS Dashboard  Protect Jobs  Organizations

Protect
Appliances Assets Microsoft 365 e Workspace Microsoft Azure
Scope Organization Asset Name Backup data Ingested successfully
Recent
All v All v @  Backup job produced warnings Failures
Backup failed Hover to view icon legend Legend @

Type - Name Organization Last Backup Recent Backups
w DFP W ®mo an hour ago TWTFSSM
@ GemanvM 0 ‘mo an hour age TWTFSSM
w gen1msessio 01 no an hour ago TWTFSSM

Monday, 6/12/2023

™  CHAU-2016-03 Chau an hour ago QY o070
Virtual Machine Backups

Rl Successes

% Server2016 Choice Studios Hover over a status icon
to view job details

@  server2019 Choice Studios or click to view asset details TW S

Monday, 6/12/2023

UTC-07:00
w amsart-az-dc-01 Amsterdam Artisans an hour ago TwW o

ackups:

Successes
@ amsart-az-web-0 Amsterdam Artisans an hour ago QR Faires
w core 0 no an hour ago
m Iltisessio L no an hour ago TWTFSSM 4

Click an asset to view these details:
Last Backup - Number of minutes, hours, days, weeks, or months since the last backup.
Last Certified - Number of minutes, hours, days, weeks, or months since a backup has been certified.
Recovery Points - Lists the asset's recovery points (local backups) by date.
Local - Icon indicating the status of the backup. Click an icon to view log details.
for success
for job ran with warnings

@ for failure
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UNINIEVW Dashboard Protect Jobs  Organizations

Protect Asset Detail X
Assets Microsoft 365 Microsoft Azure
@ Server2019
Scope Organization Asset Name Last Backup 25 minutes ago
Al v v 9
Last Certified -
Asset details display
Type - Name Organization Last Backup Recovery Points Legend @
@ azurebaciy 0 mo 23 minutes ago Recovery Points Local
w msessio C mo 23 minutes ago June 12,2023, 01:03 pm
June 12, 2023,12:03 pm
@ el 0 mo 24 minutes ago
June 12,2023,11:03 am
[ ] sessio 0 mo 24 minutes ago
June 12,2023, 10:03 am
w Server2016 Choice Studios 25 minutes ago June 12, 2023, 09:03 am
@ GermanvM 0 mo 25 minutes ago June 12,2023, 08:03 am
June 12,2023, 07:03 am
@  SRVFTG-AZO1 Fulton Technology Group 25 minutes ago
June 12,2023, 06:03 am
w Server2019 Choice Studios 25 minutes ago
June 12,2023, 05:02 am
@ amsart-az-dc-01 Amsterdam Artisans 25 minutes ago June 12,2023, 04:02 am
' o (2}
@ ccserver2016 Cheng Inc 25 minutes ago 10 v perpage 1 0f 2 pages 5 .

Click a recovery point or status icon to view the job log:
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U N |V| E W Dashboard Protect  Jobs ‘Organizations

Protect 5, oq X Asset Detail X

Applian  Local 9
Job log displays
Job ID 11ee0933-ea68-956a-9d68-0654aa767%e4

Scope Last Backup 33 minutes ago

@ Server2019

Al Result Success
Last Certified -

Recovery Points Legend @

Recovery Points Local
June 12,2023, 01:03 pm
June 12,2023, 12:03 pm
June 12,2023, 11:03 am

June 12,2023, 10:03 am

June 12,2023, 09:03 am
June 12, 2023, 08:03 am o———

June 12,2023, 07:03 am
June 12, 2023, 06:03 am
June 12,2023, 05:02 am

June 12,2023, 04:02 am

10 v perpage 1 of 2 pages

6 66 66 06 6 6 6 63
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Working with Jobs

Use the Jobs page to view information about active, scheduled, and recent jobs. To access the Jobs page, click Jobs:

UN IV| EW Dashboard Protect  Jobs Organizations ? . dbe W ELinitre... ﬂ
Click here
Jobs
Recent Active Scheduled
Scope Organization Appliance Asset Name Status Type Start End
All v All v All v Q All v All v & =

The page contains these views:

Recent (default view) - Provides summary and status information about recent Unitrends jobs. From this page
you can also view job details. For details, see "Working with recent jobs".

Active - Provides information about currently running jobs. For details, see "Viewing active jobs".

Scheduled - Provides summary status information about scheduled jobs. From this page you can also view
schedule details. For details, see "Working with scheduled jobs".

Working with recent jobs

Use the Recent jobs view for the following:
"Viewing recent jobs"
"Filtering the Recent jobs view"
"Viewing job details"

Viewing recent jobs

The Recent jobs view displays recent jobs across all Unitrends appliances that have been added to your backup.net
instance. (To filter the display, see "Filtering the Recent jobs view".)

Graph
A graph shows the number of successful and missed jobs over the last 13 days.
Hover over a point in the graph to see the number of successful and missed jobs on a given day.

See the table below the graph for status by job.
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Status by job

The following information is given for each recent job. To change the sort order of the display, click any column
heading.

Appliance - Name of the Unitrends appliance that ran the job.
Job Name - Name of the job.
If initiated by a UniView backup policy, the job name is "UniView-AssetName".
If initiated by the Unitrends appliance, the job name is the Unitrends job name.
Asset - Name of the Unitrends asset or '—' if the job contains multiple assets.
Status - Job status: Success, Warning, or Error.
Type - Job type: Backup, Backup Copy - Hot, Backup Copy - Cold, or Certification (DCA job).

Started - Date and time at which the job started or was added to the appliance job queue.

Duration - Amount of time that the job ran, in hh:mm:ss format (hours, minutes, seconds).

UNIVIEVW Dashboard ~ Protect Jobs  Organizations i ? . dueeeg nitre...
Jobs
Recent Active Scheduled
Scope Organization Appliance Asset Name Status Type Start End
All v All v All v Q All v All v 8 =
Hover to see # of
missed and successful jobs
4113 Jan 31 “
[ Success: 260
WMissed: 142 \
I /
Jan 20 Jan 21 Jan 22 Jan 23 Jan 24 Jan 25 Jan 26 Jan 27 Jan 28 Jan 29 Jan 30 Jar Fi 1
Click any heading to sort the display

Appliance Job Nameé Asset Status Type Started - Duration

2/1/2023
Re Hion-944S A-Servers alma-bmr Success Backup 433 AM

2/1/2023

\sion- e < _
Re ion-944S A-Servers AD_Windows_| Success Backup 9:32 AM
. 2/1/2023
Re: sion-044S A-Servers AP-win-vm Success Backup 0:33 AM - n
. 2/1/2023

Re sion-944S A-Servers alma-bmr Success Backup 633 AM - d

Filtering the Recent jobs view

The Recent jobs view displays jobs that ran in the last 90 days across all appliances that have been added to your
backup.net instance.
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To filter the display, enter filter criteria in any of the following:
Scope - Select a scope from the list. (Select All to clear the scope filter.)
Organization - Select an organization from the list. (Select All to clear the organization filter.)

Appliance - Enter a text string, then press Enter to apply. Appliance names containing the text you entered
display.

Asset Name - Enter a text string, then press Enter to apply. Asset names containing the text you entered display.
Status - Select a job status from the list. (Select All to clear the job status filter.)

Type - Select a job type from the list. (Select All to clear the job type filter.)

Start and End - Click the calendar icons to filter by date range. The date range must be within the last 90 days.

UNINIEW Dashboard Protect Jobs  Organizations ? 0 domoopunite.. B
Jobs
Recent Active Scheduled
Scope Organization Appliance Asset Name Status Type Start End
All v All v max9s-264 ~ Q All v All v 01/23/2023 =] i}
Ji n " Jan 28 Jal H Feb 01 Feb 02 Fi Fi

Appliance Job Name Asset Status Type Started + Duration
Backup Copy Cold bk- 1/24/2023 _

max9s-264 deb10 max9s-264 Success Backup Copy (Cold) 12:00 AM
Backup Copy Cold bk- 2/1/2023 _

max9s-264 deb10 max9s-264 Success Backup Copy (Cald) 12:00 AM
Backup Copy Cold bk- 1/25/2023

max9s-264 deb10 max9s-264 Success Backup Copy (Cold) 12:00 AM n
Backup Copy Cold bk- 1/31/2023 _

max9s-264 4eb10 max9s-264 Success Backup Copy (Cold) 12:00 AM

Viewing job details

To view job details:

In the Recent jobs view, locate the job in the list below the graph. (If needed, sort or filter the display. See "Filtering
the Recent jobs view" above.)

Click on the job. These details display in the Job Log:

Name - Job name.
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ID - Job ID assigned by the Unitrends appliance.

Mode - Job mode.

For backups and hot backup copies: Full, Incremental, Differential, Selective, or Bare Metal (Windows
only).

For cold backup copies: Backup Copy.
For certification (DCA) jobs: Test.
Result - Job result: Success, Warning, or Error.
Size - Size of the backup or backup copy.
Output - Job log raw output. Review to determine why a job did not complete successfully.

To exit the Job Log, click the X icon.

UNINVIEW Dashboard  Protect Jobs  Organizations

Job Log eix
Jobs 9

Name ;i Click to Backup Copy Job
Review output to dose the log Y
0 < troubleshoot errors
Recent Active Scheduled D 1.1675238400.i.1
Scope Organization Appliance AssetName Mode Backup Copy
All v All v max9s-264 ~
Result Error
Size (MB)
Qutput
Failed: Failed to get media size
Jan 26 Jan 27 Jan 28
Appliance Job Name Asset s
max9s-264 Backup Copy Job max9s-264 E
max9s-264 Backup Copy Job max9s-264 E
max9s-264 Backup Copy Job % Click the job E "
max9s-264 Backup Copy Job max9s-264 E

Viewing active jobs

The Active jobs view displays all jobs that are currently running across all Unitrends appliances that have been added
to your backup.net instance. To change the sort order of the display, click any column heading. (To filter the display,
see "Filtering the Active jobs view".)

The following information is given for each active job:
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Appliance - Name of the appliance where the job is running.
Job Name - Name of the job.
If initiated by a UniView backup policy, the job name is "UniView-AssetName".
If initiated by the Unitrends appliance, the job name is the Unitrends job name.
Asset - Name of the asset.
Status - Job status.
Type - Job type: Backup, Backup Copy Hot, Backup Copy Cold, or Certification (DCA job).
Started - Date and time at which the job started.
Progress - Job progress bar.

Duration - Amount of time that has elapsed since the job started, in hh:mm:ss format (hours, minutes, seconds).

iicon - Click to cancel the job.

UNINIEW Dashboard  Protect  Jobs  Organizations ? munitre.. [
Jobs
Recent Active Scheduled
Scope Organization Appliance Type Job Name Asset Name
All v All v All v All ~ Q) Q
Click any heading to
sort by column
Appliance Job Name Asset Status Type Started Progress Duration ~
Windows2012R2_ . Backup Copy 2/1/23
Re sion-944S Backup Co| Active —_—
k P Lopy sB (Hot) 2:54pm 00:00:09
/
Re¢ 'sion-9445  Backup Copy Wing.1Test Active ?:;K)“p Copy ;’;;;m Click to cancel the runnig job :
LHR2-6( 1 10- Backup Copy 2/1/23 cance
— Backup Copy System Metadata Active (Hot) 2:54pm -
recovery-90dsi- Backup Copy Job . Backup Copy 2/1/23 _
0 win-109 file win109 Active (Hot) 2:53 pm
X - /
rec]oDv:ry s Backup Copy System Metadata Active (B:gf)up Copy ?;1 2p3m -
1/
Re sion-944S Backup Copy System Metadata Active F:;R)UD Copy ;Qé?m -
Click to change rows per page
50 + perpage 1 of 1 pages 1

Click a row to view these job details:
Name - Name of the job.
Job ID

Client Name - Name of the asset.
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Appliance - Name of the Unitrends appliance.

Message - Job status message.

UNINIEWW Dashboard  Protect Jobs  Organizations ? 0 dbem mmemitre...
Job Detail X
Jobs 9
Name Backup Copy
Job details display
Recent Active Scheduled Job ID 16923 rep
Scope Organization Appliance Type Job Name Client Name 192.168.167.45
All v All v All v All v . )
Appliance Regression-0448
Message
Appliance Job Name Asset Status Type Started
Processing (3/4)
2/1/23
Re iion-944S Backup Jo HYP PC_win11-inc-live Cancelled Backup
3:01 pm
L 3 ALL 2/1/23
Ry sion-944S A ¢ lled Back
e ion ASSETS 5 ancelle ackup 306 pm
. . Backup Copy 2/1/23
Re ion-944S Backup Copy Win8.1Test Active (Hot) 308 pm
Windows2012R2_ . Backup Copy 2/1/23
Re ion-944S Backup Copy SB Active (Hot) 308 pm

Filtering the Active jobs view

The Active jobs view displays all jobs that are currently running or completed in the last few minutes, across all
Unitrends appliances that have been added to your backup.net instance.

To filter the display, enter filter criteria in any of the following:
Scope - Select a scope from the list. (Select All to clear the scope filter.)
Organization - Select an organization from the list. (Select All to clear the organization filter.)
Appliance - Select an appliance from the list. (Select All to clear the appliance filter.)
Type - Select a job type from the list. (Select All to clear the job type filter.)
Job Name - Enter a text string, then press Enter to apply. Job names containing the text you entered display.

Asset Name - Enter a text string, then press Enter to apply. Asset names containing the text you entered display.
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UNINIEW Dashboard  Protect  Jobs  Organizations ? an mminitre.. [
Jobs
Recent Active Scheduled Enter search text
Scope Organization Appliance Type Job Name Asset Name
All v All v All v All v backup copy Q win Q
Enter filter criteria
Appliance Job Name Asset Status Type Started Progress Duration ~
. Backup Copy 2/1/23
Re 5ion-9448 Backup Co Win8.1%" st Active .
pLopy (Hot) 3:13 pm 00:00:21
Windows2012R2_ Backup Copy 2/1/23
Re ion-9443 Backup Co| Active :
popy B (Hot) 313 pm 00:00:19
recovery-9(« - Backup Cepy Job . Backup Copy 2/1/23
0 Win-109 file win109 Active (Hot) 3:13pm
50 ~ perpage 1 of 1 pages

Working with scheduled jobs

Use the Schedules view for the following;:
"Viewing scheduled jobs"
"Filtering the Scheduled jobs view"
"Viewing schedule details"
"Running a scheduled job on-demand"
"Disabling or enabling a job schedule"
"Deleting a job schedule"

Viewing scheduled jobs

The Scheduled job view displays job schedules across all Unitrends appliances that have been added to your
backup.net instance. To change the sort order of the display, click any column heading. (To filter the display, see
"Filtering the Scheduled jobs view".)

The following information is given for each schedule:
Appliance - Name of the appliance.
Organization - Organization name.
Job Name - Name of the job.
If initiated by a UniView backup policy, the job name is "UniView-AssetName".

If initiated by the Unitrends appliance, the job hame is the Unitrends job name.
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Status - Schedule status: Idle (no jobs are currently running) or Running (one or more jobs are currently running).
Type - Schedule type: Backup, Backup Copy Hot, Backup Copy Cold, or Certification (DCA job).

Last Run - Most recent date and time at which this schedule ran.

Next Run- Next date and time at which this schedule will run.

Hot copies run automatically as eligible local backups complete. Next Run time does not apply.

:icon - Click to access additional schedule tasks (Run Now, Disable, and Delete).

uNIV| EW Dashboard Protect Jobs Organizations ? | db® W junitre... B
Jobs
Recent Active Scheduled
Scope Appliance Type Status Job Name Last Start Last End Next Start Next End
All v v Al v Al v Q = = = B
Click any heading to sort by column
Appliance Organization Job Name Status Type Last Run ~ Next Run
2/1/2023 2/1/2023
Re ion-9445 King Bee A-Servers Running Backup 1:30 PM 330 PM
Backup COLD Copy 2/1/2023 W Click to .
-8032 Helter Skelts Il Backup Ci Cold :
recovery- s elter Skelter Job e ackup Copy (Cold) 12:00 AM Y iow tasks :
Backup Cold Copy 2/1/2023 2/2/2023 Run Now
recovery-8032s Helter Skelter Job Image Idle Backup Copy (Cold) 12:00 AM 12:00 AM
Backup Copy Cold 2/1/2023 2/2/2023 Disable
max9s-264 RS TEAM bik-deb10 Idle Backup Copy (Cold) 12:00 AM 12:00 AM
Delete
Recovery Series Backup Copy
-9 w0 Il Backup Ci Hot - -
recovery Team hotttesxi-deblatest ¢ ackup Copy (Hot)
HV-200-226 Muddy Waters Backup Copy Job Running Backup Copy (Hot) - -
2/1/2023 2/2/2023
9s-264 RS TEAM Backup Copy Job Il Backup Ci Cold
max9s ackup Copy Jol e ackup Copy (Cold) 12:00 AM 12:00 AM
recovery-8120s- Recovery Series Backup Copy Job
50 Team img Idle Backup Copy (Hot)
2/1/2023 2/2/2023 y 1
max9s-264 RS TEAM Backup Copy Job nfs Idle Backup Copy (Cald) 12:00 AM 12:00 AM 3
recovery-8120s- Recovery Series Backup Copy Job Running Rackin Cony (Hof _ _ -

Filtering the Scheduled jobs view

The Scheduled jobs view displays job schedules across all appliances that have been added to your backup.net
instance.

To filter the display, enter filter criteria in any of the following:
Scope - Select a scope from the list. (Select All to clear the scope filter.)
Appliance - Select an appliance from the list. (Select All to clear the appliance filter.)
Type - Select a job type from the list. (Select All to clear the job type filter.)

Status - Select Idle, Running, Failover, or InstantLab to filter by job status. (Select All to clear the status filter.)
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Job Name - Enter a text string, then press Enter to apply. Job names containing the text you entered display.
Last Start - Date and time at which the most recent job started.
Last End - Date and time at which the most recent job ended.

Next Start — Date and time at which the next job is scheduled to start.

Next End - Date and time at which the next job will end.

UNINIEWW Dashboard ~ Protect Jobs  Organizations ? - myitre...
Jobs
Recent Active Scheduled
Scope Appliance Type Status Job Name Last Start Last End Next Start Next End
All ~ recovery-9 00 v Backup v All v Q i} i) ] et
Enter filter criteria
Appliance Organization Job Name Status Type Last Run ~ Next Run
Recovery Series Backup incremental 2/2/2023 2/3/2023
-90 00 Idl Back
recovery Team 100 © ackup 12:00 AM 12:00 AM
Recovery Series Backup Incremental 2/2/2023 2/3/2023
recovery-S( 0 Team debian ldle Backup 12:00 AM 12:00 AM
100 ~ perpage 1 of 1 pages

Viewing schedule details
To view schedule details:
In the Scheduled jobs view, click a row in the list.
The following schedule details display:
Name - Job name.
If initiated by a UniView backup policy, the job name is "UniView-AssetName".
If initiated by the Unitrends appliance, the job name is the Unitrends job name.
Appliance - Appliance name.
Schedule Days - Days when the schedule runs.

Schedule Frequency - Time(s) at which the schedule runs each day.
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uNIV| EW Dashboard Protect  Jobs Organizations ‘ dbé . itre... m
Job Detail X
Jobs
Name Backup incremental 109
Recent Active Scheduled Appliance recovery-ol 00
Scope Appliance Type Status Job Name Last Start L hedul
Schedule
All ~ recovery-9l 00 v Backup v All v Q i)
Days Frequency
Appliance Organization Job Name Status Type Last we BERREMmMEBERE at 3:00 am
Recovery Series Backup incremental 2/2,
recovery-9( Do Idle Backu
Y Team 100 ° 124
recovery-ae 100 Recovery Series Backup Incremen e giRUET to view job details Backup 2/2,
Team debian 120
100 ~ perpage 1 of 1 pages

Running a scheduled job on-demand

To run a scheduled job now, click the schedule's: icon, and select Run Now:

UNINIEWW Dashboard ~ Protect Jobs  Organizations ’ W Hitre_..
Jobs
Recent Active Scheduled
Scope Appliance Type Status Job Name Last Start Last End Next Start Next End
All v Al v Al ~Al v Q & & =} &
Appliance Organization Job Name Status Type Last Run ~ Next Run
X 2/2/2023 .
Re 5i0n-944S5 King Bee A-Servers Idle Backup 830 AM o— :
_ 2/2/2023 e— Run Now
Repmussion-944S King Bee WinServers Idle Backup 8:30 AM
) 2/2/2023 Disable
Re sion-944S King Bee SharePointServers Idle Backup 2:30 AM -
Delete
o Data Copy Access 2/2/2023
-6 —
LHR2-6/ DO Mississippi Sax 130107000 Idle Certification 6:00 AM

Disabling or enabling a job schedule

To disable or enable a scheduled job, click the schedule's : icon, and select Disable or Enable:
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UNIVIEVW Dashboard  Protect Jobs  Organizations » dbi W itre...
Jobs
Recent Active
Scope Appliance Type Status Job Name Last Start Last End Next Start Next End
All v All v All v All v Q 5] 5] 5] 5]
Appliance Organization Job Name Status Type Last Run - Next Run
2/2/2023
Re sion-9448 King Bee A-Servers Idle Backu - H
¢ P 8:30 AM o :
. ) ) 2/2/2023 Run Now
Rermsion-944S King Bee WinServers Idle Backup 8:30 AM
, 2/2/2023 9_ bisable
Re sion-944S King Bee SharePointServers Idle Backup 830 AM
Data Copy A 2/2/2023 pelete
- ata Copy Access /2
LHR2-6( ho Mississippi Sax 139-1070CC Idle Certification 6:00 AM

Deleting a job schedule

To delete a scheduled job, click the schedule's : icon, and select Delete. Click Delete to confirm:

UNIVIEVW Dashboard  Protect Jobs  Organizations » dbi W itre...
Jobs
Recent Active Scheduled
Scope Appliance Type Status Job Name Last Start Last End Next Start Next End
All v oAl v Al v Al v Q =) =) =} @
Appliance Organization Job Name Status Type Last Run ~ Next Run

21212023
Re, sion-9448 King Bee A-Servers ! o_ :

Please Confirm

Relmision-944S King Bee WinServers Fun Now
. . R Are you sure you want to delete the job A-Servers? Disable
Re sion-944S King Bee SharePointS 3
e— Delete
o Data Copy A
-6
LHR2-6 ho Mississippi Sax 139-1070CC Cancel Delete .
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Working with Organizations

Use the Organizations page to view appliance and asset information by organization and to add or modify
organizations. To access the Organizations page, click Organizations:

uN IVl EW Dashboard Protect  Jobs Organizations ? - Pitre...
Click here
Organizations 2 Map Organizations + New
scope Name
All ~ Q Alerts

See these topics for details:
"Viewing appliances and assets by organization"
"Filtering the Organizations page"
"Adding an organization"
"Importing organizations from Autotask, ConnectWise Manage, BMS, or Vorex"
"Editing an organization"
"Mapping companies and accounts to organizations"
"Mapping Datto Portal clients to organizations"
"Deleting an organization"
Viewing appliances and assets by organization

The Organizations page displays all Unitrends organizations that have been added to your backup.net instance. To
change the sort order of the display, click any column heading. (To filter the display, see "Filtering the Organizations
page".)

The following information is given for each organization:
Name - Organization name.
Scope - Scope to which the organization is assigned.
Appliances - Number of Unitrends appliances in the organization's environment.
Alerts - Number of unresolved alerts across the organization's appliances.

Free Space - The total amount of free space across the organization's appliances, shown as a percent of total
appliance space.

iicon - Click to delete the organization or modify BMS, Vorex, Autotask, or ConnectWise settings. (For details, see

"Working with Integrations".)
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UNIV|EW Dashboard Protect  Jobs Organizations - = _nitre.. B3

Organizations  Map Organizations

Scope Name
All ~ Q Alerts
Click any heading to sort by column
Name = Scope Appliances - Alerts - Free Space
Recovery Series Team Unitrends RS 2 1 98.41% H
Click to delete or
RS TEAM Unitrends RS 1 0 78.35% NI PEREEITES :
King Bee My Scope 1 1 65.77% ConnectWise Settings
Helter Skelter Beat 1 2 7.82% BMS Seftings
Mississippi Sax My Scope 1 1 15.31%
Autotask Settings

Muddy Waters Beat 1 0 72.62%

Click an organization in the list to view the organization's appliances and assets:

UN IVl EW Dashboard Protect  Jobs Organizations

Organizations 2 Map Organizations

Scope Name
All ~ Q Alerts
Name * Scope Appliances - Alerts - Free Space
Stokes - Gerhold Unassigned 0 0 100%

Stroman - Koepp Click to view Unassigned 0 0 100%
organization details
Te St ast 7 4 18.14%
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UN IVl EW Dashboard Protect  Jobs Organizations

{ Tef This organization has 7 appliances i Delete

Completed Jobs

Appliance Status Alerts

=

7

Feb 24 Feb 26 Mar 01 Mar 03 Mar 05 Mar 07
I Success Missed
PM-VMWARE-UB- } IP ADDRESS LAST SEEN MODEL ORGANIZATION VERSION FREE SPACE Manage [
190 . - JusT NOW VIRTUAL TE 197.9 GB / 696.9 GB
APPLIANCE 28.39% FREE

Appliances are listed here. Scroll to

View Unprotected Assets

> Protected Assets view more appliances. Click
Protected Assets to view an
appliance's assets
® PM-VMWARE-UB-1. . .. 44 IPADDRESS LAST SEEN MODEL ORGANIZATION VERSION FREE SPACE Manage [
192 48 JUST NOW VIRTUAL TR 10.8.1 100.9 GB / 199.9 GB

APPLIANCE 50.5% FREE

Filtering the Organizations page
The Organizations page displays all organizations that have been added to your backup.net instance.
To filter the display, enter filter criteria in any of the following:

Scope - Select a scope from the list.

Name field - Enter a text string, then press Enter to apply. Organization names containing the text you entered
display.
Alerts - Click to slide the switch. Appliances with unresolved alerts display.

dba®™ Wl Wiitre...

UNIVIEVW Dashboard  Protect Jobs  Organizations @ : @

2 Map Organizations + New

Organizations

Enter search text
Scope Name
All ™, Q
Select a scope Click to slide switch

Appliances - Alerts - Free Space

Alerts

Name = Scope

Initech Inc. Test My Scope 0 0 100%
Ritchie Inc Unassigned 0 0 100%
Casper Inc Unassigned 0 0 100%
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Adding an organization

If you have integrated your PSA, do not use this procedure. Instead, add new accounts or companies to your
PSA. Once accounts or companies have been added, import them into the UniView Portal as described in
"Importing organizations from Autotask, ConnectWise Manage, BMS, or Vorex".

To add an organization:

On the Organizations page, click + New.

UN|V| EW Dashboard Prolect  Jobs Organizations @3 : @ . dbaw mg mite.. [
Organizations 2 Map Organizations + New
Click here
Scope Name
All ~ Q Alerts

Enter the organization name.
Select a scope, and click Save:

A user's scope determines which organizations are visible in the UniView Portal. To ensure that users
can only access information about organizations specified in their scope(s), you must assign each
organization to a scope.

Add Organization

Name * Scope *

Midco Annuities —o Columbia-Unitrends

Enter organization name or select
an organization from the Name list
Cancel

The organization is added and displays on the Organizations page.

u N |V| EW Dashboard Protect  Jobs Organizations ? E = nitre...
Organizations 2 Map Organizations + New
Scope Name
All ~ Q Alerts
Organization is added
Name * Scope Appliances - Alerts = Free Space
Midco Annuities Columbia-Unitrends 0 0 100%
50 ~ perpage 1 of 1 pages
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Importing organizations from Autotask, ConnectWise Manage, BMS, or Vorex

If you have integrated your PSA, add new accounts or companies to the PSA. Once accounts or companies have been

added, use this procedure to import them into the UniView Portal.

To import organizations

On the Organizations page, click Import.

UNIVIEVW Dashboard  Protect Jobs  Organizations

) dbam g Witre...

Organizations

Scope Name

All v

Organizations are imported:

Import Organizations

Q 100 ~ perpage 1 of 2 pages

Help-U-Sell Realty

Hewitt Associates, Inc.

Holy Trinity

Hospice Care of South Carolina
Hunter Engineering

Initech 2

Initech Inc. Test

Intuit

K&E Excavating

Kaseya

Cancel

Assign organizations to a scope:

UNITRENDS

AKaseya company

Map Organizations + Import
Click here

Q Alerts
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A user's scope determines which organizations are visible in the UniView Portal. To ensure that users can
only access information about organizations specified in their scope(s), you must assign each organization
to a scope.

In this procedure, the organizations you select are assigned to one scope. Repeat these steps to assign
organizations to another scope.

Check boxes to select organizations. Click Next Step.

Import Organizations

Q 100 ~ perpage 1 of 2 pages
Help-U-Sell Realty -
Hewitt Associates, Inc.
Holy Trinity
Hospice Care of South Carolina
Hunter Engineering
Initech 2
Initech Inc. Test o
Intuit
K&E Excavating
Kaseya
2 -
Cancel Next Step

Select a scope from the list. Click Save.

¢« Import Organizations

My Scope —o

EEI\E

Map organizations to companies or accounts. Click Map.
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Organization Mapping

Choose related entity on the right dropdown to create mapping
i 250 ~ perpage 1 of 1 pages
(optional) Enter text to
search for an organization

Organization ConnectWise Company Autotask Account BMS Account
Initech 2 Initech 2 hd v e

Initech Inc. Test v ' A

Map organizations
to companies or accounts

Intuit Intuit v v v
K&E Excavating K&E Excavating v v

Cancel

Editing an organization

If ConnectWise Manage, Autotask, BMS, Vorex, or IT Glue has been integrated, you can run additional
procedures on the Organizations page. For details, see "To view or modify one organization's ConnectWise
Manage settings", "To view or modify one organization's Autotask settings", "To view or modify one
organization's BMS or Vorex integration settings", "To view or modify IT Glue credentials settings", and
"Working with Integrations".

To edit an organization

On the Organizations page, click the organization row in the list.
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UNIVIEVW Dashboard  Protect Jobs  Organizations ? . dbar = itre...
Organizations 2 Map Organizations + New

scope Name

All ~ Q Alerts
Name * Scope Appliances - Alerts = Free Space
Wild Eagle, Inc. (@1 JOELIGELVEL G Columbia-Unitrends 0 0 100%
50 « perpage 1 of 1 pages

Click Edit.

UNIVIEVW Dashboard  Protect Jobs  Organizations

< Wild Eagle, Inc. @ Delete | 7MY

Click to edit
Modify the organization name and/or scope, and click Save:
A user's scope determines which organizations are visible in the UniView Portal. To ensure that users can

only access information about organizations specified in their scope(s), you must assign each organization
to a scope.

You cannot modify the name of a VSA, Autotask, ConnectWise Manage, BMS, Vorex, or IT Glue organization.

Edit Organization
(Optional) Assign a
different scope

Name * SCOpE * 9\
Wild Eagle, Inc. Columbia-Unitrends v
\o (Optional) modify 3
customer name

Cancel Save

Mapping companies and accounts to organizations

By default, the integration's company or account is applied to all of its organizations. Use this procedure to quickly
apply different companies or accounts to multiple organizations.

To map companies and accounts to organizations
Log in to the UniView Portal.

Select Organizations.
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Click Map Organizations.
(Optional) Filter the organization list by entering a text string in the Search field.
Select a different company or account for one or more organizations.

In the figure below, ConnectWise, Autotask, BMS, and Endpoint Backup integrations have been
configured for this UniView Portal instance. If you do not see an integration, it has not been added to
your UniView Portal instance.

Click Map.

UNNIEW Dashboard  Protect Jobs  Organizations

i i 2 Map Organizations + Import
Organizations P
oo Organization Mapping
- Choose related entity on the right dropdown to create mapping
All v Q Alerts
Q 250 ~ perpage 1 of 2 pages >
Name *
212 Bronx Organizatien ConnectWise Company  Autotask Account BMS Account & E“;E:I‘:‘(IBT“

212 Bronx Child

212 Bronx Your Comp... v m X v 212 Bronx Vv v
78910 Corporation —
Group
7 212 Bronx 11 v v v
TopDog
78910 Corporaticn1 Upstate
78910 Corporation! v Document v v
A "9 Providers
Map organizations
ABLE Manufacturing HQ to ABLE
PSA accounts v Manufacturing v v
ABLE Manufacturing HQ* West Coast
Unitrends
ABLE Manufacturing West Coast Abernathy, Oberbrunner ani\genner — VP o o
Northeast
212 Bronx
ABLE Manufacturing HQ* v v v
% »
2

ARI F Manifacturinn West Cnast

o ARIE Manin ~s v 4 v e
4 3 ; !
Cancel Map
A :

Mapping Datto Portal clients to organizations

When the Datto Portal integration was added, UniView Portal automatically created a mapping for each Datto client. As
new clients are added to Datto Portal, they are automatically added to UniView and mapped to a UniView organization.
If needed, you can use this procedure to quickly modify mappings for multiple organizations.

To map Datto clients to organizations
Log in to the UniView Portal.
Select Organizations.

Click Map Organizations.
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UNIVIEVYWYW Dashboard  Protect Jobs  Organizations @ 3 @ . dbzemmz mitre.. 3
Organizations e— 2 Map Organizations [l N="
Scope Name
All v Q Alerts

(Optional) Filter the organization list by entering a text string in the Search field.
In the Datto Portal Client column, select a different client for one or more organizations.

If you do not see a Datto Portal Client column, the Datto integration has not been added to your UniView
Portal instance. To add this integration, see "Integrating Datto Portal".

Click Map.

Organization Mapping

Choose related entity on the right dropdown to create mapping
_o (Optional) Enter textto ¥ 50 ~ perpage 1 of 10 pages >
search for an organization
Organization Datto Portal Client
212 Bronx U v

DCMA Tt Customer

212 Bronx Child

Map organizations
212 Brooklyn to clients

Skyend Architecture Denis Too. Customer ~

555tech v

78910 Corporation v
Cancel

Deleting an organization

Deleting an organization removes the organization and all of the appliances associated with that organization. Upon
deleting an organization, you can no longer access those appliances in the UniView Portal.

To delete an organization

On the Organizations page, click the organization's i icon and select Delete.

Working with Organizations UNITR EN DS

A Kaseya company




UniView Portal Guide 205
Release 2.50 | April 2024

To confirm, type DELETE and click Delete.

NIVIEVW Dashboard  Protect Jobs  Organi

Organizations Map Organizations + New
Scope Name
All v corp Q Alerts

Delete An Organization

Name = Free Space

78910 Corporation 100%
You are about to delete organization 78910 Corporation. Deleting an organization will remove all of the

Autotask Corporation ap ociated with that organization and you will no longer be able to access those a 100% Delete
inthe p To confirm please type DELETE

Corporation Strawberry 100%

Dynamo Corporation 100%

prame e oeere——@)

Corporation Beatty Type DELETE 100%

McGyver Corporation 100%

0ld Guard Corp sareel | 2D 100%

50 ~ perpage 1 of 1 pages
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Working with Users and Scopes

Use the procedures in this chapter to view and add portal users, and to add and apply scopes that define which
organizations a user can access in the UniView Portal.

Users and scopes are managed from the Settings page. To access the Settings page, click E:

UNINVIEVW Dashboard ~ Protect Jobs  Organizations ? D domommeitre.. [

Scope Organization

Dashboard Al v Al v

rA
LaJ

Working with users

Use these procedures to manage portal users:
"About UniView Portal user accounts"
"Viewing users"

"Adding a user"
"Editing a user"
"Enabling a user"
"Disabling a user"
"Resetting 2FA"
"Resending an activation email"
About UniView Portal user accounts

Access to data and features is determined by the role and scope(s) of the UniView Portal account that the MSP, SMB,
or organization uses to log in to the portal. A user's role defines the functions they can perform. The assigned scopes
determine the data they can see. Membership in a role and membership in a scope are independent of each other.

The scope defines which organizations are visible to the user in the UniView Portal. For details, see "Working with
scopes".

The role defines which features and procedures the user can run:

Description

Superuser This role can perform all operations for all organizations, including creating and modifying other
Superuser accounts, and adding or modifying integrations. Superusers are assigned all scopes
and have access to all organizations.
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Role Description

Admin This role can perform most operations, including appliance configuration, backup job
configuration and management, and user creation. Admin users cannot create or modify
Superuser accounts, cannot create scopes, and cannot add or modify integrations.

Admins can only view and perform operations for certain organizations, based on the scopes
assigned to their user account.

Manage This role has Monitor access and can start backup jobs and modify retention settings.

Monitor This role has read-only access to the user interface and reports.

Viewing users

The Users view displays all portal users in the scope(s) that are visible in the current UniView Portal session. To change
the sort order of the display, click any column heading.

The following information is given for each user:
Email - Email address used to create the user.

Role - Role that determines which features and procedures the user can run: Monitor, Manage, Admin, or
Superuser. (See "About UniView Portal user accounts" for details.)

Status - User status: active, pending activation, or disabled.
Last seen - Number of days since last login.
ticon -

For active users, click to edit or disable the user account, or to reset the user's two-factor authentication
(2FA).

For disabled users, click to enable the user account.

For users in pending activation status, click to resend the Welcome to UniView email with an updated
Activate Now link. (New users must click Activate Now to set their password and log in to UniView within 48
hours of receiving the Welcome to UniView email. Resending the email provides a new link with a fresh 48-
hour activation window.)
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UNIV| EW Dashboard Protect  Jobs ‘Organizations @ ’,_: C?J . dbamtim wire.. [
Settings + New

Alerts Integrations Users Scopes APl Access

Active Users

Click any heading to sort by column

Email Role Status Last Seen -
@ dbe . rends.com Superuser Active just now
User currently logged in
to UniView Superuser Active just now
wbo' | = nds.com Superuser Active an hour ago
idms_ W Eseya.com Superuser Active an hour ago
sl T@backup.net Superuser Active an hour ago

Adding a user

If two-factor authorization (2FA) has been enabled for your UniView Portal instance, new users are
automatically prompted to configure the 2FA application when they log in for the first time.

To add a user:

Log in to the UniView Portal with an account that has the Admin or Superuser role.

As Admin, you can add a user account and assign it any role other than Superuser.

As Superuser, you can add a user and assign it any role, including that of Superuser.

Click B1:
Dashboard Protect  Jobs Organizations Witre... K«
UNIVIEVW , ]
Scope Organization
Dashboard All v Al v oo

In the Users view, click + New.

UNIVIEVW Dashboard  Protect Jobs  Organizations

Settings Click here + New

Alerts Integrations Users Scopes API| Access
Active Users

Enter the user's email and role.
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The role you select determines which features and procedures the user can run. (See "About UniView Portal user
accounts" for details.)

(If needed) Check the Add to User Exception List for KaseyaOne Unified Login box if you require login with
KaseyaOne but would like to create an exception for this user. For details, see "To enable or disable Require Login
with KaseyaOne".

This banner displays at the top of the page if Require KaseyaOne Login is enabled:

Require Log In with KaseyaOne is enabled. If this user does not have a KaseyaOne user account, they will be prevented from logging in. To allow this user to login with local module credentials, add this user to
the User Exception list under Require Log In with KaseyaOne.

Add one or more scopes:

To manually assign scopes, click + Add another scope. In the Scopes dialog, check boxes and click Select to
assign selected scopes to the user.

To add access to all scopes, click to enable the Global Scope toggle.

The scopes option does not display for the Superuser role as all scopes are accessible to Superuser
accounts. You must assign at least one scope to non-Superuser accounts.

Click Save.
Add User
Email
dbe. Sttuniview@gmail.com —o
Role *
Manage 9—\
© Has Mon \rzj access and can start backup jobs and modify retention settings. -S
Add to User Exception List for KaseyaOne Unified Login
Scopes Global Scope
Columbia-Unitrends X  Crossroads x
Add scopes:
Click Global Scope to add all scopes
Add another scope OR
Click + Add another scope to select scopes in the Scopes dialog.
Scopes
Columbia-Unitrends -
Crossroads
Delta Blues
Ellada

Cancel Select

The user is added in pending activation status and a Welcome to UniView email is sent to the user. The user must
click the Activate Now button in that email within 48 hours to activate their account. When activated, the user's
status changes to active on the Users page.
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If the user's activation link expires, you can click the user's : icon and select Resend Activation to send
the user a new link.

UNINVIEVW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes AP| Access
Active Users
Email Role Status Last Seen -
ax k@datto.com Superuser Active
dbpttuniview@gmail.com Manage Pending Activation H
500 v perpage 2 ofZpages ¢ User is added in Pending Activation status Resend Activation

Editing a user
Use these steps to modify the user's role, scopes, and whether the user has an exception for KaseyaOne Unified Login:

Log in to the UniView Portal with an account that has the Admin or Superuser role.

As Admin, you cannot modify a superuser account or assign the superuser role to a user account.

Click @:
UN|V| EW Dashboard Protect  Jobs Organizations ? dbm mmmmitre...
Scope Organization
Dashboard Al v Al v -

In the Users view, locate the user, click its i icon, and select Edit.
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U N IVl EW Dashboard Protect Jobs Organizations ? ‘ dbammll ™ initre....
Settings + New
Alerts ntegrations Users Scopes API Access

Active Users

Email Role Status Last Seen ~

® dirmom Jewivends.com Superuser Active just now

de eb52@gmail.com Manage Active just now 0\ :
orymk @mwiirends.com Superuser Active 2 hours ago e—Ec\:

whowl. @, Mends.com Superuser Active 3 hours ago

Reset 2FA

(Optional) Apply a different role. Select a role, then click Save.

The role determines which features and procedures the user can run. (See "About UniView Portal user accounts"

for details.)

Edit User

Manage Select role v
@ Has Monitor access and can start backup jobs and modify retention settings.

Reset password
a0ne Unified
Scopes Global Scope
Columbia-Unitrends X  Crossroads X
~+ Add another scope
Cancel Save

(Optional) Modify the user's Add to User Exception List for KaseyaOne Unified Login setting.

Check the Add to User Exception List for KaseyaOne Unified Login box if you require login with KaseyaOne
but would like to create an exception for this user.

Clear the Add to User Exception List for KaseyaOne Unified Login box to remove the exception from this
user.
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This banner displays at the top of the page if Require KaseyaOne Login is enabled:

Require Log In with KaseyaOne is enabled. If this user does not have a KaseyaOne user account, they will be prevented from logging in. To allow this user to login with local module credentials, add this user to
the User Exception list under Require Log In with KaseyaOne.

Edit User

Manage

@ Has Monilor access and can start backup jobs and modify retention settings

nified Login

xception Li Unified Log
Scopes Check box to create user exception or clear box to remove user exception

Columbia-Unitrends X  Crossroads X

—+ Add another scope

Fancel ﬂ

(Optional) Modify scope assignment. You can add or remove scopes, or click Global Scope to add access to all
scopes. Click Save.

The scopes option does not display for the Superuser role as all scopes are accessible to Superuser
accounts. You must assign at least one scope to non-Superuser accounts.
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Edit User

Manage v

(D Has Monitor access and can start backup jobs and modify retention settings

Reset password

(Optional) Click to
add all scopes

case and Uppercase
Exception List for K I (Opllond)Cick
to remove scope -

Columbia-Unitrends X

Scopes

Crossroads X

Add another scope

f
Scopes
(Optional) Add scopes: click +, check Cancel
baoxes, and click Select -
Columbia-Unitrends

Crossroads

Delta Blues

Ellada

(Optional) Reset the user's password:
Click Reset Password.
Enter and confirm the new password.
Click Save.
Disabling a user
To disable a user:

In the Users view, locate the user, click its i icon, and select Disable.
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UNIVIEVW Dashboard  Protect Jobs  Organizations ? [«
Settings + New

Alerts Integrations Users Scopes API Access

Active Users

Email Role Status Last Seen ~
dom wispmini® gmail.com Manage Active o-\
domemiiem Mmmitrends.com Superuser Disabled Edit
dstremseC _miends.com Superuser Disabled e Disable
ethwem Jwntto.com Superuser Active 21 days ago

Reset 2FA
eve Dkaseya.com Superuser Active 3 months ago

Click Disable to confirm.

Disable User

Are you sure you want to disable user dof | _ @nail.com?

Cancel

The user is disabled.

UNIVIEVW Dashboard Protect Jobs  Organizations ? [+
Settings + New

Alerts Integrations Users Scopes API Access

Active Users

Email Role Status Last Seen~

®  diwwm Jmivends.com Superuser Active just now

d¢ JiebS2@gmail.com Manage Disal)led Jjust now

Enabling a user
To enable a user:

In the Users view, locate the user, click its icon, and select Enable.
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U N IV| EW Dashboard Protect  Jobs Organizations ? . dbaemmTnitre... ﬂ
Settings + New

Alerts Integrations Users Scopes AP| Access

Active Users

Email Role Status Last Seen ~

®  dimwem pesivends.com Superuser Active just now

d¢ eb52@gmail.com Manage Disabled just now o\ :
orymismis @mmirends.com Superuser Active 2 hours ago e Enable

Click Enable to confirm.
Enable User

Are you sure you want to enable user domsimigusboogemail.com?

The user is enabled.

U N IV| EW Dashboard Protect  Jobs Organizations ? . dbammm=nitre...
Settings + New

Alerts Integrations Users Scopes APl Access

Active Users

Email Role Status Last Seen ~

® dlvswesil ewivends.com Superuser Active just now

dc leb52@gmail.com Manage Active just now

Resetting 2FA

Use this procedure to remove a user's two-factor authentication (2FA). Use this option if the user has lost their device.
Once 2FA has been reset, the user will be prompted to configure 2FA on their new device. Any recovery codes from the
previous configuration are no longer valid.

In the Users view, locate the user, click its: icon, and select Reset 2FA.

Click Confirm.
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UNIVIEVW Dashboard  Protect Jobs  Organizations a
2FA successfully reset X
Settings + New

Alerts Integrations Users Scopes APl Access

Active Users

Email Role Status Last Seen - o\

do i T Dgmail.com

Reset 2FA
dom Jmwitrends.com Edi
dstremes = ends.com You are about to reset two factor authentication for dor. s N_QZQTQHCDM Disable
ethsem Jwiutto.com 21 days ago
9— Reset 2FA
eve Dkaseya.com Cancel 3 months ago

Resending an activation email

When the user was added, a Welcome to UniView email was sent to the user. The activation link in this email expires in
48 hours.

To send a new activation link to a pending user, click the user's: icon and select Resend Activation. The user must
activate their UniView account within 48 hours of receiving this email.

U N Ivl EW Dashboard Protect  Jobs Organizations ? - . nitre...

Settings

Alerts Integrations Users Scopes APl Access

Active Users

Email Role Status Last Seen -

@ db - ends.com Superuser Active just now
oryabirin@uanitends.com Superuser Active just now :
denig 3@kaseya.com Monitor Pending Activation o\
idie.gaciiawnusaya.com Superuser Active 2 hours ago e_Reser.;l Activation
artl @kaseya.com Superuser Active aday ago

Working with scopes

To control access to organization data in the UniView Portal:
Each organization is assigned to one scope.

Each portal user account is configured with one or more scopes. A user's scope determines which organizations
are visible throughout the UniView Portal.
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The scopes option does not display for the Superuser role as all scopes are accessible to Superuser accounts.
You must assign at least one scope to non-Superuser accounts.

A user logs on with both an assigned role (the functions they can perform) and an assigned scope (the
data they can see). Membership in a role and membership in a scope are independent of each other.
Use the Scopes view to manage scopes. See these procedures for details:
To view and manage scopes, the feature must be enabled for your UniView Portal user account. If needed,
contact your administrator to enable this feature.
"Viewing scopes"
"Adding a scope"
"Editing a scope"
"Disabling or enabling the scopes feature"
Viewing scopes

The Scopes view displays all scopes that have been added to your backup.net instance. The following information is
given for each scope:

Name - Name of the scope.
Pencil icon - Click to edit the scope name. (Displays for superusers only.)
[l icon - Click to delete the scope. (Displays for superusers only.)

You must remove all users and organizations from the scope before it can be deleted. Use Edit
Organization to assign a different scope to applicable organizations (see "Editing an organization"). Use
Edit User to remove the scope from applicable users (see "Editing a user").

Dashboard  Protect Jobs  Organizations =™ G D dbommmi itre...
e -

Settings

Alerts ntegrations Users Scopes APl Access

Scopes

Name

Columbia-Unitrends P 4a!
Crossroads £
Delta Blues £ W
Ellada £

Working with Users and Scopes U N ITR E N D S

A Kaseya company




UniView Portal Guide 219
Release 2.50 | April 2024

Adding a scope
To add a scope:
Log in to the UniView Portal with an account that has the superuser role.

In the Scopes view, click + New.

UN|V| EW Dashboard Protect  Jobs Organizations @ :’ @ , dbemmmtam itre...

Settings + New

Click here
Alerts Integrations Users Scopes APl Access
Scopes
Name
Columbia-Unitrends / ]3

Enter the scope name. Click Add.

New Scope

Name your scope below. To add organizations to a scope, please add an appliance first

Scope Name
Ca%n

Northwest Region —o

The scope is added and displays in the list.

U N Ivl EW Dashboard Protect  Jobs Organizations @ ﬁ @  dbamsemitre.. B3

Settings

Alerts Integrations Users Scopes AP| Access

Scopes

Name

Columbia-Unitrends / m
Crossroads / m

Northwest Region Scope is added / m

Editing a scope
Use these steps to modify a scope name:

Log in to the UniView Portal with an account that has the superuser role.
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In the Scopes view, locate the scope and click its pencil icon.

[ & [\ | AVAI=VAYA Dashboard ~ Protect Jobs  Organizations ? . dbommbil vitre...
Settings

Alerts Integrations Users Scopes AP| Access

Scopes
Name
Columbia-Unitrends / ]i[
Crossroads / ]i[
Northwest Region / ]i[

Modify the scope name, then click Save.

Edit Scope
SCDDE Name

-, Inorder to delete this scope please remove all organizations from the scope, you can do so by editing

C%

= your arganization detail

uNIV|EW Dashboard Protect Jobs Organizations @ :' C’?} . dbemmiela nitre...
Setiings

Alerts Integrations Users Scopes APl Access

Scopes
Name
Columbia-Unitrends / ]i[
Crossroads / m
/0

Disabling or enabling the scopes feature

Use this procedure to disable or enable the scopes feature for a UniView Portal user.
Log in to the UniView Portal as the user whose scopes feature will be disabled or enabled by this procedure.
In the Scopes view, click Disable or Enable, then click Disable or Enable to confirm.

If scopes are enabled for the user, the Disable button displays. If scopes are disabled for the user, the
Enable button displays.
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UNIVIEVW Dashboard  Protect Jobs  Organizations &

= C?) ‘ dbommmtm vitre.. [
Settings + New
Alerts ntegrations Users Scopes APl Access

Scopes Disable Scope Feature

Name You are about to Disable the scope feature, please confirm.

Columbia-Unitrends P / m

Crossroads / m
Cancel Disable

Northwest / m
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Working with Integrations

To customize your UniView Portal environment, you can integrate Kaseya modules. Once you've integrated a module,
you can perform various tasks right from UniView, rather than logging in to a separate system.

Use the Settings > Integrations view (described below in "Viewing integrations") to manage your integrations. For
details on adding and working with integrations, see these topics:

"Integrating VSA 9"
"Integrating VSA 10"
"Integrating KaseyaOne"
"Working with your KaseyaOne integration"
"Integrating Autotask"
"Working with your Autotask Integration"
"Integrating ConnectWise Manage"
"Working with your ConnectWise Manage integration"
"Integrating Kaseya's Billing Management System (BMS) or Vorex"
"Working with your BMS or Vorex integration"
"Importing Accounts or Companies from your PSA"
"Integrating Datto Portal"
"Working with your Datto Portal integration"
"Integrating IT Glue"
"Working with your IT Glue integration"

Viewing integrations

Integrations are managed from the Settings page. To access the Settings page, click @ :

UNIVlEW Dashboard Protect  Jobs Organizations ? _ dommsmitre.. B3

Scope Organization

Dashboard Al v Al v

P
La

The Integrations view displays Kaseya modules that are available for integration with your UniView Portal. The following
information is given for each integration:

Module icon and name.
A description of the module.

An action button indicating the next step needed to start using the integration.
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UNIVIEVW Dashboard  Protect Jobs  Organizations ? o db mogE e
Settings
Alerts Integrations Users Scopes API Access
‘IT Kaseyaone Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials
Kaseya
- ’
Action buttons
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances = VSA. Click on Show
VEA Kas. Configuration to setup conditional alerts synchronization Download Manifest
aseya The portal is integrated with https://u [G-vsa.daw kaseya.net
~ SHOW CONFIGURATION
BMS . N ) X
BMS K Create tickets in Kaseya BMS based on alerts and warnings issued by BackuplQ Integrate
aseya
< l LT Glue Synchronize data with Kaseya IT Glue documentation tool. Integrate
I s aseya
- Autotask '
\X L: 10 is Create tickets in Autotask PSA based on alerts and warnings issued by BackuplQ Integrate [
Autotas|

Integrating VSA 9

Use these procedures to integrate your VSA 9 Saa$S or on-premise instance with the UniView Portal.

SaaS instance managed by Kaseya - If you are using a SaaS VSA instance that is managed by Kaseya, do not
run these VSA integration procedures. Instead, work with Support or your Evaluation Engineer to perform the
VSA integration.

These integration procedures apply to VSA 9 only. Do not use these procedures for VSA 10.

Conditional alarms for an on-premise instance that is not accessible on the Internet - UniView Portal requires
Internet access to push alarms to the VSA. If your VSA is not connected to the Internet, you cannot add UniView
Portal conditional alarms to the VSA instance.

" Step 1: (If needed) Remove the existing VSA 9 integration”
" Step 2: Install the latest TAP module"
" Step 3: Complete the integration"
Step 1: (If needed) Remove the existing VSA 9 integration

If you have already integrated VSA 9, use these steps to remove the UniView TAP module from your VSA instance.
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You must remove the existing TAP module before installing the latest UniView TAP module.

If the logos and branding you see in your currently deployed VSA module do not look like this new UniView
module, you may be using a prior version of the TAP module for the Unitrends Backup Portal platform. As of
January 2023, module branding has been modified, but no other functional changes exist. We do not
recommend customers uninstall the older module to use the newer module as this will impact existing
mappings (e.g., UniView user accounts mapped to KaseyaOne accounts for single sign-on, and assets
mapped to VSA IDs).

Log in to the VSA Ul.

Do not use a VSA URL that includes -cdn. Use the URL that goes directly to your VSA server instance.

Select System > Server Management > License Manager > Third Party.
Select the row containing UniView, Unitrends Backup (older versions), or Unitrends MSP (older versions).

Click Remove, then Yes to confirm.

General Third Party ‘ Licenses | License By Group Role Types

[# sl €3 '»:.:Tw.e—e

Tenant Name Application Name Company Name  Application Description Application Version Regquired V'S4 Version ~ Copyright Infermation

default Basic Tap Kaseya A sample TAP application 1.0 95 Copyright 2017, Kaseya
) default Unitrends Backup Unitrends Unitrends Backup 20 55 Copyright 2020, Kaseya
License Manager

detaurt Unitrend s s Unitrends Unitrenas Backup 'sta=ti=s 21 95 Copyright 2020, Kaseya
Software Licenses

X
“<» Delete third-garty appliction?
~  License :’/

O— -

Licensing

Step 2: Install the latest TAP module

Log in to the UniView Portal as a superuser.

Click :
u N |V| EW Dashboard Protect  Jobs Organizations ? - Bitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.

Locate the VSA integration and click Download Manifest. The UniView TAP module, UniView.vsaz, is downloaded.
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UNINVIEVW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes API Access
‘IT Eﬁ:\zyaone Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials. Integrate
- -

c VSA No Kaseya VSA integration was found. Click the button below to download a Kaseya VSA TAP manifest, which can then be »
VSA Kaseya imported into the VSA Download Manifest
) Ciick here

Use these steps to add the UniView TAP module to the VSA:
Log in to the VSA UL.
Do not use a VSA URL that includes -cdn. Use the URL that goes directly to your VSA server instance.
On-premise instance only - Select System > Server Management > Configure and make sure you have

checked this box: Enable Third Party App Installation Globally. (Skip this step if you have a SaaS VSA
instance.)
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VAYARRN o oo |

Q

" Version Number: 9.5.0.2
System
Installed Patch Level: 9.5.0.23

User Settings

r &

Available Patch Level: 9.5.0.23 Last Checked On: Wed Oct 2 18:28:11 EDT 2019 Check Latest Patch Level
Preferences

Patch Release Notes and Installation Ins

Change Logon

-
System Preferences #| Warn if the server can not get data from hittp:fvsaupdate.kaseya.net.
Check-in Policy #| Warn when the license reaches the maximum number of seats
Naming Policy ) Database
= User Security
Users ¥| Reload sample seripte with every update and database maintenance cycle

#| Reload sample event sets with every update and database maintenance cycle.

User Roles ¥| Reload sample monitor sets with every update and database maintenance cycle.

Machine Roles

Scopes Automatically redirect to HTTPS at logon page

v
rd ISA Web Service
Logon Hours Enable VSA APl Web Service.
#| Enable Third Party App Installation Globally.
User History ¥| Enable Invalid Patch Location Notifications.
rd

heck box
= Orgs/Groups/Depts/

Allow non-authenticated users to download attachments from ticket notifications

Manage

Run database backup / maintenance & v Set Period
Set-up Types
- Server Management Backup folder on KWEB1 | C:\Kaseya\UserProfiles\@dbBackup Change Default
o disable recurring backups. | Change DB... Backup Now Restore...
2 Default Settings
License Manager Archive and purge logs every day @ | 400am ¥ Set Period
Import Center
Log file archive path: | C\Kaseya\UserProfile: hive Change Default
System Log
Statistics
KServer Log Live Connect r Stop KServer Restart MsgSys
Logon Policy
. . ¥| Enable alarm generaticn. Disable during system maintenance.
Application Logging
#| Enable legging of script errors marked "Continue script if step fails®
Outbound Email ¥ Enable logging of successful child script execution in agent procedure log
0Auth Clients
Storage Configuration Select time format: '*' 11:22:15 pm 2-0ct-19 23:22:15 2-0ct-19 (24-hour)

Select System > Server Management > License Manager > Third Party > Install.

Click Install. Browse to the path where you downloaded the TAP module. Select UniView.vsaz. Click Open.
Click Next.
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System Preferences
User Security
Orgs/Groups/Depts/Staff
Server Management

Default Settings

License Manager

Import Center

WA system Log

Third Party Licenses || vicense By Group | Role Types |

=Q
#] nstall € Remove
* System —o =

User Settings

Tenant Name Application Name ~ Company Name  Application Description Application Version Required VSA Version | Copyright Information
X00010549 Cloud Backup Kaseya A direct-to-cloud backup solution 10 9.5 Copyright 2019, Kaseya
2 o x
Instructions
Please seiect a vaaz file to start the registration process
Manifest file name:
1 Browss File
< 1~ - I Downloads, a Q
e Recents
= A Applications
= Deskiop
UniView
. ) Documents
@ Downloads
- (Cloud Driva
ared

UniViewwsaz

Infermation

Enter your homerealm in the homerealm Custom Value field. Click Next.

Instructions

Please enter the value for your custom fields.

Custom Field

homerealm

Click Next.
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ServiceDesk Definitions 1o be installed

There are no Service Desk Definition 1o be installed

Alert Definitions to be mstalled

Genanc system level alert

Click Finish. The module is installed and activated.

d [=] B
Ly
You're module is ready to be activated!
Click Finish to register your module with the provider and activate it for use
Click Finish
Cance Back Finish

Step 3: Complete the integration

Run this procedure to link your VSA and UniView Portal credentials, enabling single sign-on (SSO) access to the UniView
module from your VSA session.

You must run this procedure from the VSA. Authorizing UniView Portal access to the VSA by logging in directly to
backup.net is not supported.
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If you must access the VSA from the local network by IP address or DNS alias, SSO is not supported. Do not run
this "Step 3: Complete the integration" procedure. Instead, you must enter your UniView Portal credentials to
access the UniView module from your VSA session.

This procedure uses third-party cookies for authentication and to help you sign up for our services. If prompted,
click to allow third-party cookies in your browser.

A 1-to-1 VSA to UniView Portal account ratio is now enforced. (A VSA user account can be linked to only one
UniView Portal user account. A UniView Portal user can be linked to only one VSA user account.) If needed,
administrators can create additional accounts to meet this requirement.

In the VSA, select the UniView module.

Enter the backup.net homerealm. Click Next.

Apent Procedures »

UNIVIEVW
Aot , - Enter your homerealm

w8 830
1

@

Autharl L ol ST backup.net
Bachup »
D Cloud Backup ’
Data Backup »

E? owmencon » Help & Support | © Kaseya 2023

Log in to UniView Portal as a superuser.
Enter your UniView Portal username and password.

Click Log in.
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\SA E
<
[ .
: UNIVIEW
ol & sl -backup.net
Dashboard
0 agem »
%0 Agent Procedures »
O AsvMsbware » ’ _e o
& Ao »
.
S Aude »
@  Autaed »
D Backup »
s Log in with IT Complete
@@ Cloud Backup »
W OstaBaciup b Hein & Supeort| © Kaseya 2023
?  oanobcoR »

4 Enter your two-factor authentication (2FA) code, then click Verify. (You can obtain the code from your authenticator
app or use a recovery code.)

Verification

Enter your verification code or your pre-generated
backup password below

Code

1| @ Kaseya 2024

5 Click Allow to grant UniView Portal access to the VSA instance.
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L4
[ ueiview -
Portal -
Dashboard
(,] Agert ¥
o0 Apent Procedures »
fF avtMaware v
D Antvies »
E v »
@ Authlrmd »
D Bxip ¢
& CloudBackup ' Click Allow
&) DataBackup ’

The UniView Portal Dashboard displays.

Integrating VSA 10

The UniView Portal provides Ul and APl integration across these backup and recovery solutions: Unitrends backup
appliances, Spanning Saa$S backup for Microsoft 365, Google Workspace and Salesforce, and backup for public cloud
workloads. Add the UniView Portal module to VSA 10 so that you can manage your backup and recovery environments
from a single interface.

Contact your Account Manager or Customer Support to add the UniView Portal module to your VSA 10 instance. Once
the module is added, you can quickly access the UniView Portal right from your VSA by selecting Integrations >
Unitrends Backup:

Unitrends Backup
Integrations

UNIVIEW Dashboard  Status  Jobs  Organizations &8 8 @ On rend. [

Q. Find systems by name or logged in user 2 Upgrade From VSA 9 X L0 ® @ Jon

MODULES

88 Dashboards v
@ Client Portal ~ Scope Organization
S systems g Dashboard Al M
% Networks ~
% Automation
® Reporiing £ Appliances 0offline A Alerts 6 © Low Space Appliances 2 B Local Storage Used 18578
b~ Advanced Reporting
& integrations ~
\o Active Jobs Completed Jobs @
Autotask Integration =
Connectors
Connectii =
e Job Name Appliance Assels  Progress Duration
Datlo N ’
Agent - LIWSQL1 uB2 19158b 4 — 00:00:16
IT Glve Integrat on/e e
Unitrends Backup 139
On-Box Data Copy Recovery-90328 i =
Integration Log s
@  Endpoint Protection ~ 0
A Augt3 Augld Augls Augls Augil? Aug1s Augid Aug20 Aup2l Aw22 Aw2l Aug2d
@  Patch Management - See All

ADMINISTRATION

& ServerAdmin v
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Integrating KaseyaOne

KaseyaOne is its own identity provider (IdP) and you can use your KaseyaOne account to log in to all of your other
Kaseya modules. Use this procedure to integrate KaseyaOne. Integration enables users to log in to UniView Portal by
using KaseyaOne credentials and provides the option to automatically create UniView Portal users for each KaseyaOne
user. For details, see "Working with your KaseyaOne integration".

KaseyaOne also supports third-party IdP integrations, such as Okta, Microsoft EntralD, and Passly. If you
have integrated your third-party IdP with KaseyaOne, simply add the KaseyaOne integration and enable
Require Login with KaseyaOne to manage your UniView users with this IdP provider. (To add an IdP
integration to KaseyaOne, see this article: Set up third-party IdP integrations.)

To integrate the KaseyaOne portal
To perform this procedure, you must log in to UniView Portal as a superuser and log in to KaseyaOne as a

master role user.

Log in to the UniView Portal as a superuser.

Click El:

Dashboard Protect  Jobs Organizations ? Baitre... «
UNIVIEW v [«

Scope Organization

Dashboard Al > Al v

rA
Ld

Select the Integrations view.

Locate the KaseyaOne integration and click Integrate.

UNINIEWVW Dashboard Protect Jobs  Organizations

Settings

Alerts Integrations Users Scopes API Access

‘IT EaseYaOﬂe Configure the integration with KaseyaOne portal to enable the option to login using KaseyaOne credentials Click here Integrate
aseya

Log in to the KaseyaOne portal as a master role user. (If your KaseyaOne account does not have the master role,
you receive an Access denied message.)

Enter your username and company name. Click Next.
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1CaseyaOne

Username *

d it

Enter username
Company Name * & company name

une W

Don't have an account yet?
Please contact support to request one.

Download the KaseyaCne app

seTmon
® Google Play

Help & Support | © Kaseya 2024

® Enter your password. Click Log In.

1aseyaOne

dt t

w

Password * Forgot Password

Help & Support | © Kaseya 2024

6  Enter your two-factor authentication (2FA) code, then click Verify. (You can obtain the code from your authenticator
app.)
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Verification

Please open your authentication app and enter the
code below.

Authentication code *

401 |7—o

Back to Login

Help & Support | © Kaseya 2024

7  Theintegration is configured and login with KaseyaOne is enabled.

8 Toaccess KaseyaOne, click .

UNINIEVW Dashboard  Profect Jobs  Organizations

Settings Click to access KaseyaOne
Alerts Integrations Users Scopes API Access
G KaseyaOne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button on the @
& Kaseya login form.

KaseyaOne is integrated

@ Login with KaseyaOne is enabled
> Show configuration

9  You can see that the UniView module has been added to KaseyaOne. To connect to UniView from KaseyaOne, click
the UniView module:

1tCaseyaOne

2 Home

B aseya stere ¢ = Good Morning, unitrends & s [ ape! @ @ Cooper Intelligence Engine

‘ Your IT Complete Kit Optimizer

® View and Pay Invoices My Modules &

® View Subscriptions

B Payment Methods compliance Manager @ m EndPoint Backup @ IT Glue l0] Overall Progress

w Caoper Compliance Unified Backup IT Documentation 66% Keep It Up! &

2 support _ @ Completed Remaining
7 RocketCyber @ g VsA loJ - [=]

@ Admin Settings Security URMM/Endpoint Management Il 1P Ensblement

@ Cyber Insurance Fast Track

- /M Your Insights
RITSM-Certified Professionals uv Uniview

Unified Backup ToDo § Completed 10 Snoozed

e

o

Kaseya University

The Dashboard displays:
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UNINIEVWW Dashboard Protect Jobs  Organizations ? 0 dommmgitre... HH
SCOPE Orgamzatlon
Dashboard Al v Al v o
= Appliances 3 offline A Alerts 30 © Low Space Appliances 2 B Local Storage Used 72.7TB
Active Jobs Completed Jobs 14
Job Name Appliance Assets Progress Duration
Replica Restore recovery-8120s- 3 00:07:33
5
Backup image recovery-8120s- 2 — 00:04:15
Backup 139-99 recovery-8120s- 1 — 00:00:26
image ] r A Apr 08 r A 1 12 Apr r14 15 A r17 - A
See All
Recent Jobs
Appliance Job Name Type Started Asset

Working with your KaseyaOne integration

Once you've integrated KaseyaOne, use these procedures as needed:
"To disable or re-enable Login with KaseyaOne"
"To enable or disable Require Login with KaseyaOne"
"To enable or disable automatic user creation”
"To reset the KaseyaOne integration”
"Working with Cooper Insights in KaseyaOne"
To disable or re-enable Login with KaseyaOne

Disabling the Enable Login with KaseyaOne toggle prevents all UniView Portal users from logging in by using
KaseyaOne credentials but does NOT remove any user mappings.

Run this procedure to temporarily disallow KaseyaOne login for all users. You can then re-enable the Login with
KaseyaOne toggle so that users can resume using their KaseyaOne credentials for the UniView Portal.

Log in to the UniView Portal as a superuser.

Click E:
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UN |V| EW Dashboard Protect  Jobs Organizations @ ’:_, @ db Bitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.

Locate the KaseyaOne integration and click Show configuration:

|8 ] \V | \VAI=VAVA Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes APl Access
@ Kaseya()ne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show “Login with KaseyaOne Id" button on the @
S login form
- Kaseya g

>_ Show configuration

I v

Under Unified Login, click to disable or to enable log in with KaseyaOne.

This toggle must be enabled to use the Require Log In With KaseyaOne feature. Disabling this toggle
also disables the Require Log In With KaseyaOne feature.

UN |V| EW Dashboard Protect  Jobs Organizations ? W hitre...
Settings
Alerts Integrations Users Scopes APl Access
P Kaseyaone The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button on the
T ]
- Kaseya login form

v Hide configuration

Unified Login Click to enable Login with KaseyaOne
[} Enable Login With KaseyaOne

This option will allow your users to Log In with KaseyaOne. Learn More.
Automatic User Creation

Once enabled, your users in KaseyaOne who are granted access to UniView will automatically have a UniView user
created. This could result in additional charges in your KaseyaOne invoice. It is recommended to choose a lower level of
access as the default role for security purposes. Learn More

Enable Automatic User Creation

Default Settings
Choose default settings for new users imported from KaseyaOne

Role

To enable or disable Require Login with KaseyaOne

If enabled, the Require Login with KaseyaOne toggle forces users to log in to the UniView Portal with their KaseyaOne
Unified Login credentials. When enabling this feature, you are able to grant exceptions to specified users so that these
users are still able to log in using their UniView Portal credentials.
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Log in to the UniView Portal as a superuser.

Click @:
UN|V| EW Dashboard Protect  Jobs Organizations ? dbsmmmmitre...
Scope Organization
Dashboard Al v Al v o

Select the Integrations view.

Locate the KaseyaOne integration and click Show configuration:

UN Ivl EW Dashboard Protect  Jobs Organizations ? i W itre... n
Settings
Alerts Integrations Users Scopes API Access
P Kaseya()ne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show “Login with KaseyaOne Id" button on the
L o}
- Kaseya login form

>_ Show configuration

I oo |

Under Require Log In With KaseyaOne, clickto disable or to enable Require Log In with KaseyaOne.

(If needed) If you are enabling the Require Log In With KaseyaOne feature, ensure that the Enable Login with
KaseyaOne toggle is also enabled so that users can log in via KaseyaOne.

If you've enabled Require Log In With KaseyaOne, it is best to also enable automatic user creation.
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UN IVl EW Dashboard Protect  Jobs Organizations - Wire..

~ Hide configuration

(If needed)

Unified Login Enable this toggle

nable Login With KaseyaOne
This option will allow your users to Log In with KaseyaOne. Learn More.

Automatic User Creation

Once enabled, your users in KaseyaOne who are granted access to UniView will automatically have a UniView user
created. This could result in additional charges in your KaseyaOne invoice. It is recommended to choose a lower level of
access as the default role for security purposes. Learn More

[)_Enable Automatic User Creation
Enable if using
Default Settings Require Log In With KaseyaOne
Choose default settings for new users imported from KaseyaOne

Role

Require Log In With KaseyaOne

This option will pre; 1sers from legging in directly and only allow them to authenticate via KaseyaOne. Learn More.
Require Log In With KaseyaOne

User Exceptions
Users with exceptions can continue to log in using local module authentication

Use this link to log in without KaseyaOne Unified Login: https:#/log w-backup.net/k? —

S

T4
(Optional) Allow specified users to log in with UniView Portal credentials by granting exceptions to these users:
Click Select users.

Click users to add them to the exceptions list.
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U N Ivl E W Dashboard Protect  Jobs Organizations

Require Log In With KaseyaOne
This option will prevent users from logging in directly and only allow them to authenticate via KaseyaOne. Learn More.
@ Require Log In With KaseyaOne

User Exceptions
Users with exceptions can continue to log in using local module authentication

—o o Selected users
display here

mounitmt ‘mpkaseya.com

e-backup.net/k s 0

starp Taseya.com
(o,

vikt aseya.com
i Click to remove all users
kiliar: fa.com s
remove a user n now view your Kaseya agents under Appliances > VSA. Click on Show Configuration
S Download Manifest
V"A starily o ya.com
1seya.net
MOk aseya.com —9

> Shov mo - com

SeopeEmTTCoRe. LOM

BMS s com rts and warnings issued by BackuplQ Integrate

de ail.com

s n

l‘!l SCoremsicom mentation tool Integrate

oniE. com

(Optional) To enable a user to log in with UniView Portal credentials without granting an explicit exception, send the
user the log-in link shown here:

U N Ivl E W Dashboard Protect  Jobs Organizations

Require Log In With KaseyaOne
This option will prevent users from logging in directly and only allow them to authenticate via KaseyaOne. Learn More.
Require Log In With KaseyaOne

User Exceptions
Users with exceptions can continue to log in using local module authentication

4 Selected ~

Use this link to log in without KaseyaOne Unified Login: https://lo »backup.net/ s [0 Click to copy link

To enable or disable automatic user creation

The KaseyaOne integration has an Automatic User Creation setting that you can enable to automatically create a
UniView Portal user for each KaseyaOne user. Once enabled, your users in KaseyaOne who are granted access to the
UniView Portal module will automatically have a UniView Portal user created. UniView Portal users are created with the
default role you select for the Automatic User Creation setting (described in the procedure below). It is recommended
to choose a lower level of access as the default role for security purposes.

Creating additional users could result in additional charges in your KaseyaOne invoice.

Run this procedure to enable or disable automatic user creation:
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Log in to the UniView Portal as a superuser.

Click &:

UN |V| EW Dashboard Protect  Jobs Organizations @3 ﬂ @ dbs Woitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.

Locate the KaseyaOne integration and click Show configuration:

UNIINIEW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes APl Access
P Kaseya()ne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button on the
T ]
- Kaseya login form.

>_ Show configuration
I oo |
Under Automatic User Creation, click to disable or to enable automatic user creation.

(Optional) Under Default Settings, modify the default role assigned to the newly created users: Monitor, Manage,
Admin, or Superuser (see "About UniView Portal user accounts" for details).

UNIINIEW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes API Access
P Kaseya()ne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show “Login with KaseyaOne Id" button on the
(0 i o]
- Kaseya login form

v Hide configuration

Unified Login

@ Enable Login With KaseyaOne
This option will allow your users to Leg In with KaseyaOne. Learn More.

Automatic User Creation

Once enabled, your users in KaseyaOne who are granted access to Uniview will automatically have a Uniview user
created. This could resul . It is recommended to choose a lower level of
access as the def;

Click to enable automatic user creation
Enable Automatic User Creation

Default Settings

Choose default settings for new users imported from KaseyaOne
Click to select a different
Role default user role
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To reset the KaseyaOne integration

Use this procedure to reset the KaseyaOne integration. This procedure removes the integration and all associated user
mappings from UniView, and removes the UniView module from KaseyaOne. (To temporarily disable login via
KaseyaOne without removing the user mappings, see "To disable or re-enable Login with KaseyaOne".)

Log in to the UniView Portal as a superuser.

Click B1:
Dashboard Protect  Jobs Organizations ? Witre... K«
UNIVIEVW . ]
Scope Organization
Dashboard All v Al v oo

Select the Integrations view.
Locate the KaseyaOne integration and click i,

(Optional) In the Reset KaseyaOne Integration dialog, click Copy list to clipboard to copy and save a list of the
integration's users. (You may need to refer to this list as the reset removes these users.)

Click Reset to confirm that this will remove the integration and all of its user mappings.

U N |V| EW Dashboard Protect  Jobs Organizations

Settings
Alerts Integrations Users Scopes API Access
FIT KaseyaOne The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button

- Kaseya on the login form
Reset KaseyaOne Integration

> Show configuration

Are you sure you want to reset KaseyaOne Integration? All user credentials associated
with this integration will be deleted.
Kaseya VSA integratiol figuration

D py lis: pboard i
VSA ‘\(/SA 1o setup conditional ali ) Copy list to clipboard Download Manifest
aseya The portal is integ|
sia li@kaseya.com

> Show configuration

o -
MS Create tickets in Kase Integrate
B Kaseya 1 =

N
IT Glue Synchronize data with 3

Kaseya
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U N |V| EW Dashboard Protect  Jobs Organizations

Settings

Alerts Integrations Users Scopes API Access

G KaseyaOne

Configure the integration with KaseyaOne portal to enable the option to login using KaseyaOne credentials
- Kaseya

Integrate
Integration is reset -

Working with Cooper Insights in KaseyaOne

The Cooper Intelligence Engine provides insights based on telemetry gathered from your module usage. These insights
are designed to help you get the most out of your Kaseya modules. Insights let you know about features that drive the
most value for your business and guide you toward following industry leading best practices.

Once you have integrated KaseyaOne, Unitrends insights are enabled and added to Cooper if trigger conditions are
met. See these topics for details:

"Insight details" for a description of each Unitrends insight
"To view and manage insights" for steps used to review and resolve insights

For more on KaseyaOne and Cooper Insights, see KaseyaOne and FAQs - Cooper Intelligence Engine.

Haven't used KaseyaOne? It's free! Contact Support to get started.
Insight details

UniView Portal includes these Unitrends insights:

Component &

. Summa Triggers Excludes
Insight Name i &8
Appliance
updates
You could be | Enable Helix auto updates to keep Send if Helix auto updates Tenant was added <
missing out [ your appliances updated to the latest | have not been enabled on 7 days ago.
on critical release. any appliance in the )
updates UniView Portal. A Unitrends
appliance with at
least one protected
asset has not been
added to the UniView
Portal
Backup
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Insight Name Triggers Excludes
Automated Certify recoverability of your backups | Send if there are no Tenant was added <
backup by running Unitrends Data Copy scheduled DCA jobs. 7 days ago.
testing Access (DCA) jobs. It's FREE!
You haven't | Set a threshold for how long Send if backup alerting has Tenant was added <
set up machines can go without a good not been set up in the 7 days ago.
backup backup and receive alerts if this UniView Portal.
alerting yet threshold is exceeded.
Backup copy
You are one | Prevent data loss by setting up a Send if there are no Tenant was added <
incident backup copy job on the Unitrends scheduled backup copy 7 days ago.
away from appliance to store copies of your jobs. )
total data backups off-site. A Unitrends
loss! appliance with at
least one protected
asset has not been
added to the UniView
Portal
You haven't | Seta threshold for how long Send if replication alerting Tenant was added <
set up machines can go without a good has not been set up in the 7 days ago.
replication offsite replication and receive alerts UniView Portal.
alerting yet if this threshold is exceeded.
PSA integration
You're losing | Integrate your PSA system Send if no PSA system has Tenant was added <
time without | (ConnectWise Manage, Autotask, been integrated. 7 days ago.
PSA ticketing | BMS, or Vorex) so that each
integration BackuplQ alert also creates a ticket
in the PSA.
Your tickets | Map your UniView Portal Send if no organizations Tenant was added <
could be organizations to PSA companies or have been mapped to your 7 days ago.
going tothe [ accounts to ensure tickets are PSA accounts or _ _
wrong inbox | assigned to the correct queue. companies. PSA integration was
added < 7 days ago.
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Component &

Trigger Excl
Insight Name iggers xcludes
You could be | Use your UniView Portal PSA Send if your PSA integration Tenant was added <
saving more | integration to automatically close settings have not been 7 days ago.
time with tickets. configured to automatically
automated close tickets by status. No PSA system has
ticketing been integrated with
updates! UniView Portal.
To view and manage insights

Log in to KaseyaOne and select Cooper.

Active insights display in the To Do list.
aseyaOne L @ @uesmiss. I

> fome Scoreboard

[ Subscriptions & Billing COO per
Cooper Here 1o provide you with daily insights on how you can optimize your business
8 support

1

Admin Settings ToDo 6 Completed 9 Snoozed 2

0
. — 92%
Kaseya University
— Keep it upl s
Connect IT Community Your Insights 9 Active insights display -

":? Welcome to KaseyaOne, I'm Cooper, and I'm here to assist you in your onboarding
4

Wel seyalne! | am Cooper, your personal Al and | will help you get started with

Kas Completed Remaining
Cooper
Module Completed
":’ How to set up My Modules Cooper /4
! In K bl m two locations, the My Modules section and Unitrends 9/13

the laur
2% My Account Team

JuTmmmrte
JF Account Manager

=0 Automated backup testing

Certify recoverability of your Unitrends backups. It's FREE!

Juliets Manager

. Matitimmislo JILIEIES
.‘_ Director, Account Manager

(Optional) Filter the To Do list to display only Unitrends insights: click = , check the Unitrends Module box, and
click Apply.
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1C€aseyaOne

Home
[ Subscriptions & Billing COO per

Cooper Here to |)\C'v'|{‘€ you with daily insights on how you can optimize your business.

& support

Admin Settings ToDo 6 Completed 9 Snoozed 2

Kaseya University o\
o

Connect IT Community Your Insights =

Filter By

Category
Module Usage <
":? How to set up My Modules Reset e—m
‘

In KaseyaOne all your modules cations, the My Module

Click a Unitrends insight.

Review insight details. Do one of the following:

UniView Portal Guide
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Scoreboard
%
52%
Keep itup! s
Completed Remaining

Module Completed
Cooper 0/4
Unitrends 913

Click the action button to address the insight (Setup Recovery Assurance in our example). For details, see

"Resolving insights" below.
OR

Click @ to move the insight to the Snoozed list.
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1aseyaOne
it Home
scriptions & Billing COO per
W Cooper Here to provide you with daily insights on how you can optimize your business.
ToDo 6 Completed 9 Snoozed 2
aseya Universily
Connect IT Community Your Insights

2% My Account Team

JF Juinemrte

‘:.’ Welcome to KaseyaOne, I'm Cooper, and I'm here to assist you in your onboarding
i

One! | am Cooper, your personal Al and | will help you get started with

Account Manager

Juliet's Manager

= Mal™~ismistlo
irector, Account Manager

Automated backup testing

It's FREE!

Certify reco of your Unit

o Click the insight to view next steps
Unitrends

Automated backup testing

T e e Review details

Testing backups regularly is a key piece of the data
protection puzzle, but we noticed it's been a while... but
don't worry, we make it easy to test and ensure
recoverability with just a few clicks.

Setup a Data Copy Access (DCA) job in your appliances to

get started. Please review the video and documentation
linked below

Watch This Video

@ Unitrends - Recovery Assurance (]

Kaseya O
UNITRENDS «

LDIE - B 1
: Click action button
Articles For Yi
e e
B Learn How To Get Started
3

Setup Recovery Assurance

Resolving insights
Find your insight in this table for next steps:
Component Insight Steps to resolve
Appliance You could be Enable Helix auto updates for an appliance. See "Modifying Helix Auto Update
updates missing out on | settings" for details.
critical
updates
Backup Automated Create a DCA job on a Unitrends appliance. See Recovery Assurance in the
backup testing | Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and
Unitrends Backup for details.
Backup You haven't Set up conditional alarm thresholds for backups. See "Conditional alarms" for
set up backup | details.
alerting yet

UNITRENDS
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Component Insight Steps to resolve
Backup copy | You are one Backup copies are duplicates of your backups that are stored off-site. You
incident away | can copy your backups to the following types of targets: Unitrends Cloud, a
from total data | secondary Unitrends appliance, cloud storage (managed by Amazon, AWS,
loss! Google, or Rackspace), disks, NAS devices, and other media.
To resolve this insight, add a backup copy target to a Unitrends appliance and
create a backup copy job to copy backups to the target. See these topics in
the Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and
Unitrends Backup for details:
Backup copy targets
Creating backup copy jobs
Backup copy [ You haven't Set up conditional alarm thresholds for offsite replications. See "Conditional
set up alarms" for details.
replication
alerting yet
PSA You're losing Integrate your PSA with the UniView Portal to enable BackuplQ to create PSA
integration time without tickets for your alerts. See the following for details: "Integrating Autotask”,
PSA ticketing "Integrating ConnectWise Manage", or "Integrating Kaseya's Billing
integration Management System (BMS) or Vorex".
PSA Your tickets Map your PSA's accounts or companies to UniView Portal organizations to
integration could be going | ensure tickets are sent to the correct PSA queue. See "Mapping companies
to the wrong and accounts to organizations" for details.
inbox
PSA You could be Edit your PSA's integration settings to automatically close tickets by selecting
integration saving more a status in the Close Ticket Status field. See the following for details: "To view
time with or modify Autotask integration settings", "To view or modify ConnectWise
automated Manage integration settings", or "To view or modify BMS or Vorex integration
ticketing settings".
updates!

When the insight condition is resolved, the insight moves to the Completed list.
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aseyaOne O @ Quemmms. i

Automated backup testing
B Subsarptons 5iting Cooper
Here to provide you with daily insights on how you can optimize your business.

. Unitrends
2 support

Adm ToDo (5 Completed 8 Snoozed Testing backups regularly is a key piece of the data

protection puzzle, but we noticed it's been a while... but
- ] don't worry, we make it easy to test and ensure

%2} Connect IT Community Completed Insights Insight is completed = recoverability with just a few clicks.
Setup a Data Copy Access (DCA) job in your appliances to

Automated backup testing get started. Please review the video and documentation
Certify recoverability of your Unitrends backups. It's FREE! linked below

Unitrends « Completed Watch This Video

Integrating Autotask

Use the procedures below to integrate Autotask PSA with the UniView Portal. Once you have configured the integration,
Autotask creates tickets based on alerts and warnings issued by BackuplQ.

" Stepl: Create a UniView Portal API user in Autotask"
" Step 2: Add the Autotask integration in the UniView Portal"

Step1: Create a UniView Portal API user in Autotask

Use this procedure to create an APl user that Autotask will use for the UniView Portal integration.
Log in to Autotask.

Select = >£) > Admin.

0—-= - WEEE:

£) Sea . a + 2

Admin Categories
2% & Seltngs

Commonly Used

G’i ADMIN ..L-.---I.-l.-

Expand Resources/Users (HR) and click Resources/Users.
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Click New.
Enter user information.

Be sure to select the following in the API Tracker Identifier area: the Integration Vendor option and
UnitrendsMSP-BDR from the Integration Vendor list.

Save the username and password of the APl user in a safe place. You will need these credentials to complete
the integration.

Click Save & Close.

o+ rew ‘woummm & E——— o w—

Active Number Format
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Step 2: Add the Autotask integration in the UniView Portal

Use this procedure to add the integration to the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click @:
UNIVIEVW Dashboard  Protect Jobs  Organizations ? - [«
Click here
Protec

Select the Integrations view.

Locate the Autotask integration and click Integrate:

UNINIEVWY Dashboard  Status  Jobs  Organizations

Settings
Alerts Integrations Users Scopes API Access
‘lr 5§S\Zy60ne Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials. Integrate
- =

Click here
‘X A%EmiSk Create tickets in Autotask PSA based on alerts and warnings issued by BackuplQ. Integrate
Autotasl

Enter the Username and Password of the API user.
(Recommended) Click Test Credentials to verify that UniView Portal can connect to Autotask.

Click Next Step.
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Autotask Integration

Please fill out your credentials below

Username

PPy e i . com

Password

cisene )

+ Test Credentials —9 Cancel

Select an Autotask account from the Account list.

By default, the account you select here is applied to all Autotask organizations. The list contains all Autotask
accounts that have been mapped to a UniView Portal organization. If you don't see your account in the list, use the
"Mapping companies and accounts to organizations" procedure to add the account to the list. Later in this
procedure you can map different accounts to other organizations as needed.

Select an Autotask ticketing queue from the list.
The queue you select is the location where BackuplQ tickets will be created in Autotask.
Only one Autotask ticketing queue can be used for BackuplQ tickets.

This list contains all Autotask queues assigned to the Unitrends MSP account. (If needed, you can use
Autotask to create a new queue to use for BackuplQ tickets.)

You can switch to another queue at any time by editing this setting (see "To view or modify Autotask
integration settings".)

(Optional) BackuplQ dismisses offline appliance alerts and conditional alarms automatically when the alert
condition has been resolved. You can opt to automatically close corresponding Autotask tickets by selecting a
status from the Close Ticket Status list. Or select Do not close automatically.

Select a priority level for alerts. Choose from these levels: Do not sync, High, Medium, Low, or Critical.
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Autotask Integration Settings

Account
Queue

Client Portal 9 Select a ticketing queue .

Close Ticket Status

Comp lete 6 (Optional) To automatically close "
tickets, select a status from the list

Select priority for alerts

Alerts

4 ot oot s v

) Reset For All Organizations  +~ Create Test Ticket Cancel E

(Recommended) Click Create Test Ticket. Go to Autotask to view the test ticket.
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Autotask Integration Settings

Account

Unitrends MSP v
Queue

Client Portal v

Close Ticket Status

Complete v

Select priority for alerts

Alerts

High v

(Recommended)

Click to create a test ticket

2 Reset For All Organizations  +~ "Create Test Ticket Cancel E

Sample test ticket in Autotask:
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W TICKET - T20211007.0582 - BackuplQ: Test Ticket from stmgmbackup.net (Alsimis-ing)

# Edit [3) Accept = Forward J Tools ~ [v] Complete (1) Knowledgebase =~ Notify Taskfire ~+ (& Livelinks ~ %% Print View

O] j SERVICE REQUEST

Alalala long x
@ T20211007.0582 [ [2
BackuplQ: Test Ticket from swsm backup.net (2
é . Created 10/07/2021 04:50 AM (2h 8m ago) - Pa ce
(O Nev
&
O Low
G s test ticket by Unitrends BackuplQ. The ticket was created by shiy Beruser@backup.net from
Ck a i
g backup.ne
€8 _
B
® 1
@
101012021 04:50 AM
-~

(O Trisge J

Click Save.
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Autotask Integration Settings

Account

Unitrends MSP v
Queue

Client Portal v

Close Ticket Status

Complete v

Select priority for alerts

Alerts

High v

O Reset For All Organizations  +~ Create Test Ticket Cancel

Map organizations to Autotask accounts.

By default, all organizations are mapped to the account you selected above in step 8. If needed, assign
organizations to other Autotask accounts as shown here. Once you've completed your account selections, click
Map:

If there are no Autotask accounts in the Organization Mapping dialog, or if you do not see all accounts in the
drop-down lists:

Click Map to add the integration and exit the dialog.

Import organizations from Autotask as described in "Importing Accounts or Companies from your PSA".
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Organization Mapping

Choose related entity on the right dropdown to create mapping

Q 250 ~ perpage 1 of 2 pages >
(optional )Enter text to

search for an organization

Organization Autotask Account
212 Bronx ABLE Ma... Vv
212 Bronx Child N Map orgfnizations
0
Autotask accounts
212 Brooklyn WV
Upstate
78910 Corporation Document
Providers
ABLE
78

Manufacturing
West Coast @

1 Unitrends MSP
Northeast

212 Bronx

Cancel

The integration is added.
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UNIVIEVW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes API| Access
‘IT L(éSeYaOne Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials Integrate
- aseya
Autotask Create tickets in Autotask PSA based on alerts and warnings issued by BackuplQ -
\X Autotask Username: P 1 | <.com Autotask is integrated ol @ o}

After you have completed the step above, tickets are added to the Autotask queue as new BackuplQ alerts. To
view these tickets, see "Integrating Autotask".

Autotask tickets are created for all BackuplQ alerts unless you selected Do not sync in the Autotask
Integration Settings Alerts field.

Working with your Autotask Integration

Once you've integrated Autotask, use these procedures as needed:
"To view BackuplQ tickets in Autotask"
"To view or modify one organization's Autotask settings"
"Working with your Autotask Integration"

The procedures below can be run only by users that have the superuser role.

"To view or modify Autotask integration settings"
"To set up integrated customer billing for Spanning Microsoft 365 and Spanning Google Workspace"
"To remove the Autotask integration"

To view BackuplQ tickets in Autotask

After you have integrated Autotask with the UniView Portal, tickets are automatically created for BackuplQ alerts
generated in your UniView Portal environment. Use these steps to view these tickets in Autotask.

Log in to Autotask.

Select My > Service Desk > Account Tickets.
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2

MY
My Work T Sales M : Sales History Service Desk Waiting My Approval » Technicia Project Manage
MY HOURS TODAY MYHOURS® o o© . e MY SLA - FIRST RESPONSE

~ : Expense Rey O Eirst Response
l'\-\-' ek Tordknda werdue

Miscellaneous

CRM splay Preference U :d oioe
LIUE 1 1=£

Billable Hour
MY TASKS ENDING SOON (NEXT 7 DAY S OR OVE it MY OPPORTUNITY SUMMARY
Status i
Identify and review proposal, &= | o SD Already Closed
quote, SOW MNotes
Network Refresh Proiect®

Djé
Global Marketing Caory

Proeess Billing Timesheets | ) F ted
Metwork Refresh Project” YU riN e
slobal Marketing Corp

Purchase Hardware
Nemwork Refresh Project”

£ : al Marketing Corp T 1 50 Lost

Enter the following:
Account Name - Select Unitrends MSP.
Status - Select All.
From and To - Select the date range of tickets to view.

Click Generate. Tickets generated in the specified date range display. Click a ticket to view details.
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Hide Report Criteria  #%  [™] Save Report as HTML

REPORT CRITERIA .
My Account Tickets 0BITID
From 02/129/2020 To 06/17/2020 05:080

Account Name

) Ticket # Title Account State Queue Status  Priofity  Alloc Created

apDog e High

y Wire and Cable Ale A Tes

Unitrends MSP - ! High

Ne High

Status I High

Al " High

ANl Crpe: ! High

le High
"
I
s
i
I
I

& High
High
& High
High
High
High

L Tickets display.
J— = Click a ticket to view detalils.

“w TICKET - T20200331.0009 - Alert - Afourtech - tp-207 (Unitrends MSP)

# Edit [i] Accept = Forward Jk Tools * |v| Complete L) Knowledgebase * Notifty Taskfir

T20200331.0009

Unitrends MSP x
- -
Alert - Afourtech - tp-207 @
Created 03/31/2020 08 55 AM (77d 18h 14m ago) - Pamela Pie:
F pr 2020 1 0Sev
o ritics jos-minimal_replica758503 has been invalidated
! so delete the replica and start ove
®
04/03 Al
New Time Entry New Note New Attachment £
a

To view or modify one organization's Autotask settings

By default, the integration's account, queue, close ticket status, and alert priority settings are applied to all
organizations. If needed, you can use this procedure to apply different settings to an organization or to re-apply the
default settings to an organization whose settings you have modified.

Log in to the UniView Portal.

Select Organizations.
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Locate the organization. Click ; and select Autotask Settings.
(Optional) Do one of the following:
Modify settings and click Overwrite Settings to apply your changes.

To re-apply the defaults to this organization, click Use Default Settings, then click Overwrite Settings to
apply your changes.

U N Ivl EW Dashboard Protect  Jobs Organizations

1
Organizations = Map Organizations
Scope Name
All ~ Q Alerts
Autotask Integration Settings .
Name = 212 Bronx
212 Bronx

N A it
212 Bronx Child Accoun Connectwise Settings
ABLE Manufacturing HQ* v O
212 Brooklyn
Autotask Settings

Queue - -
78910 Corporation 9 Modify settings o

Monitoring Alert v

Delete
78910 .y
Close Ticket Status
780 " A Complete v O
Alfmmm g

Select priority for alerts
ABLE Manufacturing HQ

Alerts
*
ABLE Manufacturing HQ Critical v o
ABLE Manufacturing West Coast 4
Act
D Use default settings  +~ Create Test Ticket Cancel 1
Ace

To view or modify Autotask integration settings

Log in to the UniView Portal with a superuser account.

Click B1:
UNIINIEBEVW Dashboard Protect Jobs  Organizations ? . dbmmmmmitre..
scope Organization
Dashboard All v Al v oo

Select the Integrations view.

Locate the Autotask integration and click L.
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[ 8 ]\ | AVAI=AVAVA Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes API Access
¢ KaseYaone Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials Integrate
- Kaseya
Click here
\X iilégt::sk E’::.::::EF(S in Auﬁotask PSA based on al(e'[tzr: nd warnings issued by BackuplQ. (}) ﬁ @ @

(Optional) To view the Password, click the & icon.
(Optional) Modify credentials settings. Click Test Credentials to verify that UniView Portal can connect to Autotask.

Click Next Step.
Autotask Integration

Please fill out your credentials below

Username

PR i . com " "
(Optional) Modify credentials
Passm:/o
_)

v Test Credenﬂa\s—e Cancel

(Optional) Modify integration settings.
(Optional) Click Reset For All Organizations to apply changes to all Autotask organizations.

Click Save.
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Autotask Integration Settings

Account
Unitrends MSP ~
o (Optional) Modify settings and
Queue create test ticket
Client Portal y

Close Ticket Status

Complete ~

Select priority for alerts

Alerts

High v

(Optional) Apply settings to all

organizations

‘D "Reset For All Organizations  +~ Create Test Ticket Cancel

To set up integrated customer billing for Spanning Microsoft 365 and Spanning Google
Workspace

Use these procedures to set up Autotask integrated customer billing for Spanning Backup for Microsoft 365 and/or
Spanning Backup for Google Workspace. These procedures enable the following license information to be posted to
Autotask each night: number of Standard Licenses in Use and number of Archived Licenses, by Spanning tenant or
domain. This license data is then used by Autotask when generating invoices.

Prerequisites

Ensure that these prerequisites have been met before running the procedures below:

UniView Portal has been integrated with KaseyaOne. (To add the integration, see "Integrating KaseyaOne".)

UNINIEVW Dashboard  Protect Jobs  Organizations ? D dbestowmitre. 33
Settings
Alerts Integrations Users Scopes APl Access
P Kaseyaone The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button on the
T w
- Kaseya login form.

> Show configuration

UniView Portal has been integrated with Autotask. (To add the integration, see "Integrating Autotask".)
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UNIVIE\WV Dashboard  Protect  Jobs  Organizations

Settings

Alerts Integrations Users Scopes APl Access

- Autotask Create tickets in Autotask PSA based on alerts and warnings issued by BackuplQ. —
\X Autotask Username: F N . x.com AR DRI @ L 80

Your Spanning Backup for Microsoft 365 tenants and/or Google Workspace domains have been integrated with
the UniView Portal.

To integrated a Microsoft 365 tenant, see "Integrating a Microsoft 365 tenant".
To integrate a Google Workspace domain, see "Integrating a Google Workspace domain".

Use these procedures to set up integrated customer billing for Spanning Backup Microsoft 365 and Google Workspace
domains:

"Step 1: Set up organization mapping in UniView"
"Step 2: Verify that corresponding mappings have been created in Autotask”
"Step 3: Set up service mapping in Autotask"
Set up organization mapping in UniView
Log in to the UniView Portal.

In the Protect > Microsoft 365 or Protect > Google Workspace view, ensure that the Spanning Backup tenants and
domains for which you will use integrated customer billing have been mapped to UniView organizations.

See these procedures to view and modify mappings:
"To map Microsoft 365 tenants to organizations"

"To map Google Workspace domains to organizations"

In our example, the Microsoft 365 tenant Pinkston Farms has been mapped to the UniView organization 212
Bronx, and the Google Workspace domain Google Test Domain has been mapped to the UniView Guest Services
organization:
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265

UNINIEW Dashboard  Protect Jobs  Organizations mitre...
Protect ‘
7 Spanning Licenses @
Assigned [ 2080 5o
@ 900 =50
@ 2980 g0
Appliances Assets Microsoft 365 Google Workspace Salesforce Micrasoft Azure
Domain Name * Organization Licenses Expiration Users Coverage Storage = B s % O O A € Last30Backups
B bers Brakus Group g v R 8% © QOO OO O O [ ¢
- = 93.1GB
Pinkston Farm; 212 Bronx & B20® 2/28/29 ‘ & 42.7MB QOGO " O munnmnnmm e
Sk S 99MB
T oman B3w  wzes [ otos @93 @ X @O ®@ O (NI =
-

24768 ()

UNIVIEVW Dashboard ~ Protect ~ Jobs  Organizations

Protect

7 Spanning Licenses &

Assigned [ 2080 go
[ 900 g0
@ 2980 =0

Appliances Assets Microsoft 365 Google Workspace Salesforce
Domain Name = Organization Licenses Expiration  Users Coverage Storage E & & @ 2 € Last 30 Backups
Google Test Domain, Guest Services (& B2z 7/26/ l 10% & 93GB [ HOX ] [ I O TTTRRR TR T @2
s
Mapping = 47GB

On the Organizations page, click Map Organizations and ensure that the UniView organizations that were mapped
to the Spanning domains in step 2 have also been mapped to Autotask accounts.

These conditions must be met to post a Spanning domain's license information to Autotask:

The Spanning domain is mapped to a UniView organization (in UniView on the Protect > Microsoft 365 or
Google Workspace page).

The UniView organization that has been mapped to the Spanning domain is also mapped to an Autotask
account in UniView (under Organizations > Map Organizations).

If you don't see your Autotask accounts, import accounts from Autotask as described in "Importing
Accounts or Companies from your PSA".

In our example, the UniView organization 212 Bronx has been mapped to the Autotask Levine School of Music
account:
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UNINIEW Dashboard  Protect Jobs  Organizations

Organizations e_ 2 Map Organizations + New
Organization Mapping
Choose related entity on the right dropdown to create mapping

Scope

All Q Alerts
Q 50 ~ perpage 1 of 1 pages

Name =
Organization Autotask Account BMS Account @

0 212 Bronx Levine School of Music v unitrends ICB v
. Y

¥ Mapping
2 ild Cancel m

After the Spanning domain and Autotask organization mappings have been added in UniView, corresponding
mappings are automatically created in Autotask.

Verify that corresponding mappings have been created in Autotask

Log in to Autotask.

SelectE > Admin > Extensions & Integrations.

Q Dashboards Create My Calendar Bookmarks

1 Project Manager - Tasks  Project Team Member Sales History Sales Manag
Home ADMIN CATEGORIES
CRM Company Settings & Users k My Ticket Summary My SLA - First F
Contracts Features & Settings
Projects Automation I ‘ Total Open O
Service Desk Activations 0 - 25
Timesheets Extensions & Integrations 49
Inventory e Due Today O

COMMONLY USED -
0 25

Reports

ing Started
urces (Users) N N

il

)

On the Extensions & Integrations tab, click Kaseya Integrations > Kaseya Module Company Mapping;:
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Q Dashboards My Calendar Bookmarks

Admin

Company Settings & Users Features & Settings Automation Activations Extensions & Integrations —o

Expand All Collapse All

v Client Portal & Taskfire
v LiveMobile
v Datto BCDR
v Datto RMM

~ Kaseya Integrations

KaseyaOne IT Glue Integration
Enable log in with KaseyaOne Enable integration with IT Glue

Integrated Customer Billing

Enable Integrated Customer Billing by Module

Cho which modules you want to enable for Integrated our K

Activity Log

View a history of transactions and failures

Click Map by Module Organization and select the UniView module. UniView mappings display. Our mapping was
created automatically:

= JAdtotask Q Dashboards  Create My  Calendar  Bookmarks 0O E @ ®

Map Autotask Companies to Module Organizations

Map by Company Map by Module Organi: (190 pp o
Specify Company mappings for your Kaseya modules. Check the Ignare checkbox for module organizations that you do not want to map. The Autatask Company and Ignore columns will be disabled if the selected company has contract service
B save (® cancel Show Suggested Mappings Show Ignored Only Show Unmapped
Module + /9 Module Organization Module Sub-Organization Autotask Company Ignore
Uniview v
Uniview Sm
Mapping
iview D1 n —
(=]
Uniview 212 Bronx - [
= Levine School of Music X =)
Inivi
PAHO/WHO FCU X =]
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Set up service mapping in Autotask
In Autotask, open the company's contract and select Services.

Click New Service and add the applicable billing service (Online Backups in our example):

) Contract ngmmil - Google Chrome ) Manage Service/Service Bundle - Google Chrome - ] X . (] X
#& ganextautotask.net/contracts/views/contractView.: = @ qganextautotasknet/autotask/popups/contract/adjust_service
Menu Service Bundles & Services - n 1d (Levine School of h New Service
Summary + New Service Bundle + New Service  Apply Overall Discount [I Save & Close .. Cancel ow Data for | 08/21/2023
i;rmvi:e or Bundle ::r:eur _?;::d SEE Rarih Select a semvice gu::]:;r; Units E:le;fiig
- X _ Oellive Bachue Monthly Online Backups - 0 1 $0.19

e: Ext Pri Ur a 08/21/2023 [
Price (LI P i eriod e
Exc 1 I form
nfiguration ltems Amount
e Units * .
Charge Defaults Unit Price 0000
Notes Extended Price 0
Projects Unit Cost 0.4500
Tickets Prorated Transactions Sifaadactios 0.4500
ef Prorated Price Amount 018
Service or Bundle Name Quote Name (Number) tount  Prorated Price Amount
Online Backups Prorated Cost Amount 0.09 $0.09 $0.19

Select Service Mapping and map the applicable Spanning Microsoft 365 and Google Workspace billing types to
the service you added above (Online Backups in our example). Click Save.

€) Contract:n|.|nd - Google Chrome

#@ qganextautotask net/contracts/views/contractView.asp?fromWizard £]

P Integrated Customer Billing Service Mapping - n¢ d (Levine School of Music)
Summary Specify contract service mappings for your Kaseya modules and billing types

Internal Costs 9_ [ save (® cancel
Services

S v ~  Univi U d Billing T
s MiS ”_o niview (?hJ nmapped Billing Types)

Billing Rules Module Billing Type Autotask Service Adjustment Frequency Ignore

Per Spannir

Online Backups R

The contract is updated:

Working with Integrations U N ITR E N D 8

A Kaseya company




UniView Portal Guide 269
Release 2.50 | April 2024

€) Contractn' d - Google Chrome - ] x
# ganextautotask.net/contracts/views/contractView.asf 3
Menu Service Bundles & Services - n d (Levine School of Music) Contract Period:08/20/2023 - 08/26/2023
Summary o New Service Bundle == New Service  Apply Overall Discount 53§ (] 0 Units Show Data for 08/21/2023 Q
Internal Costs Service or Bundle Vendor Period Unit Unit Price Discount Unit Price (this Configuration Units Extended
Name Name Type Cost (List) Period) Items Price

[ online Backups  ICB Monthly 50.10 $1.00  77.42% 5005 0 6 5045

apping
What is this? Estimated Monthly Price: $2.13

Billing Rules

Exclusions

Configuration ltems

§ Prorated Transactions

Charges

Charge Defaults Service or Bundle Name Quote Name (Number) Unit Change Effective Date Prorated Cost Amount  Prorated Price Amount

Notes Online Backups 1 08/21/2023 $0.09 $0.19

Integrated customer billing is set up and Autotask will begin receiving updated Spanning license information each
night.

To remove the Autotask integration

Use this procedure to remove the Autotask integration from the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click B1:
UNIINIEBEVW Dashboard Protect Jobs  Organizations ? | dbm mmmitre..
scope Organization
Dashboard All v Al v oo

Select the Integrations view.

Locate the Autotask integration and click [, Click Delete. The integration is removed.

U N IVl EW Dashboard Protect  Jobs Organizations

Settings
Delete Integration
Alerts Integrations Users AP|
The Autotask integration settings, including organization mapping, will be lost. Please confirm
‘IT Kaseyaone Configure the integratior 2 Integrate
Kaseya
-
Cancel Delete
Autotask Create tickets in Autotask PSA based on alerts and warnings issued by BackuplQ.
\X Autotask Username: F 3 ! <.com @ P B0
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Integrating ConnectWise Manage

Use these procedures to integrate ConnectWise Manage PSA with the UniView Portal. Once you have configured the
integration, ConnectWise Manage creates tickets based on alerts and warnings issued by BackuplQ.

"Step 1: Add a security role to ConnectWise"
"Step 2: Add the ConnectWise Manage integration"
Step 1: Add a security role to ConnectWise

Use this procedure to create a new security role to be used for obtaining the REST API credentials needed for
integration with the UniView Portal.

Log in to ConnectWise Manage with an administrator account.
Navigate to System > Security Roles.

Click the plus icon (+) at the top of the screen.
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€0 Recent v Calendar [ Chat with Support

~
Security Roles
Manage s
Security Roles
T:( My Favorites Role v
fg Companies 4+ @ Actionsv SEARCH CLEAR .o @ 1-80f8
) Click here |:| Name ~ Last Update Updated By
40 Sales
Al v
@ Marketing
] Admin 3/23/01 Conversion
7 Procurement [] Engineer 8/20/02 zadmin
[] Executive 8/21/02 zadmin
[ Project [] Manager 8/20/02 zadmin
— N [] sales 12/11/03 zAdmin
Service Desk
[] Subcontractor 12/3/19 Admin2

)= Time & Expense

Finance

@ System

Setup Tables
My Company
Security Roles

In the Role ID field, enter a name for your new security role (e.g., UniView Portal API Integration). Click the Save
icon.
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£0) Recent v Calendar [ Chat with Support

New Role
Manage

New Role
My Favorites Role v
Companies < B o

Marketing

On the Security Modules screen, click the down arrows beside the Companies, Service Desk, and System headings
to expand each section.

In all three sections, replicate the permission parameters exactly as shown in the tables below. To do so, click the
down arrows to change the permissions from None (default) to All. The tables below only show the rows that
require editing.

Companies Add Level Edit Level Delete Level Inquire Level
Company Maintenance None None None All

Company / Contact Group Maintenance None None None All

Service Desk Add Level Edit Level Delete Level Inquire Level
Close Service Tickets All All None All

Merge Tickets All All None All

Service Tickets - Dependencies All All None All

Service Tickets All All None All

Service Tickets - Finance All All None All

Add Level Edit Level Delete Level Inquire Level

Table Setup None None None All

Click the Save and Close icon.
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€0 Recent v Calendar  [3 Chat with Support

A
Security Modules
Manage
Security Modules for Role - API Integration
My Favorites Role: APl Integration v
Companies < + B B o [ Hsoyv [
Click here Add Leve Edit Leve Delete nquire Leve
Sales
s/ Companies
Marketing ~~ Finance
v Marketing
Procurement
“ Procurement
Project ‘v Project
“ Sales
Time & Expense
v Time & Expense
Finance
Navigate to System > Members > APl Members tab. Click the plus icon (+).
i\ :
+ New» ¢ Recentv Calendar  [3J Chat with Support
\\/ ,\
o Manage Members - APl Members
New Member
Myt hes Regular StreamilinelT Subcontractors @
4+ SEARCH CLEAR Export View (NoWiew v @ @
Member ID Member Name Location Role ID Inactive
"4 Al "4

Memberl Happy Frog Tampa Office Admin
Member2 Kraken Techs Tampa Office Admin
Member3d Able Experts Clearwater Office Admin
Memberd BrightGauge Clearwater Office Admin
labtech LabTech Software  Clearwater Office

quosal Quosal API Clearwater Office

AR NEN

Time & Expense screenconnect ScreenConnect APl Clearwater Office

=x Fina

£33 System

Setup Tables

My Company

Security Roles
Members

Mass Maintenance
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On the next Details screen, complete the following fields in each section:
Profile section -

Member ID - Enter the username of the member (e.g., Uni Portal). The maximum number of characters
allowed is 15.

Time Zone - Select a time zone for the internal company.
Member Name - Enter the member's first and last name.
System section -

Role ID - The security Role ID controls the level of access to the ConnectWise Manage application by
limiting access to functionality. Select the new security role that you created in step 4 (e.g., UniView
Portal API Integration).

Location - Select the default location for the company. Any new record created by the member will
default to the location set here.

Level - Select the level of access that the member will have in the application. The member will be able
to search for companies at the specified level and the ones below it. The restriction here applies to
tickets for companies outside the location, as well as members.

IMPORTANT! We strongly recommend that you select the highest level of access (e.g., Level 1) to
ensure that all companies will sync to the UniView Portal without issue. Selecting a
lower level of access may result in some companies not syncing to the UniView Portal.

Business Unit - Select the member's business unit.

Name - This field corresponds to the Level field above. After selecting a Level, select a specific name
associated with the structure level.

Default Territory — Select the member's default territory.
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Members - APl Members > Detail

New Member
4 o
Profile
NaITIE
System
v
s uUnit
v
M ) AU |
v

In the top menu bar, click the Save icon.

¢0 Recent v Calendar

Members - APl Members > Detail
New Member
)‘}{ My Favorites .
< £ E <
Click here

m Companies

Click the API Keys tab and then on the plus icon (+).
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¢0) Recent v Calendar [ Chat with Support

Members - AP| Members > Public AP| Keys
IT Glue APl Test Key (IT Glue AP1 Key)

Manage

My Favorites
Y ! Details APl Keys APl Logs @

Companies SEARCH CLEAR

sales |Clickhere  [EESEE Public API Key

Marketing

¢O) Recent v Calendar 3 Chat with Support

Members - AP| Members > Public APl Keys > APl Keys
IT Glue API Test Key (IT Glue API Key)

Manage

My Favorites
s ’ ¥ Details API Keys APl Logs @

Companies <

B

¥  History W

—’_”/_,0 Enter a description

Marketing 1bli X

Sales Public API Key

Procurement

The public and private keys are generated. Note the Public and Private Keys. You will enter these in the "Step 2:
Add the ConnectWise Manage integration" procedure.

IMPORTANT! Keep the private key in a secure location. The key will not be visible again after closing the
window.
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Manage X
Warning: This is the last time you will be able to view
the Private Key for API Key. This value will be

permanently inaccessible after dosing this dialog.

Public Key: zFS5I0hWvgltxolM
Private Key: QUQlyxlsenUZkklx

Step 2: Add the ConnectWise Manage integration

During this procedure you will select a company, service board, and priority level for alerts. These selections
are applied to all ConnectWise organizations by default. If needed, you can modify these settings. (For
details, see "Integrating ConnectWise Manage" for details.)

Log in to the UniView Portal with a superuser account.

Click Bl:
Dashboard Protect  Jobs Organizations . dbm mmmmitre.. B
rg ? - _
Scope Organization
Dashboard All v Al v ol

Select the Integrations view.

Locate the ConnectWise Manage integration and click Integrate:

UNINVIEW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes APl Access
‘IT L(ﬁigyaone Configure the integration with Kaseya One portal 1o enable the option to login using KaseyaOne credentials Integrate
- -

Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show Configuration to

VEA VSA setup conditional alerts synchronization.

Kaseya
y The portal is integrated with hitps:// JUNG-ysa.t  .kaseya.net

~ SHOW CONFIGURATION

‘ Ma”age Create tickets in ConnectWise Manage based on alerts and messages issued by Backup|Q. Integrate
“ ConnectWise Click here

Enter the ConnectWise Instance URL and Company ID. Enter the Public Key and Private Key that you generated
in the "Step 1: Add a security role to ConnectWise" procedure above.
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(Recommended) Click Test Credentials to verify that UniView Portal can connect to ConnectWise Manage.

Click Next Step.

UNIVIEVW Dashboard  Protect Jobs  Organizations

ConnectWise Credentials

Settings
Alerts Integrations Users nstance URL
https://staging.connectwisedev.com/
Company ID
G KaseyaOne - : =
- Kaseya itglue_f "
o Enter credentials
Public Key
................ _® ;
w Configuration to
vea 12,
................ =
« Test Credentials —9 (Recommended) cancel Next Step
e~ Manage ? T
‘g ° clWis - based on alerts and messages issued by BackuplQ Integrate
onnectivise & Test credentials success

Select a company and service board.
The service board you select is the location where BackuplQ tickets will be created in ConnectWise Manage.

The drop-down lists contain all companies and service boards assigned to the UniView Portal account. (If
needed, you can use ConnectWise Manage to add a new company and service board to use for BackuplQ
tickets.)

You can switch to another service board or company at any time by editing these settings (see "Integrating
ConnectWise Manage".)

(Optional) BackuplQ dismisses offline appliance alerts and conditional alarms automatically when the alert
condition has been resolved. You can opt to automatically close corresponding ConnectWise tickets by selecting a
status from the Close Ticket Status list. Or select Do not close automatically.

Select a priority level for alerts. Choose from these levels:
Do not sync - No ticket is created in ConnectWise Manage
Priority 1 - Emergency Response
Priority 2 - Quick Response
Priority 3 - Normal Response

Priority 4 - Scheduled Maintenance
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ConnectWise Integration Settings

Company
Your Company v
Select a company
Service Board & service board
Professional Services ~

Close Ticket Status » n
(Optional) To automatically close
Closed (resolved) 49 tickets, select a status from the list v

Select priority for alerts

Alerts

Priority 1 - Emergency Response —e Select priority level for alerts v
“2 Reset For All Organizations .~ Create Test Ticket Cancel ﬂ

(Recommended) Click Create Test Ticket. Go to ConnectWise Manage to view the test ticket.
ConnectWise Integration Settings

Company

Your Company v

Service Board

Professional Services ~

Close Ticket Status

Closed (resolved) v

Select priority for alerts
Alerts

Priority 1 - Emergency Response

(Recommended)

Click to create a test ticket

“) Reset For All Organizations .~ Create Test Ticket Cancel m

Sample test ticket in ConnectWise Manage:
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4+ Newv ) Recentv [ Calendar (3 Chatwith Support m Q TA Teingv
H

Servics Tickst #99937 - BackupiG: Tost Tiketfrom s bachup.net

. @
< + BB & @v D wrev v v o0 @maeDnm v B av @
Rl covreou session J rouiow
> ¥ + seeon e v o @
v 2 (o]
et ® 0
o v v
. B
: - +
- °
[ L o -
Initial Description
Unitrends Portal e
Click Save.
ConnectWise Integration Settings
Company
Your Company v
Service Board
Professional Services v
Close Ticket Status
Closed (resolved) v
Select priority for alerts
Alerts
A

Priority 1 - Emergency Response

*> Reset For All Organizations .~ Create Test Ticket

Map organizations to ConnectWise companies.

By default, all organizations are mapped to the company you selected above in step 8. If needed, assign
organizations to other ConnectWise companies as shown here. Once you've completed your company selections,

click Map:

UNITRENDS
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If there are no ConnectWise companies in the Organization Mapping dialog, or if you do not see all companies in
the drop-down lists:

Click Map to add the integration and exit the dialog.

Import organizations from ConnectWise as described in "Integrating ConnectWise Manage".

Organization Mapping

Choose related entity on the right dropdown to create mapping

Q 250 ~ perpage 1 of 1 pages
\0 (Optional) Enter text to
Organization search for an (xganizatbn ConnectWise Company
212 Bronx Black Rooster, Inc h
212 Bronx Child Davis Consulting ~
Map organizations

Davis Consulting ~
Agnetha Bjdrn Benny Anni Endsight hd
ATE&T ATET N
Autotask Corporation v
autotask_test v

3 -

Cancel Map

The integration is added.

| & ]\ AVAI=AVAYA Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes API Access
'IT Eaa_:\zyaone Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials m
- =

Create tickets in ConnectWise Manage based on alerts and messages issued by BackuplQ.

APIURL: https://e W connectwise com/v2( 2/ ConnectWise Manage is integrated P @ @

Company ID: itg7M_f

- Manage
(3

Connectwise

(
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ConnectWise tickets are created for all BackuplQ alerts unless you selected Do not sync in the
Connectwise Integration Settings Alerts field.

Working with your ConnectWise Manage integration

Working with your ConnectWise Manage integration

Once you've integrated ConnectWise Manage, use these procedures as needed:
"To view or modify one organization's ConnectWise Manage settings"
"Mapping companies and accounts to organizations"

The procedures below can be run only by users that have the superuser role.

"To view or modify ConnectWise Manage integration settings"
"To apply default integration settings to all ConnectWise organizations"
"To remove the ConnectWise Manage integration"
To view or modify one organization's ConnectWise Manage settings

By default, the integration's company, service board, close ticket status, and alert priority settings are applied to all
ConnectWise Manage organizations. If needed, you can use this procedure to apply different settings to an
organization or to re-apply the default settings to an organization whose settings you have modified.

Log in to the UniView Portal.
Select Organizations.
Locate the organization. Click : and select ConnectWise Settings.
(Optional) Do one of the following:
Modify settings and click Overwrite Settings to apply your changes.

To re-apply the defaults to this organization, click Use Default Settings, then click Overwrite Settings to
apply your changes.
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UNINIEVW Dashboard  Protect  Jobs  Organizations

283

1
Organizations
Scope Name
Al -
. ConnectWise Integration Settings
Name

212 Bronx

212 Bronx Modify settings
212 Bronx Child Company e O =
Click Use Default Settings
Blue Light, Co. v | O

212 Brooklyn

Service Board
78910 Corporation
Professional Services v O
78910 Corporation!

Close Ticket Status

78910 Corporation1 Do not close automatically v | O

A Demo Org

ABLE Manufacturing HQ Select priority for alerts

Alerts
ABLE Manufacturing HQ*
Priority 3 - Normal Response v | O
ABLE Manufacturing West Coast 4
Account1 B ) N
7 Use default settings .~ Create Test Ticket Cancel ‘Overwrite Setlings
Account11

To view or modify ConnectWise Manage integration settings
Log in to the UniView Portal with a superuser account.

Click E:

u N |V| EW Dashboard Protect  Jobs Organizations

2 Map Organizations

Q Alerts

ConnectWise Sett\mgs%

Autotask Settings

Delete

mitre...

Dashboard

Select the Integrations view.
Locate the ConnectWise Manage integration and click {,,3

(Optional) To view the Public and Private keys, click the & icons.

Organization

v All v

ra
Ld

(Optional) Modify credentials settings. Click Test Credentials to verify that UniView Portal can connect to

ConnectWise Manage.

Click Next Step.

UNITRENDS
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U N IVl EW Dashboard Protect Jobs Organizations

Settings ) )
ConnectWise Credentials
9 (Optional) Modify
settings
Alerts Integrations Users nstance URL
https://s g.connectwise®™ “.com/
Company ID
G KaseyaOne - - -
- Kaseya i f
Public Key
................ )
VSA w Configuration to
................ 0
/e (Recommended) 4
+ Test Credentials Cancel Next Step
‘“ 3 Test credentials success immimn.connectwisesw.com/v2022_2/ "_43 @ o
@ entials success i
..
—

(Optional) Modify integration settings.

Click Overwrite Settings.

ConnectWise Integration Settings
212 Bronx

Company o (Optional) Maodify
Blue Light, Co. settings v O

Service Board

Professional Services v O

Close Ticket Status

Do not close automatically v | O

Select priority for alerts

Alerts
Priority 3 - Normal Response v | O
/9 (Recommended)
) Use default settings Create Test Ticket Cancel

(Optional) Modify mappings and click Map.
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Organization Mapping

Choose related entity on the right dropdown to create mapping

Q 250 w perpage 1 of 1 pages
_ \0 (Optional) Enter text to o
D'-;BWIZE'.ICI" Sea'ch 'a an (Xganizatk)n ConnectWise Lompany
212 Bronx Black Rooster, Inc. A
212 Bronx Child Davis Consulting hd
(Optional)

Modify mappings Davis Consulting v
Agnetha Bjorn Benny Anni Endsight hd
AT&T AT&T v
Autotask Corporation v
autotask_test v

Cancel Map

To apply default integration settings to all ConnectWise organizations

By default, the integration's company, service board, and alert priority settings are applied to all organizations. If you
have applied custom settings to organizations (as described in "To view or modify one organization's ConnectWise
Manage settings"), you can use this procedure to re-apply the integration's default settings to all organizations.

Log in to the UniView Portal with a superuser account.

Click B1:
UNIINIEBEVW Dashboard Protect Jobs  Organizations ? . dbmmmmmitre..
scope Organization
Dashboard All v Al v oo

Select the Integrations view.
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Locate the ConnectWise Manage integration and click .
Click Reset for All Organizations.

Review the list of organizations whose settings will be reset. Click Reset Settings.

UNIVIEVW Dashboard  Protect Jobs  Organizations

Settings Reset Settings For All Organizations

Alerts Integrations Users Scopes APl Access Are you sure you want to reset settings for all organizations? All integration settings associated with
this action will be reset.
ConnectWise Integration Settings

212 Bronx

Big Design
r Blue Light, Co. Defaults will be applied
Company to these organizations
BlueWeb, Company

Blue Light, Co v
Davis Consulting

Endsight

Service Board
Professional Services v
Green Torch, Inc.

Close Ticket Status Green Vision, Co

Do not close automatically ~

High Design, Co.
Select priority for alerts
Alerts 3
Priority 3 - Normal Response v cancel [—

gancel ﬂ

Create tickets in ConnectWise Manage based on alerts and messages issued by BackuplQ.

‘(‘Y Manage APIURL: hitps:// connectwise..com/Vi—_2/ LS m '

ConnectWise
Company IDzitc & f

Create Test Ticket

To remove the ConnectWise Manage integration

Use this procedure to remove the ConnectWise Manage integration from the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click B1:
UNIINIEBEWVW Dashboard ~ Protect Jobs  Organizations 2 - woitre...
Scope Organization
Dashboard Al v Al v o

Select the Integrations view.
Locate the ConnectWise Manage integration and click 1,

Click Delete. The integration and any organization mappings are removed.
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UNIINIEVY Dashboard  Protect Jobs  Organizations

Settings
Delete Integration

Alerts Integrations Users Scopes AP| Access

The ConnectWise integration settings, including organization mapping, will be lost. Please confirm

‘IT Kaaseyaone Configure the integration with Kaseya 2 Integrate
Y Kaseya Cancel Delete
Create tickets in ConnectWise Manage based on alerts and messages issued by BackuplQ. o\

N Manage APl URL: https:/e, W _connectwise ™ .com/v2( 2/ P B wm

ConnectWise
Company ID: itg f

Integrating Kaseya's Billing Management System
(BMS) or Vorex

Use this procedure to integrate BMS or Vorex with the UniView Portal. Once you have configured the integration, BMS
or Vorex creates tickets based on alerts and warnings issued by BackuplQ.

Log in to the UniView Portal with a superuser account.

Click your user name and select My Settings:

Dashboard Protect  Jobs Organizations ? . motre.. K3
UNIVIEW v [«

Scope Organization

Dashboard Al v Al >

rA
Ld

Select the Integrations view.
Locate the BMS or Vorex integration and click Integrate.
Enter the URL of your BMS or Vorex instance.

Enter the Username and Password of a BMS or Vorex Administrator account or the BMS or Vorex APl user
account.

IMPORTANT! If two-factor authentication is enabled in your environment, you must enter the username and
password of the BMS or Vorex API user account.

Enter a company name.
Click Test Credentials to verify the credentials you entered.

Click Next Step.

U N ITR E N D S Working with Integrations

AKaseya company




288 UniView Portal Guide
Release 2.50 | April 2024

UNIINIEVW Dashboard  Protect Jobs  Organig : ? 1 dbemg jitre...
BMS Integration

Settings )
Please fill out your credentials below
. . . nstance URL
Alerts Integrations Users Scopes APl Acces
_— https://r "'bms n.kaseya.com/
g Username
T Ka-seyaOne Configure the integration with K e =] Integrate
- Kaseya 9 Enter credential settings
Password
............. _
VSA Kaseya VSA integration is com
VSA Kaseya setup conditional alerts synchrg ~ COmpany Name

The portal is integrated with htt unitrends

4
o=z
+ Test Credentials Cancel Next Step
BMS

BMS ) = 1 alerts and warnings issued by BackuplQ o—m
Kaseya ©  Testcredentials success
—

Configure integration settings by selecting an Account, Location, Queue, Status, Type, and Source.

(Optional) BackuplQ dismisses offline appliance alerts and conditional alarms automatically when the alert
condition has been resolved. You can opt to automatically close corresponding BMS or Vorex tickets by selecting a
status from the Close Ticket Status list. Or select Do not close automatically.

Select a priority level for alerts. Choose from these levels:
Do not sync - No ticket is created in BMS or Vorex
High
Low
Medium
Very High

(Optional) Click Create Test Ticket. View the test ticket in BMS or Vorex under Tickets > Service Desk (see
"Sample BMS test ticket:" below).

Click Save.
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< BMS Integration Settings

Account

212 Bronx ~
Location

Main v
Queue

Level Four Support v
Status

Assigned w
Type

Change Request v
Source

Chat v
Close Ticket Status

Completed s
Select priority for aler
Alerts

High s

(Optional)

“) Reset For All Organizations -~ Create Test Ticket Cancel

Sample BMS test ticket:
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= BMS Home  ServiceDesk  CRM  Finance  Projects  Reports  HR  Inventory  Admin NEW TICKET = 4 e Ov win v 4

@ Service Desk Dashboard BackuplQ: Test Ticket I...

# My Tickets

# Tidets G Sample test ticket : B Contact .

8 Unknown Tickets 0 Account

DD dersots phnagtinart. BackuplQ: Test Ticket from €00 _  backup.net

Location Main
& Recurring Master Tickets

® service Calls

Activities Expenses & Charges Service Calls & To-Dos Related Items Affects

i= Details -

Map organizations to BMS or Vorex accounts.

By default, all organizations are mapped to the account you selected above in step 10. If needed, assign
organizations to other BMS or Vorex accounts as shown here. Once you've completed your account selections,
click Map:

If there are no BMS or Vorex accounts in the Organization Mapping dialog, or if you do not see all accounts in the
drop-down lists:

Click Map to add the integration and exit the dialog.

Import organizations from BMS or Vorex as described in "Importing organizations from Autotask,
ConnectWise Manage, BMS, or Vorex".
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Organization Mapping

Choose related entity on the right dropdown to

create mapping

Q 250 w~ perpage 1 of 1 pages
Organization (optional )Enter text to
search for an organization
212 Bronx 212 Bronx v
212 Bronx Child 212 bronx child v
Map organizations

to o
BMS accounts
Agnetha Bjdrn Benny Anni BMS to VSA hd
AT&T Kaseya v
Autotask Corporation v
autotask_test v

The integration is added.

2 -

Cancel Map

Organizations

UNIVIEW Dashboard
Settings
Alerts Integrations Users

- -
VSA
VSA Kaseya
BMS
BMS Kaseya

Scopes APl Access

Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials

Integrate

Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show Configuration to
setup conditional alerts synchronization
The portal is integrated with https:/y

pams-vsa.d rkaseya.net

v SHOW CONFIGURATION

Create tickets in Kaseya BMS based on alerts and warnings issued by BackuplQ
AP URL: https://ne. bmsprevien kaseya.com/
Username: 0. 2l

BMS is integrated

Company Name: unitrends

After you have completed the step above, tickets are added to the BMS or Vorex queue as new BackuplQ alerts are

generated.
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BMS or Vorex tickets are created for all BackuplQ alerts unless you selected Do not sync in the
Integration Settings Alerts field.

Working with your BMS or Vorex integration

Once you've integrated BMS or Vorex, use these procedures as needed:
"To view or modify one organization's BMS or Vorex integration settings"
"Mapping companies and accounts to organizations"

The procedures below can be run only by users that have the superuser role.

"To view or modify BMS or Vorex integration settings"
"Working with your BMS or Vorex integration"
"To set up integrated customer billing for Spanning Microsoft 365 and Spanning Google Workspace"
"To remove the BMS or Vorex integration"
To view or modify one organization's BMS or Vorex integration settings

By default, the integration's account, location, queue, status, type, source, and alert priority settings are applied to all
organizations. If needed, you can use this procedure to apply different settings to an organization or to re-apply the
default settings to an organization whose settings you have modified.

Log in to the UniView Portal.
Select Organizations.
Locate the organization. Click : and select BMS Settings or Vorex Settings.
(Optional) Do one of the following:
Modify settings and click Overwrite Settings to apply your changes.

To re-apply the defaults to this organization, click Use Default Settings, then click Overwrite Settings to
apply your changes.
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UNINIEVW Dashboard  Protect Jobs  Organizations ? . db® =g nitre...
BMS Integration Settings
212 Bronx
Organizations & Map Organizations
Account
Scope 212 Bronx v O
All Location 0 Modify settings Q Alerts
OR
Main Click Use Default Settings v O
Name = Queue s Free Space
212 Bronx YO o
Stat
212 Bronx Child aus ) 100% BMS Settings
v O
212 Brooklyn ) 100%
Type Delete
555Skyend Architecture Service Request v | O ) 100%
78910 Corporation Source ) 100%
78 ‘ v O 100%
7€ Close Ticket Status ) 100%
Do not close automatically v O
A Jrg ) 100%
ABLE Manufacturing HG Select priority for alerts ) 100%
ABLE Manufacturing HC  Ajerts ) 100%
ABLE Manufacturing We v O ) 100% :
] (5]
Re-apply defaults 7) Use default settings - Create Test Ticket Cancel Apply changes :
A5 1 v J 100% : id

To view or modify BMS or Vorex integration settings

Log in to the UniView Portal with a superuser account.

Click @:
u N |V| EW Dashboard Protect  Jobs Organizations ? - Baitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.
Locate the BMS or Vorex integration and click 2.
(Optional) To view the Password, click the & icon.

(Optional) Modify credentials and URL settings. Click Test Credentials to verify that UniView Portal can connect to
BMS or Vorex.

Click Next Step.
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UNINIEVW Dashboard  Protect Jobs  Organizations 2 - Fnitre...
Settings

BMS Integration

Alerts Integrations Users Scopes
Please fill out your credentials below

st URL
r KaseyaOne Configure the nte """
- kaseya https://re bms; ==ssw kaseya.com/

Username 9 (()pm Modify
0 2 settings
Kaseya VSA integ

0
VSA ”
VSA Kaseya setup conditional o g
The portal is integ =
............. 8
Company Name
unitrends
Create tickets int 4
MS BMS API URL: https://r EEITITETLEL)
B Kaseya Username: g M5,  TestCredentials Cancel Next Step "_@ @ o

Company Name:

(Optional) Modify integration settings.
(Optional) Click Create Test Ticket. View the test ticket in BMS or Vorex under Tickets > Service Desk.

(Optional) To apply these settings to all organizations, click Reset for All Organizations. Review the list of
organizations whose settings will be reset. Click Reset Settings.

Click Save.
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BMS Integration Settings

212 Bronx
Account
212 Bronx v O
Location
Main v O
Queue

v O
Status

o (Optional) Modify settings

v O
Type
Service Request v | O

Source

Close Ticket Status

Do not close automatically v O
Select priority for alerts
Alerts -
(Optional) Click to apply settings (Optlonatl} Gticﬁck:otaeate 9
ﬁ to all organizations = (ESLHGHE

To set up integrated customer billing for Spanning Microsoft 365 and Spanning Google
Workspace

2 "Use default settings .~ Create Test Ticket

Use these procedures to set up integrated customer billing for Spanning Backup for Microsoft 365 and/or Spanning
Backup for Google Workspace. These procedures enable you to post the following license information to BMS or Vorex:
number of Standard Licenses in Use and number of Archived Licenses, by Spanning tenant or domain. This license
data can then be used by BMS or Vorex when generating invoices.

Prerequisites

Ensure that these prerequisites have been met before running the procedures below:

UniView Portal has been integrated with KaseyaOne. (To add the integration, see "Integrating KaseyaOne".)

UNIINIEVW Dashboard  Protect Jobs  Organizations ? D dbamosOumite.. 3in
Settings
Alerts Integrations Users Scopes APl Access
P Kaseyaone The integration with the KaseyaOne portal is configured. Enable the option to login using the KaseyaOne credentials. It will show "Login with KaseyaOne Id" button on the
T w
- Kaseya login form.

KaseyaOne is integrated

> Show configuration

UniView Portal has been integrated with BMS or Vorex. (To add the integration, see "Integrating Kaseya's Billing
Management System (BMS) or Vorex".)
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U N IVl EW Dashboard Protect  Jobs Organizations

Settings

Alerts Integrations Users Scopes API Access

Create tickets in Kaseya BMS based on alerts and warnings issued by BackuplQ

BMS APIURL: hitps://ne. bmsprevion.kaseya.com/
BMS Kaseya Username: O 2 BMS is integrated L@ m

Company Name: unitrends

Your Spanning Backup for Microsoft 365 tenants and/or Google Workspace domains have been integrated
with the UniView Portal.

To integrated a Microsoft 365 tenant, see "Integrating a Microsoft 365 tenant".
To integrate a Google Workspace domain, see "Integrating a Google Workspace domain".

Use these procedures to set up integrated customer billing for Spanning Backup Microsoft 365 and Google Workspace
domains:

"Step 1: Set up organization mapping in UniView"
"Step 2: Map the account to the UniView organization in BMS or Vorex"
"Step 3: Set up services in BMS or Vorex"
Set up organization mapping in UniView
Log in to the UniView Portal.

In the Protect > Microsoft 365 or Protect > Google Workspace view, ensure that the Spanning Backup tenants or
domains for which you will use integrated customer billing have been mapped to UniView organizations.

See these procedures to view and modify mappings:
"To map Microsoft 365 tenants to organizations"

"To map Google Workspace domains to organizations"

In our example, the Microsoft 365 tenants M365 Test Domain and M365 Test Domain2 have been mapped to the
UniView Guest Services organization, and the Google Workspace domain Google Test Domain has been mapped
to the UniView Guest Services organization:
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UNIVIEVW Dashboard ~ Protect  Jobs  Organizations

Protect
7 Spanning Licenses &
Assigned [ 2080 go
[ 900 g0
@ 2980 =0
Appliances Microsoft 365 Google Workspace Salesforce
Domain Name = Organization Licenses Expiration  Users Coverage Storage = M 2 % © B A ¢ Last30Backups
M365 Test Domain Guest Services (& B20& 7/26/ l 10% € 93GB (] NON. N ICEE NI @
8- s
£ 4708
M365 Test Domain2 Guest Services (& B3z 726w | 0% &€ 93GB V] QOGO O ' =
- S4768

UNIVIEW Dashboard  Protect [o—
Protect

77’ Spanning Licenses (&
[ 2080 g0
[ 900 g0

Purchased @ 2980 [SK]

Appliances Microsoft 365 Google Worksi Salesforce
Domain Name Organization Licenses Expiration ~ Users Coverage Storage B &0 & M a2 € Last 30 Backups
Google Test Domain Guest Services (4 B0 e T & 93068 909 x 9" [T @

]
Mapping = 47GB

On the Organizations page, click Map Organizations and ensure that the UniView organizations that were mapped
to the Spanning tenants or domains in step 2 have also been mapped to BMS or Vorex accounts.

These conditions must be met to post a Spanning domain's license information to BMS or Vorex:

The Spanning tenant or domain is mapped to a UniView organization (in UniView on the Protect > Microsoft 365 or
Google Workspace page).

The UniView organization that has been mapped to the Spanning domain is also mapped to a BMS or
Vorex account in UniView (under Organizations > Map Organizations).

If you don't see your accounts, import accounts from BMS or Vorex as described in "Importing Accounts or
Companies from your PSA".

In our example, the UniView Guest Services organization has been mapped to the BMS TestOrganization account:
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UNINIEW Dashboard  Protect  Jobs  Organizations

Organizations e_ 2 Map Organizations + New

Organization Mapping
Choose related entity on the right dropdown to create mapping
Scope

All Q Alerts
Q 50 v perpage 1 of 1 pages

Name =

Organization Autotask Account BMS Account @

0 Guest Services v TestOrganization v
27 ild

Map the account to the UniView organization in BMS or Vorex
Log in to BMS or Vorex.

Select Admin > CRM > Accounts.

Scroll down to the accounts list and select the BMS/Vorex account that you mapped in UniView above
(TestOrganization in our example).

Home Service Desk CRM Finance Projects Reports HR Inventory Admin New Ticket
88 Admin Dashboard Account Manager Business Type 1 Currency Name
B My company =l <
GG) Business Process v Active Taxable Internal
% HR = v ~ ™
20 ~
ol e Acquired Date RMM Integration Type Service Type
TechData
From 2] To =3 v v
Ingram Micro
| e —©)
Search Clear Search Export ~ 7 Results System Defauit v m
Opportunity Statuses

CRM Account Types

Service Types Account Code Account Parent Account Account Type Account Manager Created By Service Type Active
O secury - 2128 212B Client jon smith jon smith [ es |
B Finance t TestOrganization2 TestOrganization2 Client jon smith jon smith [ ves |
B Service Desk 2
V3 SALESFORCE B V3 SALESFORCE B Client jon smith jon smith [ ves |
L0 Inventory 5
] V2 GOOGLEWORKSPACE B V2 GOOGLEWORKSPACE B Client jon smith jon smith m
Logs v
2 imports & V2 M365B V2 M365 B Client jon smith jon smith B
TestOrganization fy Client jon smith jon smith [ Yes |
unitrends ICB Client jon smith jon smith [ Yes |

On the Organization Mapping tab, locate the UniView module and map it to the UniView organization that you
mapped to BMS/Vorex above (Guest Services in our example):
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CRM Finance Projects Reports HR Inventory Adi

88 Admin Dashboard Home

ment / Edit Account: TestOrganization

B My Company v i< n

@ Business Process ©

o Account Alerts Organizatior
4 HR &

30 crRm ~ L .
Organization Mapping
Tech Data
e accour e Organization re aseyaOne ave
Ingram Micro i R ;Y B
€
| ccoums
Opportunity Statuses Module Module’s Organization ID
CRM Account Types = ,
Service Types
O e + B comptance wenage s ks Orgazaton Nae
F v
B Finance  Detectve P _
BB Service Desk v
o a dule’s Organizatio
Map the UniView module to the
B Logs £ m Uniview organization that you mapped
to the BMS/Vorex account
& Imports v

Set up services in BMS or Vorex

In BMS or Vorex, select Finance > Contracts and select the contract for the BMS/Vorex account (Cont_2 for the
TestOrganization account in our example).

Home Service Desk CRM Projects Reports HR Inventory Admin

88 Finance Dashboard Start Date 1 End Date Reference Number
I 3 Contmcts—g < | From :: ] To ;] From =] To &

9g Billing Automation Status Contract Number Billing Cycle
@ Billing Review = v v
S Billing
B Invoices m Clear Search Export ¥ 7 Results efault L - B 1]
@ Payments
@ Reimbursements Contract Contract Reference  Billing Contract Default

Number Lo Contract Type From| Ll SCN Number Cycle Price Contract WS
B VendorBills 2

” ecurring g 06/

i . Cont_7 v2M365 8 M365 Stage UniView  goricasd  09/07/2023  09/06/2024 Weekly s253.00 3 =
B QuickBooks v Recurring e et Contract

Cont_6 2128 2128 Services.  09/07/2023  09/07/2023 Length I ves |

Recurring , o .
Cont_5 TestOrganization AGGTmertrics Test 1 geiiidd 00/06/2023  09/08/2023 Monthly CIRIEV I ves |
Cont_4 vz GOOGLEWORKSPACE  hecWiNg  gg/55/2003  08/25/2023 Contract $1463.00 (23
= GOOGLEWORKSPACE B Services ’ ) Length g
"ot ; e Recurring 18 19095 R Contract e
Cont_3 v2 M365 B 365 Services,  08/25/2023  08/25/2023 Length $253.00
Recurring P v Contract
Cont_2 TestOrganization Cont_2 - 07/16/2023  08/30/20% Length $550.00

Scroll down to Billing Information and click Add.
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Home Service Desk Inventory Admin

88 Finance Dashboard

I D ( Contract Number:* Contract Name
Cont_2 Cont_2
g Billing Automation
Account:* Start Date* End Date:*
@ Billing Review v _
TestOrganization v 07/16/2023 E 08/30/20% )
$ Biling
SLA: Billing Cycle* Issue Invoice on
B imvoices v Contract Length v End of Billing Cycle v
B Payments Reference Number: Default Contract for Service Desk Billing Periods based on Calendar Year: @
B Reimbursements [ ves JO [ ves JO
B vendorBills
O Xero k] Billing Information Contract History Exclusions Custom Fields Attachments (@ Notifications
B QuickBooks v
Contract Billing Price: *
$5560.00
oo MRS o"
- DEFALLT UNIT DEFAULT UNIT
{ SERVICE NAME DESCRIPTION EFFECTIVE DATE UNITS UNIT COST TOTAL COST UNIT PRICE TOTAL PRICE SORT ORDER
cosT PRICE
@ ServicName ServicDescr 07/16/2023 50 §11.00 §11.00 $550.00 $11.00 $11.00 $550.00 1

Add the applicable billing service:
Click Integrated Customer Billing.
Select the Uniview Module.
Select a Billing Type from the list, then click &% to load the latest licensing data.
Modify other options as needed, then click Save.

In our example, we selected the Per Spanning Backup for Microsoft 365 Archived License service. The archived
license total for the Spanning Microsoft 365 domains we mapped to the TestOrganization is 200.
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=
@]
D

Automated Billing

None Device Count RMM AgentCount Contact Count ITG Flexible Assets [ICHIEICERRIRENI A=A

Module Settings 1
Maodule Billing Type
Uniview 49 v Per Spanning Backup for Microsoft 365 Archived License ~ &
Service Info Billing Info
Service Original Unit Cost Original Unit Price
ServicName v $11.00 $11.00
Service Name Unit Cost Unit Price
ServicName $11.00 $11.00
Effective Date Sort Order Units Margin
07/16/2023 iz 2 : 200 0.00 % v
Description Total Cost Total Price
Number of M365
archived licenses $0.00 $2,200.00

ServicDescr

Cancel

Repeat step 3 to add other integrated customer billing services.
Integrated customer billing is set up for the BMS or Vorex account.

IMPORTANT! Spanning license information is updated nightly. To update Spanning license information in BMS or
Vorex, you must open the Add Service or Edit Service dialog and click the & icon next to the Billing
Type field.

To remove the BMS or Vorex integration

Use this procedure to remove the BMS or Vorex integration from the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click El:
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Dashboard Protect  Jobs Organizations ? Bitre... K«
UNIVIEW . [+

Scope Organization

Dashboard Al v Al v

ke
LdJd

Select the Integrations view.
Locate the BMS or Vorex integration and click .

Click Delete. The integration and any organization mappings are removed.

| ]\ | AVAI=AVAVA Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes APl Access
‘IT bﬁé:ﬁya()ne Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials Integrate
- -
VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances > VSA. Click on Show Configuration to
VSA Kaseya setup conditional alerts synchronization, Download Manifest
¥ The portal i
Delete Integration
The BMS integration settings, including organization mapping, will be lost. Please confirm.
Create ticke
BMS AP URL: ht
BMS

Kaseya Username: Cancel L2 @ @

Company N

Importing Accounts or Companies from your PSA

When the PSA integration was added to UniView Portal, existing companies or accounts were automatically imported.
As you add new PSA companies or accounts, you will need to manually import them into UniView Portal. To import new
accounts or companies, see "Importing organizations from Autotask, ConnectWise Manage, BMS, or Vorex". To map
newly imported companies or accounts to UniView Portal organizations, see "Mapping companies and accounts to
organizations".

Importing organizations from Autotask, ConnectWise Manage, BMS, or Vorex
Once accounts or companies have been added to your PSA, use this procedure to import them into the UniView Portal.

To import organizations

On the Organizations page, click Import.
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UNIIEWVW Dashboard  Protect Jobs  Organizations ?) (0 dba= =g mitre..
Organizations Map Organizations + Import
Click here:
Scope Name
All v Q Alerts

Organizations are imported:

Import Organizations

Q 100 ~ perpage 1 of 2 pages

Help-U-Sell Realty -
Hewitt Associates, Inc

Holy Trinity

Hospice Care of South Carolina

Hunter Engineering

Initech 2

Initech Inc. Test

Intuit

K&E Excavating

Kaseya

Cancel

Assign organizations to a scope:
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A user's scope determines which organizations are visible in the UniView Portal. To ensure that users can
only access information about organizations specified in their scope(s), you must assign each organization
to a scope.

In this procedure, the organizations you select are assigned to one scope. Repeat these steps to assign
organizations to another scope.

Check boxes to select organizations. Click Next Step.

Import Organizations

Q 100 ~ perpage 1 of 2 pages
Help-U-Sell Realty -
Hewitt Associates, Inc.
Holy Trinity
Hospice Care of South Carolina
Hunter Engineering
Initech 2
Initech Inc. Test o
Intuit
K&E Excavating
Kaseya
2 -
Cancel Next Step

Select a scope from the list. Click Save.

¢« Import Organizations

My Scope —o

EEI\E

Map organizations to companies or accounts. Click Map.
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Organization Mapping

Choose related entity on the right dropdown to create mapping
(optional) Enter text to 0 w~ perpage 1 of 1 pages
search for an organization

Organization ( C Co ¥ BMS Account

Initech 2 Initech 2 hd v e
Initech Ing Initech Inc. Test v hd b

Map organizations
to companies or accounts

Intuit Intuit v v v
K&E Excavating K&E Excavating v %

Cancel

Mapping companies and accounts to organizations

By default, the integration's company or account is applied to all of its organizations. Use this procedure to quickly
apply different companies or accounts to multiple organizations.

To map companies and accounts to organizations
Log in to the UniView Portal.
Select Organizations.
Click Map Organizations.
(Optional) Filter the organization list by entering a text string in the Search field.
Select a different company or account for one or more organizations.

In the figure below, ConnectWise, Autotask, BMS, and Endpoint Backup integrations have been
configured for this UniView Portal instance. If you do not see an integration, it has not been added to
your UniView Portal instance.

Click Map.
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UNINIEW Dashboard  Protect Jobs  Organizations ? . dbmmmicmitre...
1
Organizations & Map Organizations

Organization Mapping

Choose related entity on the right dropdown to create mapping

All v Q Alerts
Q 250 w perpage 1 of 2 pages >
Name *
I ormecWiee Comamy Autorack Accour e @ Endpoim Backup
212 Bronx Organization ConnectWise Company Autotask Account BMS Account &/ Organization
212 Bronx Child
212 Bronx Your Comp... v | | AFEE X v 212 Bronx Vv v
78910 Corporation FNoENIX N
Group
7t 219
212 Bronx 11 v v v
TopDog
78910 Corporationl Upstate
78910 Corporation! v Document w o
A g Providers
Map organizations
ABLE Manufacturing HQ to ABLE
PSA accounts g v Manufacturing ~ v
ABLE Manufacturing HQ* West Coast
. Unitrends
ABLE Manufacturing West Coast Abernathy, Oberbrunner and\Renner v MSP b ™
Y LOEID M
Northeast
: 212 Bronx
1 ABLE Manufacturing HQ* v AV v
»
2

ARI F Manifacturinn West Cnast

s ARIF Manu ~s s 4 s e
4 3 : !
Cancel Map
A e

Integrating Datto Portal

Use this procedure to integrate the Datto Portal DBMA backup tool. After the integration is added, Datta Portal data is
synchronized with UniView Portal so that you can receive backup alerts and manage issues right from UniView.

Use this procedure to add the Datto Portal integration if you are using the Datto Backup for Microsoft Azure
(DBMA) backup product. If you are using Datto SaaS Protection, you must add the UniView integration
through the Datto Portal only. For details, see this article: Integrating SaaS Protection with Autotask and
BMS.

If you have integrated your PSA system with UniView Portal, backup alerts also generate tickets in your PSA (Autotask,
BMS, Vorex, or ConnectWise Manage).

To integrate Datto Portal
In the Datto Portal, select Admin > Integrations.

Click Create API Key.
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dat:_t_o Status v Purchasing & Billing v Admin V¢kewow Partner Resources Academy  Support v Community

Integrations’
I t t Manage Clients
n egra IOnS Manage Employees

Company Settings

Portal Email Alerts

API Keys Networking API ConnectWise Autotask

API| Key Management

Enter optional information and click Create.
Create APl Key

API Key Details

APl Key Name

Optional

Contact Email

Optional

Access Controls Enter optional settings
Select Vendor v
Optional
Select Client e
Optional

can?m

Locate the newly generated UniView key entry in the APl Key Management table. Click its i icon and select View
Keys.

In the Key dialog, copy and save the public and private keys (you will enter these later in this procedure).
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datto Status v Purchasing &Billing v  Admin v  MarketNow  Partner Resources v Academy  Support v Community & smwm Dev v
API Keys Networking API ConnectWise Autotask Uniview
AP| Key Management Q
Name ~ Contact Email v Product Family ~ Vendor v Client v Public Key  LastUpdate v
UniView ar —i:aseya.com BCDR 91137 2023-05-23 10:31:55 —o
Serq client s - atto.com 2023-02-22 09:30:26 iekeys
Edit
Public Key
u ar pya.cor 2023-05-23 10:31:55 Regenerate
d9a18d copy |
Deactivate
Private Key 2023-05-05 03:36:57 Delete
Show Copy | Try it out
amazing 2023-02-22 09:38:03

Showing 110 5 of 5 entries

1 (4 2 o

Log in to the UniView Portal with a superuser account.

Click El:

Dashboard Protect  Jobs

UNIVIEW

Organizations ? . dbmmmmitre...

Scope Organization

Dashboard Al v Al >

rA
Ld

Select the Integrations view.

Locate the Datto Portal integration and click Integrate:

Dashboard Protect  Jobs

UNIVIEW

Organizations

Settings

Alerts Integrations Users Scopes API Access

G lfaﬂseyra()ne
- aseya

Eatto Portal Synchronize data with Datto.
aseya

Configure the integration with KaseyaOne portal to enable the option to login using KaseyaOne credentials

datto

Enter the following:
In the Instance URL field, enter https://api.datto.com/.
In the Public Key and Private Key fields, enter the public and private keys you saved in step 5.

(Recommended) Click Test Credentials to verify that UniView Portal can connect to Datto Portal.
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Click Integrate.

UNIVIEW Dashboard  Protect Jobs  Organizations -~ ? - Wunitre.. B3
Settings
Alerts Integrations Users Datto Portal Integration

G KaseyaOne Please fill out your credentials below [F—

Kaseya
- ' Instance URL
o Enter URL and keys
VSA VSA Public Key n then be imported Download Manifest
Kaseya |

Private Key

https://api.datte.com/

®

BMs  BMS 3 L@@

Kaseya
+ Test Credentials —9 (Recommended) Cancel Integrate
datto Datto Portal ot At it Pt .
e Kaseya

& Test credentials success

UniView Portal automatically maps all Datto clients to UniView organizations and adds the integration.

U N IVl EW Dashboard Protect  Jobs ‘Organizations

‘JT Eii;yaone Configure the integration with KaseyaOne portal to enable the option to login using KaseyaOne credentials. Integrate
-

Synchronize data with Datto

datto Eaa_g‘; Portal API URL: hitps://ar s/ Datto Portal is integrated Lo a

Public Key: cc ca

=  Themapping has been successfully . &
"~ updated »

Working with your Datto Portal integration

Once you've integrated Datto Portal, use these procedures as needed:
"Mapping Datto Portal clients to organizations"

The procedures below can be run only by users that have the superuser role.

"To view or modify Datto Portal integration settings"

"To remove the Datto Portal integration”
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Mapping Datto Portal clients to organizations

When the Datto Portal integration was added, UniView Portal automatically created a mapping for each Datto client. As
new clients are added to Datto Portal, they are automatically added to UniView and mapped to a UniView organization.
If needed, you can use this procedure to quickly modify mappings for multiple organizations.

To map Datto clients to organizations
Log in to the UniView Portal.
Select Organizations.

Click Map Organizations.

U N IVI EVV Dashboard Protect  Jobs Organizations @ 3
Organizations 9— 2 Map Organizations [ N='0
Scope Name
All v Q Alerts

(Optional) Filter the organization list by entering a text string in the Search field.
In the Datto Portal Client column, select a different client for one or more organizations.
If you do not see a Datto Portal Client column, the Datto integration has not been added to your UniView

Portal instance. To add this integration, see "Integrating Datto Portal".

Click Map.
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Organization Mapping

Choose related entity on the right dropdown to create mapping
_o (Optional) Enter textto ¥ 50 ~ perpage 1 of 10 pages >
search for an organization
Organization Datto Portal Client
212 Bronx U v

DCMA Tt Customer

212 Bronx Child

Map organizations
212 Brooklyn to clients

Skyend Architecture Denis Too. Customer ~

555tech v

78910 Corporation v
Cancel

To view or modify Datto Portal integration settings
Log in to the UniView Portal with a superuser account.

Click Bl.

Select the Integrations view.

U N IV | E W Dashboard Protect  Jobs Organizations

Settings
Alerts Integrations Users Scopes APl Access
'JT E?SEyaone Configure the integration with KaseyaOne portal to enable the option to login using KaseyaOne credentials. Integrate
- aseya

Locate the Datto Portal integration and click 5,3
(Optional) To view the Public and Private keys, click the & icons.
(Optional) Modify the Instance URL.

(Optional) Modify credentials settings. Click Test Credentials to verify that UniView Portal can connect to the Datto
Portal.
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Click Integrate.

UNIVIEVW Dashboard  Protect Jobs  Organizations @ = @ ) dbesstigurve. [

VSA KVSA can then be imported
aseya

Datto Portal Integration

Please fill out your credentials below

BMS BMS nstance URL p @ f

Kaseya

https://api.datto.com/
Public K
ublic Key (Optional) modify settings
IT Glue at
Kesera Private Key P
®

4 Save your changes
‘X ﬁ,ﬂg‘jSk + Test Credentials —e Cancel Integrate
Autotas

Synchronize data with Datto

dattp  DattoPortal API URL: hitps://msl mits zom/ o_ﬁ o

Kaseya
. Public Key: c=7%7a

S]

A

To remove the Datto Portal integration

Use this procedure to remove the Datto Portal integration from the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click @:
u N |V| EW Dashboard Protect  Jobs Organizations ? - Woitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.
Locate the Datto Portal integration and click i,

Click Delete. The integration and any organization mappings are removed.
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U N IV | E W Dashboard Protect  Jobs Organizations

Settings
’ ) ‘ Delete Integration
Alerts Integrations’ Users Scopes APl 2
The Datto Portal integration settings will be lost. Please confirm 3
.JT Ea_se)laone Configure the integration
- aseya
Cancel Delete
D p | Synchronize data with Datto. 9\
datto atte Porta API URL: https //a, . 88 sm/ 2|

---- Kaseya
: Public Key: ¢ a

Integrating IT Glue

You can now synchronize your assets and appliances with Kaseya's IT Glue documentation platform. This enables IT
Glue users to:

View backup configuration information from the UniView Portal.
Display backup status, last backup time, and storage for endpoints in IT Glue.

Ensure organizations and assets from the UniView Portal are automatically mapped to IT Glue organizations and
configurations.

To integrate IT Glue
Use this procedure to integrate IT Glue with the UniView Portal.
Log in to IT Glue with a Manager or Administrator account.

On the Account > API Keys tab, generate a custom key for the UniView Portal.
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Dashboard Organizations Personal Global Account

Account

setngs | Settings

Roles General Branding Authentication IP Access Control API Keys Theme Vault

[ U -

Groups

GlueConnect

Workflows

Warranty Master

® H = &

MyGlue

& Network Glue
Plan

Generate AP| Key

B

plasing Generate a custom API key for the i
& Export Data UniView Portal
[} Runbooks

Log in to the UniView Portal as a superuser.

Click Bl:
Dashboard Protect  Jobs Organizations ? dbs moitre.. |4
2 .
Scope Organization
Dashboard All v Al v ol

Select the Integrations view.

Locate the IT Glue integration and click Integrate.
Enter the API Key you generated above in step 2.

Click Test Credentials to verify the APl key you entered.

Click Integrate.
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UN|V| EW Dashboard Protect  Jobs Organizations @ :’ @ . diemmmstemitre...
Settings
Alerts Integrations Users Scopes APl Access
IT Glue Integration
- o

Please fill out your credentials below
ﬁ Enter APl key

API Key
w Configuration to

VSA }(/assga ITG. 2076 e, . e " rowe - | o e i . 1wl omes5F Sjk 14

4

Test Credentials —e Cancel Integrate
l‘: l IT Glue .
+d itation tool :
Kaseya . locumentation tool 1 5

& Test credentials success

On the Organizations page, click Import:

Dashboard Protect  Jobs ‘Organizations ? © dbam "W mitre.. 3
Ld

Organizations Map Organizations + Import
scope Name
All ~ Q Alerts

Organizations are imported:
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Import Organizations

Q 100 ~ perpage 1 of 2 pages
Name T
Glue Tips
Grand Child Organization
Green Vision Suborg
helixCustomer
Help-U-Sell Realty
Hewitt Associates, Inc.
Holy Trinity

Hospice Care of South Carolina

Cancel

Assign organizations to a scope:

A user's scope determines which organizations are visible in the UniView Portal. To ensure that users can
only access information about organizations specified in their scope(s), you must assign each organization
to a scope.

In this procedure, the organizations you select are assigned to one scope. Repeat these steps to assign
organizations to another scope.

Check boxes to select organizations. Click Next Step.
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Import Organizations

Q, 100 ~ perpage 1 of 2 pages
B Name
Glue Tips
Grand Child Organization
Green Vision Suborg
helixCustomer

Help-U-Sell Realty

o Check boxes to select organizations

2 -
Cancel Next Step

Hewitt Associates, Inc
Holy Trinity

Hospice Care of South Carolina

Select a scope from the list. Click Save.

&« Import Organizations

My Scope _o v

If you have integrated UniView Portal with your PSA (Autotask, ConnectWise Manage, BMS, or Vorex), the
Organization Mapping dialog displays. UniView Portal automatically maps PSA accounts/companies to IT
Glue organizations based on name. If no suggested match can be found, the organization remains
unmapped.

Review the mappings and make changes if needed. Then click Map.
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Organization Mapping

Choose related entity on the right dropdown to create mapping

Q 250 ~ perpage 1 of 1 pages

Qrganization 0 Autotask Account

Help-U-Sell Realty Review / modify Help-U-Sell Realty -

mappings
Hewitt Associates, Inc Hewitt Associates, Inc -
Holy Trinity Holy Trinity =
Hospice Care of South Carolina Hospice Care of South Carolina -
Cancel Map

Repeat these steps to assign organizations to another scope.

Working with your IT Glue integration

Use these procedure to view/modify IT Glue credentials or remove the IT Glue integration:
"To view or modify IT Glue credentials settings"
"To remove the IT Glue integration"

To view or modify IT Glue credentials settings

Log in to the UniView Portal with a superuser account.

Click B:
UNINIEVWY Dashboard Protect Jobs  Organizations ? | dbmmmniitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.

Locate the IT Glue integration and click p
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UNIVIEVW Dashboard  Protect Jobs  Organizations

Settings
Alerts Integrations Users Scopes APl Access
‘IT L(ﬁi‘zyaOne Configure the integration with Kaseya One portal 1o enable the option to login using KaseyaOne credentials Integrate
- -

VSA Kaseya VSA integration is complete. You can now view your Kaseya agents under Appliances = VSA. Click on Show Configuration to

VEA Kaseya setup conditional alerts synchronization Download Manifest

The portal is integrated with hitps:/ -vsa. rkaseya.net

~ SHOW CONFIGURATION
I;!l !(Tasfyl':e Synchronize data with Kaseya IT Glue documentation tool 43 @

(Optional) Modify the API Key. Click Test Credentials to verify that UniView Portal can connect to IT Glue. Click
Integrate.

IT Glue Integration

Please fill out your credentials below (Optional) Modify the API Key

APl Key

ITG.20f€7

Jjk12

« Test Credentials —e (Optional) Click to test credentials cancel Click to save changes

To remove the IT Glue integration

Use this procedure to remove the IT Glue integration from the UniView Portal.

Log in to the UniView Portal with a superuser account.

Click @:
u N |V| EW Dashboard Protect  Jobs Organizations ? - Woitre...
Scope Organization
Dashboard Al v Al v -

Select the Integrations view.

Locate the IT Glue integration and click 1. Click Delete. The integration is removed.
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UN IVl EW Dashboard Protect Jobs

‘Organizations

D dee nitre..

Settings
Alerts Integrations Users API| Access
'!T KaseyaOne Configure the integration with Kaseya One portal to enable the option to login using KaseyaOne credentials
- Kaseya

Delete Integration
Kaseya VSA int¢
VSA
VSA

to
setup condition
Kaseya

N Download Manifest
The IT Glue integration settings will be lost. Please confirm
The portal is int = 7

Cancel Delete

IT Glue Synchronize data with Kaseya IT Glue documentation tool
Kaseya

A
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APl Access

UniView Portal provides public APIs that customers can use to develop their own tools to access their Portal data. Our
public API uses the OAuth 2.0 client credentials flow, but we generally support OIDC protocol. Auth-related endpoints
can be discovered through https://login.backup.net/.well-known/openid-configuration.

To get started, create public API credentials as described below. For an example request, see "Get public APl access_
token example". For a description of each public API, see UniView Portal's Public API.

To create public API credentials
In the UniView Portal, click B,
In the API Access view, click + New.

Enter a name for the credentials. Click Save.

U N IVl E W Dashboard Protect  Jobs Organizations

Settings o=
Alerts ntegrations Users Scopes API Access —e

APl Access Credentials

Name Client ID Creator Start End
Q Q Q & 8

Name Client ID Creator Created - Status
— 972e1C create New API Access Credentials. Enabled

958a3¢&

f86d7ft
PD_ 31 7b110¢  Name* Enabled
d Enabled

48c09f
1
65ea3C
Dommgee bbe395 Cancel Enabled

SRafie ol
Copy and save the Client ID and Client Secret.

IMPORTANT! Be sure to save the Client Secret in a safe place. You will not be able to access the Client Secret
after you close this dialog.

Click Close.
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New API Access Credentials Were Successfully Created!

. N

Name

Morthwest Dev

Client ID

98: 6elce 0
Copy and save the

Client Secret Client ID and Client Secret

o /

Copy Client ID and Secret and store them in a secure place.
COPY THE CLIENT SECRET NOW. IT WILL NOT BE SHOWN AGAIN AND YOU WILL NOT BE ABLE TO
COPY IT LATER.

Close

2

Credentials are added to the Public API Credentials page.

UNIVIEVW Dashboard  Protect Jobs  Organizations

Settings + New

Alerts ntegrations Users Scopes APl Access

API Access Credentials

Name Client ID Creator Start End
Q Q Q & &
Name client ID Creator Created + Status
Northwest Dev Credentials are added poc523544 dbarrett@unitrends.com %ﬁigzm Enabled
. 97 2a53 - . 1/10/23
SIF THEl 958238 superuser@yopmail.com 450 am Enabled
. - T86d7MORCy” MC el 08bec2 . . 1/3/23
PD. 1 7b1108 pd@yopmail.com 137 am Enabled
[ Zhedcd] e superuser@yopmail.com /2 Enabled .1
e 4809 peruser@yopmat. 710 am —
65ea309a77744d0696h734317 10/13/22 i
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Get public APl access_token example

Send the following request to get the public APl access_token, where <token> is Base64 of your UniView Portal client_
id:client_secret string:

POST https://login.backup.net/connect/token
Content-Type: application/x-www-form-urlencoded
Authorization: Basic <token>

Accept: */*

Cache-Control: no-cache

Host: login.backup.net

Accept-Encoding: gzip, deflate, br

Connection: keep-alive

Content-Length: 36

grant type: client credentials

UNITRENDS API Access

AKaseya company
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